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Introduction

| Before You Begin
Read "Quick Start," "Safety Precautions," and this guide

thoroughly beforehand for proper usage.Accessible services
may be limited by contract conditions.

| Guide Usage Notes

Most operation descriptions are based on default settings.
Unless noted otherwise, operations are basically described
starting from Home Screen. Operation descriptions may be
abbreviated.

| Screenshots & Key Labels

Screenshots and Key labels are provided for reference only.
Actual windows, menus, etc. may differ in appearance.

| Other Notations

This product is referred to as "Wi-Fi router" in this guide.

Operating Environment (Compatible
OSes)

Use Wi-Fi router in any of these operating environments.
Use outside these environments may affect performance.
Operating environment (hardware, connected peripherals,
installed applications, etc.) may also affect performance.

- For computer support, OS version upgrade information,
etc., see corresponding manufacturer's product support
documentation.

+ The information for operating environment (compatible
OSes) listed here is the current information as of February
2019.

Item Description

Windows 7 Home Basic (32-bit or 64-bit)
Windows 7 Home Premium (32-bit or 64-
bit)

Windows 7 Professional (32-bit or 64-bit)

Windows 7 Ultimate (32-bit or 64-bit)
Windows 8 (32-bit or 64-bit)

Windows 8 Pro (32-bit or 64-bit)
Windows 8.1 (32-bit or 64-bit)

Windows 8.1 Pro (32-bit or 64-bit)
Windows 10 Home (32-bit or 64-bit)
Windows 10 Pro (32-bit or 64-bit)

Mac OS X 10.5 to 10.7 (32-bit or 64-bit)
Mac OS X 10.8 to 10.14 (64-bit)

Compatible
Operating
Systems

Free memory of 64 MB or more is
required. (32-bit/64-bit) (For all
operating systems.)

Memory
Requirements

Hard Disk Free disk space of 500 MB or more is
Capacity required. (For all operating systems.)
Interface USB2.0
Microsoft Internet Explorer 8.0 or later
Microsoft Edge 20 or later
Safari 6.0 or later
Mozilla Firefox 30.0 or later
. Google Chrome 35.0 or later
Compatible
Opera 21.0 or later
Browser

For mobile devices:

Google Chrome 11.0 or later
Mozilla Firefox 3.6 or later
Safari 5.2 or later

Opera 11.51 or later

| Package Contents

The following items are included in the package. Please
confirm package contents before use. Contact Customer
Service for missing items.

Keep accessories in a safe place.

AC Charger is not supplied. Purchase an optional AC Charger.

- 801ZT (Wi-Fi Router)

- Micro USB Cable (ZEDAD1)
D14 w OS5 — I (Japanese)
- BEELE S3EE (Japanese)

- SSID Sticker

uo132NPoJ3U| l
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Wi-Fi Name (SSID) and Password
(Security Key)

When connecting to a Wi-Fi device, Wi-Fi name (SSID) and
password (Security Key: WPA Key or WEP Key) are required.
Confirm Wi-Fi name (SSID) and password (Security Key) as
follows.

In Home Screen, (oK or [<)

Wi-Fi name (SSID)

Back |
Wi-Fi name (SSID) |
Information |

Phone number

Data usage display

r:’;""'q Wi-Fi name (SSID) and password (Security Key) appear.

- Two SSIDs are set to Wi-Fi router. By default, a WPA key is

set for both SSID A/SSID B.

- For greater security, use WPA/WPA2. However, some game
consoles do not support WPA/WPA2.

- Alternatively, see SSID Sticker to check default Wi-Fi name
(SSID) and password (Security Key).

| Getting Started

+ Wi-Fi router is for domestic use only. Do not use it
overseas.

+ Wi-Fi router accommodates software updates. Use the
latest software.

- Note that connection speeds may drop or connections
may be disabled depending on line traffic or connection
environments.

+ To enhance security, it is recommended that a passcode
for unlocking the screen be set. For details on setting a
passcode, see "Setting Passcode."

- Wi-Fi router is designed for corporate users, and allows its
functionality to be regulated by administrators. Depending
on how functions are regulated, settings or operations as
described herein may not be available.

| Trademarks

- SoftBank, SoftBank's equivalent in Japanese and the
SOFTBANK logo are registered trademarks or trademarks of
SoftBank Group Corp. in Japan and other countries.

- Pocket WiFi is a registered trademark of SoftBank Corp.

- ZTE, ZTERRE, and ZTE logo are trademarks or registered
trademarks of ZTE Corporation in China/other countries.
Copyright © 2019 ZTE Corporation. All rights reserved.

* Microsoft®, Windows®, Internet Explorer are trademarks
or registered trademarks of Microsoft Corporation in the
United States/other countries.

Microsoft Windows Operating System is indicated in its
abbreviated form as Windows.

- Apple, the Apple logo, iPad, iPhone, iPod, iPod touch,

Mac, Macintosh, and Safari are trademarks of Apple Inc.
registered in the United States and other countries. The
trademark "iPhone" is used with a license from Aiphone K.K.
App Store is a service mark of Apple Inc.

TM and ® 2019 Apple Inc. All rights reserved.

- Wi-Fi®, WPA™, WPA2™, Wi-Fi Protected Setup™ and the
logos are trademarks or registered trademarks of Wi-Fi
Alliance.

- Google, Android and Google Chrome are trademarks or
registered trademark of Google LLC.

- Firefox is a trademark or registered trademark of Mozilla
Foundation in the United States/other countries.

- Opera is a trademark or registered trademark of Opera
Software ASA. Go to "http://www.opera.com/" for details
on Opera.

* The names of the companies, products and services used in
this guide are registered trademarks or trademarks of the
respective companies.


http://www.opera.com/
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Parts & Functions

| Front/Top/Bottom

Part Description
ED Display Wi-Fi router status appears
E External Connect Micro USB Cable and AC Charger
Device Port (sold separately)

Move cursor down to select an item; Press
3 ISP

(POWER) Key

to change numbers;
Long press (1.5 seconds or more) to power
on/off

Select an item;

B Cx

Long press (1.5 seconds or more) to set/

LOCK) K

( ) Key cancel Key Lock
USIM Card

a Install USIM Card

Slot

Long press (1.5 seconds or more) with

A Reset

a pointed object to reset settings to
Button

defaults

Notes on Using Reset Button

Note the following for using Reset Button.

- Power on Wi-Fi router in advance.

- Be careful not to be injured when pressing Reset Button.

- Do not Press Reset Button strongly. May cause damage.

Do not use sharpened object. May cause damage.

- Using pen or pencil may make Reset Button dirty with ink
etc.

 The factory defaults can also be reset from WEB Ul. For
details, see "Resetting Wi-Fi Router."

Home Screen

| Layout

1 Bl " &

™
Connections
o TNER

Battery

Part Description

Status Indicators for communication
ﬂStatus Bar .
status and notification appear

3 Number of . . .
Number of devices connected via wireless
Wireless LAN
i LAN appears
Connections
El Battery Battery level is shown in %; Battery icon
Level appears during charging

| Status Indicators

Icon Description

Mobile networks connected (signal strong)

Mobile networks connected (signal weak)

Out of service area/USIM Card not

installed

Wi-Fi Spot connected (signal strong)

Wi-Fi Spot connected (signal weak)

4G network connected

LTE network connected

3G network connected

Internet connected

Software update notification

EREEEED@ED

Unread notifications



| Display Off/Sleep Mode

- If no operation is performed on Wi-Fi router for a certain
period of time, Display turns off automatically. Press (oK |
or [¥) to release Sleep mode.

- When Wi-Fi router is not connected to any WLAN devices
and no operations are performed for a certain period of
time or Wi-Fi router is not charged, Display turns off and
Wi-Fi router goes into Sleep mode to save power (time
before going into Sleep mode is set to five minutes by
default).

+ In Sleep mode, WLAN is off.

“Press (OK or [ ) to turn Display on and release Sleep
mode. After Sleep mode is released, WLAN function is on and
Wi-Fi router reconnects to WLAN devices.

- Some WLAN devices automatically disconnect WLAN
connection if no data communication is performed for
a certain period of time. When such a WLAN device
is connected to Wi-Fi router and WLAN connection is
disconnected due to the auto disconnecting function, Wi-Fi
router may go into Sleep mode.

+ Change time before going into Sleep mode in WEB Ul. For
details, see "LAN Wi-Fi Advanced Settings."

Entering Number

Wi-Fi router has two types of number entry window.

Number Entry Window (Entering
Passcode Etc.)

Use number entry window shown below for entering passcode,
login password, etc.

Set password

oK :0K
WV :Select digit

Item Description

EJ Entry box Number entry

E Cursor

Show entry position

pa3Je3s builien l

17108



Entering Number (Entering Passcode
Etc.)

In number entry window, [ <)

Set password

oK :0K
WV :Select digit

A number is entered.

*Press [ ) to change numbers.

The number is fixed and cursor moves to right.

" To go back to left, press [ ) until © appears, and

press (OK .

Use same operation to enter numbers When entry

N
completes, (OK

Set password

oK :0K
WV :Select digit

i ofofo

Number entry window closes.

Number Entry Window (Entering PIN
Code Etc.)

Use numeric keyboard for entering PIN, PIN Unblocking Key

(PUK), etc.

| Please input PIN:

Item Description
EJ Entry Box Number entry
E3 Cursor Show cursor position
El Del Delete number
3 Keyboard Entry key
H ok Fix number entry



| Entering Number (Entering PIN Etc.)

In number entry window, [ <)

A number is selected.

* Press [ ) to move cursor.

Select number (oK

Selected number is shown in Entry Box.

* To delete number, select |E&Y.

Use same operation to enter numbers When entry

completes, Kl

Number entry window closes.

USIM Card

USIM Card is an IC card that contains customer information

including phone number.

| Handling USIM Card

- Carrier is not liable for damages resulting from installing
USIM Card into an IC card reader manufactured by another
company.

- Keep IC chip surface clean.

- Clean USIM Card with a dry, soft cloth.

- Do not attach label on USIM Card. May cause malfunction.
- For handling, see following SoftBank web page (Japanese).
https://www.softbank.jp/mobile/support/protect/usim/

- USIM Card is the property of the company.

- Reissue of USIM Card due to loss or damage is at cost.

- Return USIM Card when canceling subscription.

+ Returned USIM Cards are recycled for environmental
conservation.

- Specifications and capabilities are subject to change
without notice.

- Keep a copy of information saved to USIM Card. The

company is not responsible for damages due to loss of saved

information.

- In case USIM Card or Wi-Fi router (USIM Card inserted) is
lost or stolen, urgently request to have usage suspended.
Contact Customer Service, General Information.

- Power off Wi-Fi router before removing/installing USIM
Card.

- Do not touch or scratch IC chip when installing/removing
USIM Card.

pa3Je3s buiyieo
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| Installing USIM Card

Be sure to power off to perform the following steps.

Open USIM Card Slot cover with Display side facing down

| Removing USIM Card

Be sure to power off to perform the following steps.

Open USIM Card Slot cover with Display side facing down

- Use notch (O) to open USIM Card Slot cover.
- Be careful not to hurt your fingernail.

Insert USIM Card with IC side down until it clicks

- Confirm the orientation of corner notch.
+ Do not touch or scratch IC chip when installing USIM Card.

Close USIM Card Slot cover

Eﬂ USIM Card installation is complete.

- Use notch (O) to open USIM Card Slot cover.
- Be careful not to hurt your fingernail.

Push USIM Card and release slowly, and then remove USIM Card

+ Do not touch or scratch IC chip when removing USIM Card.

Close USIM Card Slot cover

Eﬂ USIM Card removal is complete.



Charging Battery

Wi-Fi router is not fully charged by default. Charge Wi-Fi
router before use.

Wi-Fi router discharges even when not in use. Charge Wi-Fi
router before use if it is not in use for a long time.

Usage times gradually become shorter due to repeated
charging/discharging. For estimated charging times and usage
times, see "Specifications."

Charging

Charging Conditions

Under low temperatures charging performance decreases.
Charge in temperatures between 5°C - 35°C. In addition, do
not charge in a very humid place.

USB charging may be unavailable depending on Wi-Fi router
temperature.

Use Supplied Accessories

Always use supplied Micro USB Cable or AC Charger (sold
separately).

Wi-Fi Router and AC Charger (sold separately)
Becoming Warm/Hot

Wi-Fi router and AC Charger (sold separately) may become
warm while charging. This is not a malfunction. However,
stop using them immediately if they become extremely hot;
they may be malfunctioning.

Precaution for Extended Use

Wi-Fi router may become hot when used for a long time or
while charging, especially in high temperatures. Prolonged
contact with skin may cause low-temperature burn injuries.

Internal Battery Protection

Charging stops by internal battery protection function
when charged for a long time.
In this case, recharge after a while.

Connecting Micro USB Cable

Confirm that orientation of Micro USB Cable plugs is
correct. Connecting in wrong orientation may cause damage
or malfunction.

Display while Charging

Even when power is off, press (OK or [ <) to show

Animation and battery level.

| Using USB (Computer)

Use supplied Micro USB Cable.

+ Make sure to power on computer before charging.

11

+ Depending on computer connection environment, charging

may fail.

Insert Micro USB Cable (Micro USB plug) into External Device
Port and Micro USB Cable (USB plug) to a computer

- When connecting Wi-Fi router to a computer for the first
time, Driver software is automatically installed.

When complete, remove Micro USB Cable from computer and
Wi-Fi router

r::""'q Check battery level on Display.

.| Charging with Computer

Charging takes longer than with AC Charger. Time required
depends on the connected computer.

pa3Je3s builien l
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| Using AC Charger (Sold Separately)

Charge using separately-sold AC adapter (microUSB 1.0A)
[ZSDBAG6]" or AC adapter (microUSB Quick Charge™ 2.0
compatible) [ZSDBA4]2.

This section describes charging method using AC Charger
(microUSB 1.0A) [ZSDBA 6].

1 SoftBank SELECTION Micro USB recharging AC Charger 1.0A
for smartphones [SB-AC13-HDMU]

2 SoftBank SELECTION AC Charger for smartphones with
Qualcomm® Quick Charge™ 2.0 capability [SB-AC12-HDQC]

- See AC Charger (sold separately) user guide.
+ Do not connect Micro USB plug when Wi-Fi router or AC
Charger (sold separately) is wet.

Insert AC Charger (sold separately) Micro USB plug into

External Device Port and power plug to AC outlet

;'}_:;q Check battery level on Display.

Power On/Off

| Power On

Long press [ <) (1.5 seconds or more)

ERLE

BT
ETLITZEEIR
Wi-Fi&(SSID):
801ZTa-XX000(X

N 27-F (t$1Y74%-):
000000

oK

Fi:ﬂ JRX J— R O#ESE (Passcode Recommendation) Screen

appears.

NZAJ— DR

BE>EROYST
NAT—FEEET
3

;':;::4 F—ASBEERT (Data Traffic Volume) Screen appears.



TS EEEERT
#RLTWST—F

BEERBEETY.
RRDOT—7EEER
FEREICCRE<
== AN

0K

- ) )
Fﬁ‘q Screen for screen confirmation appears.

(Yes)/ [AMED (No)

LT 3amESE
ERLETMN?
-BERBE
-NNAD—- DR

- TS BERET

{}
A1R) 4

,:'9""4 Home Screen appears, WLAN is ON, and connects to the

Internet automatically.

* When Wi-Fi router connects to the Internet, (Internet

connected) lights.

* To omit confirmation screen on the startup, select .

+ When PIN verification is set to USIM, PIN entry screen
appears after powering on. See "PIN Verification (Wi-Fi
Router)" or "PIN Verification (WEB UI)" to enter PIN. For PIN
verification settings, see "PIN Verification."

13

| Power Off

Long press [ ¥ ) (1.5 seconds or more)

Quick boot is set to
ON, startup is fast
but consumes
battery even after
power OFF. Shut
down your device?

Yes
No

r':’-"“"q Power is off.

pa3Je3s builien l
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Connecting with WLAN

WLAN (Wi-Fi)

Activating WLAN (Wi-Fi) Function...
Connecting Windows PC.

Connecting Mac

Connecting Android™ Devices

Connecting iPhone/iPod touch/iPad
Connecting WPS Supported WLAN Devices...




16
WLAN (Wi-Fi)

.1 WLAN (Wi-Fi)

Advanced Settings

Change WLAN settings as required. For details, see
"Setting LAN Wi-Fi."

Simultaneous Connection

Use Wi-Fi router to connect up to 10 WLAN devices
simultaneously.

In addition, wireless LAN and USB connections can be
simultaneously used, in that case the maximum number
of wireless LAN connections is 10 devices, and one USB
connection which totals 11 devices.

Automatic Updates for Optimizing Wi-Fi
Connection

When connected by Wi-Fi, settings for optimizing the

connection are sometimes automatically received/updated.

Cautions for WLAN Usage

Security

For added security, change default Wi-Fi name (SSID) and
password (Security Key: WPA Key or WEP Key).

Communication Speed

When Wi-Fi Spot or Multi-SSID functions are on, maximum
communication speed may be lowered depending on the
number of WLAN devices connected to Wi-Fi router, etc.

I Overview

Wi-Fi router supports IEEE802.11b/g/n standards. Connect
WLAN devices (computer etc.) via WLAN for wireless data
transfers.

Wi-Fi router supports Wi-Fi Protected Setup (WPS), which
allows WLAN connection settings to be configured on any
WPS-compliant device.

Enter Wi-Fi router's Wi-Fi name and password (Security Key:

WPA Key or WEP Key) to connect non-WPS-compliant WLAN
devices.

For details on Wi-Fi name and password (Security Key), see
"Wi-Fi Name (SSID) and Password (Security Key)."

- These settings should be performed when Wi-Fi router
is connected the first time to another WLAN device.

Thereafter, simply activate Wi-Fi (WLAN) to automatically

connect Wi-Fi router to the Wi-Fi (WLAN) device.

Activating WLAN (Wi-Fi) Function

Power on to connect to the Internet automatically.

| Connecting to 4G/LTE/3G

Long press [ ¥) (1.5 seconds or more)

,5?‘"'4 Home Screen appears, WLAN is ON, and connects to the
Internet automatically.

* When Wi-Fi router connects to the Internet, (Internet
connected) lights.

“ In Sleep mode, WLAN is off. Press (OK| or [ ) to release
Sleep mode and activate WLAN.



Connecting Windows PC

Connect a Windows PC to connect to the Internet.

[l Wi-Fi Name (SSID) and Password
(Security Key: WPA Key or WEP Key)

For details on Wi-Fi name and password (Security Key), see
"Wi-Fi Name (SSID) and Password (Security Key)."

Default Wi-Fi name starts with the letters and numbers
"801ZTa-" or "801ZTb-."

If they are changed, use set Wi-Fi name and password
(Security Key).

Do not connect to other neighboring WLAN network.

| windows 10

This section describes setup operations with screenshots and
steps for Wi-Fi (SSID A) at WPA security setting on Windows
10.

Long press [ <) (1.5 seconds or more)

P-?"ﬂ Home Screen appears, WLAN is ON, and connects to the

Internet automatically.

* When Wi-Fi router connects to the Internet, (Internet

connected) lights.

Activate PC WLAN function

+ Method for enabling PC WLAN varies by model. Contact PC
manufacturer.

In task tray, click K@

,ﬂq "Network settings" appears.

17

Select Wi-Fi router's Wi-Fi name &

+/ Connect automatically

* When Wi-Fi name is not shown, press (OK| or [ <) to exit

Sleep mode.

Enter Wi-Fi router password (Security Key) &

(f{; BOjZTa—XXXXXX

curec

Enter the network secunty key

scccssee o

You can also connect by pushing the button on
the router.

Next Cancel

rkti WLAN connection counter number on Home Screen

increases by one.

- Confirmation message for sharing PC may appear. For
sharing PC, see Windows Help.

NVIM Y3m bBuiidsuuo) l
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| windows 8.1

This section describes setup operations with screenshots and
steps for Wi-Fi (SSID A) at WPA security setting on Windows
8.1.

Long press [ ¥) (1.5 seconds or more)

rb;"""q Home Screen appears, WLAN is ON, and connects to the
Internet automatically.

* When Wi-Fi router connects to the Internet, (Internet

connected) lights.

Activate PC WLAN function

- Method for enabling PC WLAN varies by model. Contact PC
manufacturer.

Move Pointer to upper right or lower right (For touchscreen,
Swipe from right end) €& Charm [ ©

% 1) =

Available 0 Screen

onnect automatically

* When Wi-Fi name is not shown, press (OK| or [ ) to exit

Sleep mode.

Enter Wi-Fi router password (Security Key) &

(® Networks

Enter the ne

,':?‘“"q WLAN connection counter number on Home Screen

increases by one.

 Confirmation message for sharing PC may appear. For
sharing PC, see Windows Help.



| Windows 7

This section describes setup operations with screenshots and
steps for Wi-Fi (SSID A) at WPA security setting on Windows
7.

Long press | ¥ ) (1.5 seconds or more)

ﬁ Home Screen appears, WLAN is ON, and connects to the
Internet automatically.

* When Wi-Fi router connects to the Internet, (Internet

connected) lights.

Activate PC WLAN function

- Method for enabling PC WLAN varies by model. Contact PC
manufacturer.

(>N Control Panel > Network and Internet -]
Network and Sharing Center

gﬁl(metwork and Sharing Center ]

Fics network | View netwerk computers and devices

Add a wireless device to the network

- H
Q lomeGroup

Choose homegroup and shering options

Internet Options
¥=| Connecttotheinternet | Change yourhomepage = Manage browser add-ons
Delete browsing history and cookies

Connect to a network

Change your netwerking settings

44 Setup 2 new connection or netwark
Set up & wireless, broadband, dial-up, ad hee, or VPN connection; or set up a router oF access point.

Cannect to & network

10 & wireless, wared, dial-up, or VPN network connection.

Choose homegroup and sharing options
Access files and printers located on other network computers, or change sharing settings.
[ Troublechoot problems

|}
Dragnose and repair network problems, or get troublesheoting infarmation.

19

Mot connected & =
dﬂ Connections are available
Wireless Network Connection A

Open Network and Sharing Center

* When Wi-Fi name is not shown, press (Ok| or [ ) to exit

Sleep mode.

Enter Wi-Fi router password (Security Key) &

Eﬂ WLAN connection counter number on Home Screen

increases by one.

- Confirmation message for sharing PC may appear. For
sharing PC, see Windows Help.

NVIM Y3m bBuiidsuuo) l
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Connecting Mac

Connect a Mac to connect to the Internet.

[l Wi-Fi Name (SSID) and Password
(Security Key: WPA Key or WEP Key)

For Wi-Fi name and password (Security Key), see "Wi-Fi
Name (SSID) and Password (Security Key)."

Default Wi-Fi name starts with the letters and numbers
"801ZTa-" or "801ZTb-."

If they are changed, use set Wi-Fi name and password
(Security Key).

Do not connect to other neighboring WLAN network.

| Mac

This section describes setup operations with screenshots and
steps for Wi-Fi (SSID A) at WPA security setting on Mac OS X
10.14.

Long press [ ~) (1.5 seconds or more)

'37:5 Home Screen appears, WLAN is ON, and connects to the

Internet automatically.

* When Wi-Fi router connects to the Internet, (Internet

connected) lights.

In Apple menu, EEEEDEEES ©

® = System Preferences | Q |
- 2 H A e @
=l
General Desktop & Dock Mission Language Security Spotlight  Notifications
Screen Saver Control &Region & Privacy
-, v B . # t‘ [
Displays Energy Keyboard Mouse Trackpad  Printers & Sound Startup
Saver Scanners Disk
Y a A o
©@ |10 . =+
iCloud Internet Software Network Bluetooth Extensions Sharing
Accounts Update
n ®»®» © » @ @
N k;.‘.&
Users & Parental Siri Date & Time Time Accessibility
Groups Controls Machine

(>N Turn Wi-Fi On

°® < ] Network Q
Location: Automatic
Bluetooth PAN
ol @ Staus: of

@ USB 10/..00 LAN

Not Connected \ /

Wi-Fi = 5 2

o Network Name: s
Ask to join new networks
Known netuiorks wil be joined automatically. if
0 known networks are available, you will have
to manually select a network.

= w3 Show Wi-Fi status in menu bar Advanced... ?

Revert Apply

ﬁ"‘ﬂ WLAN function on Mac is enabled.

In "Network Name" pulldown list, select Wi-Fi router's Wi-Fi

name
® < EH Network Q
Location:  Automatic <
Wi-Fi —
on = Status: On Turn Wi-Fi Off
‘Wi-Fi is turned on but is not connected to
@ Bluetooth PAN 9 A
Not Connected

° USB 10/...00 LAN

Not Connected N7 Network Namg

( 801ZTa-XXXXXX a

a

a

a

a

- a

— a

[ - a

[ e

bagien wam a
b 8 =
v = Q=
v Show Wi-Fistatu | - a =
ol el (S N | 8 =
& = a =
: ] a=

Join Other Network...

* When Wi-Fi name is not shown, press (Ok| or [ ) to exit

Sleep mode.

Enter Wi-Fi router password (Security Key) & Click
"Remember this network” &

==, The Wi-Fi network “801ZTa-XXXXXX" requires a
@ WPA2 password.

L 4

Password: [eseseses| ]

Show password
emember this network

? Cancel Join

Fﬁ WLAN connection counter number on Home Screen

increases by one.



Connecting Android™ Devices

Connect an Android™ device to connect to the Internet.

[l Wi-Fi Name (SSID) and Password
(Security Key: WPA Key or WEP Key)

For details on Wi-Fi name and password (Security Key), see
"Wi-Fi Name (SSID) and Password (Security Key)."

Default Wi-Fi name starts with the letters and numbers
"801ZTa-" or "801ZTb-."

If they are changed, use set Wi-Fi name and password
(Security Key).

Do not connect to other neighboring WLAN network.

| Android™ Device

This section describes setup operations with screenshots and
steps for Wi-Fi (SSID A) at WPA security setting on Android™
9. Some operations and screenshots vary by security method.
Operation steps vary by Android™ device. For details, refer to
Android™ device user guide.

Long press [ <) (1.5 seconds or more)

P-?"ﬂ Home Screen appears, WLAN is ON, and connects to the

Internet automatically.

* When Wi-Fi router connects to the Internet, (Internet

connected) lights.

Activate Android™ device € In menu, E3SdheH ©

Turn on Wi-Fi

,ﬂq WLAN function on Android™ device is enabled.

21

Tap Wi-Fi router's Wi-Fi name

< WiFi Q @

[' 8071ZTa-XXXXXX a8 ]
€ TSI 8
L AT e L a
€ egecindaion a
§ CEURE a
v it WL ) a
- LR ]

* When Wi-Fi name is not shown, press (OK or [ <) to exit

Sleep mode.

Enter Wi-Fi router password (Security Key) @&

801ZTa-XXXXXX

Password

(] show password

Advanced options v

Cancel {Connect|

Fﬁ WLAN connection counter number on Home Screen

increases by one.

NVIM Y3m bBuiidsuuo) l

17108



22

Connecting iPhone/iPod touch/iPad H

T Wi-Fi
Connect an iPhone/iPod touch/iPad to connect to the Internet. urn-on -

£ Settings Wi-Fi

AirDrop, AirPlay, and improved location accuracy require
Wi-Fi

... Wi-Fi Name (SSID) and Password
(Security Key: WPA Key or WEP Key)

For Wi-Fi name and password (Security Key), see "Wi-Fi
Name (SSID) and Password (Security Key)."

Default Wi-Fi name starts with the letters and numbers
"801ZTa-" or "801ZTb-."

If they are changed, use set Wi-Fi name and password
(Security Key).

Do not connect to other neighboring WLAN network.

| iPhone/iPod touch

This section describes setup operations with screenshots and
steps for Wi-Fi (SSID A) at WPA security setting on iPhone
with i0S 12.

Long press [ ~) (1.5 seconds or more)

Fﬁ WLAN function on iPhone/iPod touch is enabled.

In "CHOOSE A NETWORK..." list, Tap Wi-Fi router's Wi-Fi name

£ Settings Wi-Fi
Wi-Fi D
CHOOSE A NETWORK.
e
; ome Screen appears, is ON, and connects to the = — QT
B4 Home S ppears, WLAN is ON, and ts to th ©)
Internet automatically. n W ol a= O
* When Wi-Fi router connects to the Internet, (Internet 2 i= @
connected) lights. i » a= @
- = [ B} a = @
E i a = ()
| - | a =
Settings J) ©

* When Wi-Fi name is not shown, press (Ok| or [ ) to exit

Sleep mode.

Settings

- Airplane Mode

Wi-Fi Off ]

Bluetooth On
Cellular
Personal Hotspot Off

Notifications

c
Sounds

Do Not Disturb




Enter Wi-Fi router password (Security Key) &

Enter the password for “801ZTa- XXXXXX"

Cancel Enter Password

[Password essccece ]

You can also access this Wi-Fi network by bringing your
iPhone near any iPhone, iPad, or Mac which has
connected to this network and has you in their contacts

? Passwords

ﬁ WLAN connection counter number

increases by one.

on Home Screen

| iPad

23

This section describes setup operations with screenshots and
steps for Wi-Fi (SSID A) at WPA security setting on iPad with

i0S 12.

Long press [ ¥) (1.5 seconds or more)

ﬁ Home Screen appears, WLAN is ON, and connects to the

Internet automatically.

* When Wi-Fi router connects to the Internet, (Internet

connected) lights.

D © (D

Sottings

Arpane Mode
= wis o

Soon

Notfcatons
@ souns
00 ot Dt

PS—

@ cereal
B conolcomer
Cslay & ighiess

) wolparer
S0 seoen

&) Touch D & Passcode
0 satey
3 piver

-

Wolle & Apple Pay

R App Store

| 0 eosson

wirFi

Turn on Wi-Fi

Sertings:

Nl Mode

oo

@ orcatons
@ sounes
00 ot Distr

B soreentime
@ cerea

6 convotconter

@ oiely sBrghines
€ vipaper

s searen

TouohD & Passeode
@ ey

O pivy

unes & app Sore

) et s ey

| E) eosoonisa

= WiH off

Eﬁ WLAN function on iPad is enabled.

NVIM Y3m bBuiidsuuo) l
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(4

Connecting WPS Supported WLAN

In "CHOOSE A NETWORK..." list, Tap Wi-Fi router's Wi-Fi name

Sottings Wi-Fi

E9 Arpane Mode i ©

stoon

Notreatons - :
@ s — =
D0 Not Distirb

B soreentimo
@ oeren

6 convorcaner
Oisplay  Brighiness
B vlpaper

B sissen

@ Touono & passcons
S prrpr—— ©

oter..

P ———

@ vt ooy

¢l

* When Wi-Fi name is not shown, press (OK| or [ ) to exit

Sleep mode.

Devices

.| Precautions for Using WPS Function

SSID Stealth

When SSID stealth is activated, WPS is unavailable. For
SSID stealth, see "LAN Wi-Fi Basic Settings (SSID A)."

Security Method

When Security is set to WEP, connecting WLAN device by
WPS is not available.

| WPS Supported WLAN Device

Enter Wi-Fi router password (Security Key) &

Entr the passmed for S01ZTar XIXOK"

R

ﬁ"'ﬂ WLAN connection counter number on Home Screen

increases by one.

Long press [ <) (1.5 seconds or more)

,ﬂq Home Screen appears, WLAN is ON, and connects to the
Internet automatically.

* When Wi-Fi router connects to the Internet, (Internet

connected) lights.

Enable WLAN function on WLAN device, then prepare for WPS

settings as required

- Method of setting WPS function varies by device. See WLAN

device user guide etc.

In Home Screen, (0K or [v) &

Phone number
Data usage display
SoftBank Wi-Fi Spot




Connect to Wi-Fi Spot

Wi-Fi-router is on standby to accept WLAN device

connection.

While following window appears (within 120 seconds), set up
WPS connection on WLAN device

WPS connection is

in progress. Please
press the WPS

button to connect

a terminal device
within 120 seconds.
Time out: 119 seconds

a

Confirm WPS is connected.

WPS is connec ted.

* When "WPS connection failed." appears, Tap , then
retry from step .

To make other settings on WLAN device, follow the onscreen
instructions

WLAN connection counter number on Home Screen

increases by one.

25
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Connecting with Micro USB
Cable (Windows)

Device Recognition/Removal on Windows PC..

Installing/Uninstalling Driver (Windows)
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Device Recognition/Removal on
Windows PC

Wi-Fi router automatically connects to the Internet when
powered on. Connect with PC via Micro USB Cable to allow
data communication.

| Device Recognition (Windows)

Upon connecting the first time, the device driver is installed
automatically.

Power on PC

Insert Micro USB Cable into Wi-Fi router External Device Port,
and USB plug into PC

F’-'T"q PC should recognize Wi-Fi router within a few seconds.

| Device Removal (Windows)

Complete any data uploads/downloads, etc. before removing
Wi-Fi router.

Check that any data uploading/downloading is completed

Remove Wi-Fi router

.| Cautions for Removing Wi-Fi Router

Standby/Hibernation

Wi-Fi router may malfunction if PC enters standby
(suspend/resume) or hibernation with it connected. Be sure
to remove Wi-Fi router before leaving a PC unattended,
etc. Wi-Fi router may malfunction if connected before PC
starts/restarts. Remove Wi-Fi router before starting/
restarting PC.

WEB Ul

Exit WEB Ul before removing Wi-Fi router. Do not remove
Wi-Fi router during transmissions.



Installing/Uninstalling Driver
(Windows)

.4 Cautions for Installation

Removal of Wi-Fi Router

Do not remove Wi-Fi router during installation. May cause
installation failure, system malfunction or other system
errors.

Administrator Privileges

Log in to an account with administrator privileges.

| Installation and Uninstallation

Upon connecting the first time, the device driver on PC is
installed automatically. Manual installation/uninstallation is
not required.

4 Network Setting

When Wi-Fi router is connected to a computer for the

first time, set whether to share the computer on network

(Home/Work/Public etc.).

Click network icon on taskbar € Click connected

network € Click network on Ethernet screen & Follow the

onscreen instructions to configure network profile.

- When a popup screen appears after connecting Wi-Fi
router to computer, follow the onscreen instructions.

29
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Connecting with Micro USB
Cable (Mac)

Device Recognition/Removal on Mac...

Installing/Uninstalling Driver (Mac)
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Device Recognition/Removal on
Mac

Wi-Fi router automatically connects to the Internet when
powered on. Use a Mac connected to Wi-Fi router with Micro
USB Cable to transfer data.

... Notes on Removal

Before Entering Sleep Mode

Wi-Fi router may malfunction if Mac enters Sleep mode
with it connected. Be sure to remove Wi-Fi router before
leaving Mac unattended, etc. Wi-Fi router may malfunction
if connected before Mac starts/restarts. Remove Wi-Fi
router before starting/restarting Mac.

WEB Ul

Exit WEB Ul before removing Wi-Fi router. Do not remove
Wi-Fi router during transmissions.

| Device Recognition (Mac)

Power on Mac

Insert Micro USB Cable into Wi-Fi router External Device Port,

and USB plug into Mac

Fiq Mac should recognize Wi-Fi router within a few seconds.

| Device Removal (Mac)

Remove Wi-Fi router from Mac via the following steps.

Check that any data uploading/downloading is completed

Remove Wi-Fi router from Mac




Installing/Uninstalling Driver
(Mac)

| Installation and Uninstallation

Upon connecting the first time, the device driver on Mac is
installed automatically. Manual installation/uninstallation is
not required.

- When Wi-Fi router is connected to Mac, "Pocket WiFi" icon
appears on desktop (no operation needed).

s When Driver is Not Installed
Automatically

Installing Driver

When Driver is not installed automatically, install it
manually.
Connect Wi-Fi router to Mac € On desktop,

© In "Pocket WiFi" folder, RO © Enter

user name and password &

,Rq Installation is complete.

Uninstalling Driver

To uninstall manually-installed Driver, follow these steps.

Open "Applications” screen © [EEAIENRTEED ©
Enter username and password &) (W Uninstall

,:5-'4 Uninstallation is complete.

33
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Settings (Using Wi-Fi Router
Menu)

Showing/Setting Data Usage
Setting Wi-Fi Spot

Confirm Information

Using WPS

Other Settings

Checking Wi-Fi Router Information..
Checking Phone Number
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Showing/Setting Data Usage

Set to show/hide data traffic volume for mobile network.
Also, set maximum traffic, reset shown data traffic, etc.
Data traffic is an estimation. May differ from actual traffic
volume. For actual traffic volume, contact administrator or
Business Call Center.

Data traffic does not include Wi-Fi Spot function.

| Showing Data Traffic on Home Screen

Show accumulated data traffic at the moment from start of
use or reset.

4]

In Home Screen, (OK or

Wi-Fi name (551D)
Infarmation

Phone number

Data usage limit

Reset

Back

If select ON, data
usage will display on
the idle screen.

v

The displayed data
usage is approximate
only. Please check
with your

administrator for
actual data usage.

Settings are modified.

- Data traffic volume appears with three-digit numbers with
decimal places rounded off.
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| Setting Maximum Traffic

Enter number for maximum traffic
Set monthly data traffic volume. When data traffic volume

exceeds the set volume, Notification on Home Screen appears.

+ When data traffic volume is shown on Home Screen and data

oK :0K
WV :Select digit

traffic volume exceeds the maximum volume set in Data
usage limit, indicator of data traffic changes from
(white) to [@ (red).

+ Maximum traffic does not mean a limit on data

=1 : I

communication. Use this volume as measure of usage.

In Home Screen, (Ok| or [v)

Maximum traffic is set.

- For entering number, see "Entering Number (Entering
Passcode Etc.)."
* Enter value number between 1 and 999. Select a unit

Wi-Fi name (55ID)

or

Information

Phone number

Back

Data usage display

Reset

Back

Data usage limit is
just for reference,
which does not mean
you can't use mobile
data when reaching
the limit.

Now:7GB Change

(Nus 423n0Y 14-1p Buisn) sbui11as
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| Resetting Data Traffic

Reset shown data usage.

In Home Screen, (OK| or

Wi-Fi name (S51D)
Information

Phone number

9

Back

Data usage display

Data usage limit

Back

The data usage
will be reset.
Still reset?

Data traffic is reset.

Setting Wi-Fi Spot

Wi-Fi router connects to the Internet via SoftBank Wi-Fi

Spots etc. This Internet connection is called Wi-Fi Spot.

| Setting Up SoftBank Wi-Fi Spot

Use a SoftBank Wi-Fi Spot to connect to the Internet.

+ SoftBank Wi-Fi Spot password is a four-digit security code

set at subscription.

In Home Screen, (oK or [

Wi-Fi name (S51D)
Infarmation

Phone number

Data usage display

Back

Use SoftBank
Wi-Fi Spot.

7

Enter four-digit login password

Set password

oK :0K
WV :Select digit

Wi-Fi router connects to SoftBank Wi-Fi Spot. Internet

connection is available.

- For entering number, see "Entering Number (Entering
Passcode Etc.)."



Confirm Information

[E] Appears on Home Screen when Wi-Fi router receives new

Information.

| Confirming Information

In Home Screen, (ok| or [v) © ([EEEEEY

Wi-Fi name (SSID)
Information

Phone number

Data usage display

Select information to confirm

Back
=l o ]

=P

=

[5;-\."4 Information is shown.

39
Using WPS

Wi-Fi router supports WPS. Use WPS to connect WPS
supported device or wireless router easily.

| Connecting WLAN Device

Connect WPS supported WLAN devices.

Enable WLAN function on WLAN device, then prepare for WPS
settings as required

- Method of setting WPS function varies by device. See WLAN
device user guide etc.

In Home Screen, (oK or [v) &

Phone number

Data usage display

SoftBank Wi-Fi Spot

r':’-"""q Wi-Fi-router is on standby to accept WLAN device

connection.

(Nualy J33n0y 14-1M Buisn) sbuiziss l
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While following window appears (within 120 seconds), set up
WPS connection on WLAN device

WPS connection is
in progress. Please
press the WPS
button to connect

a terminal device
within 120 seconds.
Time out: 119 seconds

Confirm WPS is connected.

WPS is connected.

* When "WPS connection failed." appears, Tap , then
retry from step [E.

a

To make other settings on WLAN device, follow the onscreen
instructions

WLAN connection counter number on Home Screen

increases by one.

Precautions for Using WPS Function

SSID Stealth

When SSID stealth is activated, WPS is unavailable. For
SSID stealth, see "LAN Wi-Fi Basic Settings (SSID A)."

Security Method

When Security is set to WEP, connecting WLAN device by
WPS is not available.

| Connecting to the Access Point

Connect WPS supported access point.

- Enable Wi-Fi Spot in advance. For Wi-Fi Spot, see "Enabling
Wi-Fi Spot."

Enable WLAN function on access point device, and make any
required WPS settings

 Method of setting WPS function varies by device. See access
point device user guide etc.

In Home Screen, (OK  or [T

Phone number

Data usage display

SoftBank Wi-Fi Spot

Connect to LAN Wi-Fi

Wi-Fi-router is on standby to accept access point device

connection.

While following window appears (within 120 seconds), set up
WPS connection on access point device

WPS connection is
in progress. Please
press the WPS
button to connect

a terminal device
within 120 seconds.
Time out: 119 seconds




5|

Confirm WPS is connected.

WPS is connec ted.

* When "WPS connection failed." appears, Tap
retry from step [EJ.

a

To make other settings on access point device,
onscreen instructions

Wi-Fi router connects to access point.

, then

follow the

41
Other Settings

Make settings including passcode, Power-save mode, etc.

| Key Lock

Lock (ok|/[ <) keys.

In Home Screen, (OK or [<)

Infarmation

Phone number

Data usage display

SoftBank Wi-Fi Spot

Screen lock
Power-save mode

Software updates

Back

If this is set to ON,
the key operation will

be invalid. During

key locking, you can
cancel by pressing
and holding "OK" key.

Key lock is set.

" Long press (OK| (1.5 seconds or more) to cancel Key lock.

Setting Key Lock

Long press (OK| (1.5 seconds or more) to set Key lock.

(Nus 423n0Y 14-1p Buisn) sbui11as
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| Setting Passcode

Set passcode entry for unlocking the screen.

4]

In Home Screen, (OK or

Information

Phone number

Data usage display
SoftBank Wi-Fi Spot

Power-save mode

Software updates

Back

If select ON,
password is required
to unlock your
device.

OFF v

Enter four-digit passcode

Set password

oK 0K
WV :Select digit

- For entering number, see "Entering Number (Entering
Passcode Etc.)."

Re-enter four-digit passcode

Confirm password

oK :OK
WV :Select digit

Unlocking passcode is set and the screen is locked.

- If re-entered passcode is different from the first one
entered, message appears indicating that it does not match.
Select , then retry from passcode entry.

- When passcode is set, passcode entry screen appears when
(ok] or [¥) is pressed on Home Screen. For unlocking by
entering passcode, see "Entering Passcode to Unlock."

- To change the set passcode, turn off Screen lock and turn it
on again, then set a new passcode.



| Entering Passcode to Unlock

Enter four-digit passcode in Input password screen.

Input password

oK :0OK
WV :Select digit

Lock is canceled.

- If passcode is incorrect, an error message appears. Select
, then re-enter passcode.

- If you forget passcode, reset Wi-Fi router to cancel Screen
lock. To reset Wi-Fi router, see "Resetting Wi-Fi Router." By
resetting, note that all Wi-Fi router settings return to their
default state.

43
| Using Power-Save Mode

Set Power-save mode to ON to save power consumption during
use for longer usage time.

The maximum communication speed of mobile network and
WLAN is reduced to save power consumption.

In Home Screen, (OK

Information

Phone number

Data usage display

SoftBank Wi-Fi Spot

Software updates

Back

With this mode ON,
your device battery

will last longer.

OFF v

Power-save mode is enabled.

(Nus 423n0Y 14-1p Buisn) sbui11as
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| Updating Software

Update software.

In Home Screen, (OK  or

4]

Infarmation

Phone number

Data usage display

SoftBank Wi-Fi Spot

Screen lock

Power-save mode

Software version:
EEE

Confirm message

Back

Data network cannot
be used during

update. Still update?

Mo

Wi-Fi router checks the latest software. When the latest

software is available, software is updated.

* When current software is the latest, "the version is up to
date." appears.

Software Update

Packet communication charges are not applied for software
update.
While software is updated, other functions are disabled.



| Checking WEB Ul | Setting Language

Access setting page (WEB Ul) on web browser to make detailed
settings. Check URL for WEB Ul and Login password etc.

Select Japanese/English/Chinese for language shown on
Display.

In Home Screen, (oK or [V) @ In Home Screen, (oK or (V) ©

Information Information

Phone number Phone number

Data usage display Data usage display

SoftBank Wi-Fi Spot
Settings

SoftBank Wi-Fi Spot
Settings

Detailed setup

Screen lock

Power-save mode

Power-save mode

Software updates

Detailed setup

,:?"'q URL and QR code for WEB Ul and Login password are

shown.

Select Language
- Read QR code by a smartphone etc. to access WEB Ul from

web browser of the smartphone.

r':?‘-"q Language is set.

Software updates Detailed setup

(Nualy J33n0y 14-1M Buisn) sbuiziss l

17108



46
| Setting Quick Boot

Enable Quick boot to shorten boot time.

- Set to ON by default. When Quick boot is ON, It consumes a
small amount of battery even when the power is off.

In Home Screen, (ok| or [ v) © EEREH

Infarmation

Phone number

Data usage display
SoftBank Wi-Fi Spot
Settings

Quick boot

Power-save mode

Software updates

Detailed setup

Back

Startup is fast but
consumes battery
even after power

FQ"'-"q "Quick boot" is enabled.

Checking Wi-Fi Router Information

Check Wi-Fi router status such as software version and
certification.

| Checking Wi-Fi Router Information

Check the following information.

Item Description

Carrier name Carrier name of USIM Card

IMEI Serial number
Software .
. Software version
version
Model name Product name (801ZT)
. Various standards for which Wi-Fi router
Certificate

is certified

In Home Screen, (oK or [v) © EVENEE

Data usage display

SoftBank Wi-Fi Spot



Checking Phone Number

Check phone number saved to USIM Card

| Checking Phone Number

In Home Screen, (ok| or [v) © NGRS

Wi-Fi name (SS5ID)
Information

Phone number

Data usage display

[3';-."4 Phone number appears.

47
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Settings (Using WEB Ul)

Overview of WEB Ul

WEB Ul Window on Computer
Setting LAN Wi-Fi....

Checking Connected WLAN Devices..
Showing/Setting Data Usage
Setting Mobile Network

Device Settings..

Advanced Settings

Checking Notifications

Showing Device Information....
Showing Support Informatio
Setting from Mobile Device
Setting Wi-Fi

Showing/Setting Data Usage
Setting Wi-Fi Spot

Setting Mobile Network.

Changing Login Password for WEB Ul
Setting Power Save Mode....
Setting Software Update

Checking Information

Checking Wi-Fi Router Information
Checking Support from Mobile Device
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Overview of WEB UI

Use the WEB Ul in a browser to check information and change settings for Wi-Fi router, from a computer or mobile device connected via a
WLAN or Micro USB Cable.
For supported browsers, see "Operating Environment (Compatible OSes)."

| Activating WEB Ul on Computer

Screen shots and steps described here are for computer (Windows 10) compatible with WEB Ul.

Confirm that computer and Wi-Fi router are connected via WLAN or USB Cable

- For WLAN connection with computer, see "Connecting with WLAN," and for USB connection, see "Connecting with Micro USB Cable
(Windows)," "Connecting with Micro USB Cable (Mac)."

Activate web browser and enter URL (http://web.setting) in address bar

F’-'T"q WEB Ul Home Page ("Home" tab) appears.

- Select English from Language list.



| Logging into WEB Ul on Computer

51

WEB Ul Home Page ("Home" tab)

Tl somsank 46 @ 0 100%

PodetWiFT 801ZT

(hf connected i X4 Notifications [ About ?  support
Devices

leome to your 801ZT | Mobile View

Connection Data Usage
Tl sonBank 4G
Network 46 7GB of 768 remaining
Time connected  00:00:27 Last date to reset :
Data used OMB Auto Reset Date - 31
Reset
This month's data usage
DATA USED
ssIDA Downloaded OMB
Uploaded oMmB
Total Data Usage oMB
The displayed dala usage is approximate only. Actual dala usage accounting may differ. Please check with your
administrator or business call center for actual data usage

ﬁ Login window opens.

Enter Login password &

Enter Password

Password |

Support Website
User Manual

ﬁ "Logout” button appears at top right of screen, then logging in is completed.

- Password is "admin" by default.
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.2 Default Login Password

For enhancing security, it is recommended to change default Login password.
To change Login password, see "Changing Login Password for WEB UL."

.| Cautions for Operating WEB Ul

Logging into WEB Ul
Please note the following for WEB Ul login.
+ While operating Wi-Fi router, login to WEB Ul is not available. After Wi-Fi router goes back to Home Screen, then login to WEB Ul.

+ Login to WEB Ul from two or more devices simultaneously is not available.
By default, connecting to WEB Ul is not available from Wi-Fi name (SSID B). To connect to WEB Ul from Wi-Fi name (SSID B):

"Settings" tab @ Turn "Multi SSID" to @) © © SYOEQETH Allow the clients with SSID B access to thel
Web Ul

+ When five minutes passes with no operation on WEB Ul, you are logged out automatically, and entered information is deleted.

Changing Settings via WLAN Connection

Changing Wi-Fi Spot setting, LAN Wi-Fi setting on WEB Ul from device connected via WLAN may disconnect WLAN connection. When
disconnected, reload web browser to reconnect.



WEB Ul Window on Computer

| Layout of Home Tab

Tl somzarnk sl @ @ 100%

e
pocketWiFi 801ZT 1 '3

m Connected @Semngs X4 Notifications u About
Devices

elcome to your BOAZT | Mobile View

Connection Data Usage

ScfiBank

6.95GB of 7TGB remaining
Lasl date o reset
Auto Reset Date : 31

Reset

This month's data usage

DATA USED
Downioaded 40.83MB
Uploaded 5.98MB
Tolal Data Usage 46.81MB

The displayed data usage is approximata only. Actual data usage accounting may differ. Please check with your
admimistrator or business call center for actual data usage.

Item Description
ED Main Menu! Toggle tab menu
E Language Switch language
EJ Login/Logout Log in/out to/from WEB Ul

(In gam buisn) sbuilias l

Signal level icon:
Icon shows mobile network reception level.
Network operator name:
Shows connected network operator's name.
Network:
Shows 4G / LTE / 3G.
Network type:
Shows 4G / LTE / 3G.
Time connected:
I3 Connection status Shows communication times up until present after connecting.
Data used:
Shows reception/transmission data communication after connecting until present.
Connect button:
Manually connect to network if automatic connecting to network failed.
SSID A:
Shows device name that is connected to Wi-Fi name (SSID A).
SSID B:
Shows device name that is connected to Wi-Fi name (SSID B). Shows only if Multi SSID
function is enabled.

B Data Usage Show accumulated data traffic from last reset.
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[ This month's data usage: Show data usage of upload/download etc. after reset.

1 Input Login password when having not logged in to WEB Ul.



| Layout of Settings Tab

sonsank 4 €D 100%

»
|

pocketUJiFi 801ZT

‘ I bhme [ﬁm Connected i X4 Notifications n About ? Support
Devices

Basic Setfings

Basic Seftings
Advanced Seitings Multi $81D
Wi-Fi Spot Save Changes
Wi-Fi Spot Priority
Data Usage SSiD
Mabile Network
S5ID A Settings
Device Setting
SSID - 801ZTa4=
Advanced Router
Security Key * ssssssns 8-63 characters
| Show Securtty key
Privacy Separator ® ON OFF
SSID Steaith oM ® OFF
Authentication Method WPA-PSKWPA2-PSK -
Encryption Method AUTO .
Maximum connections
Maximum connections 10 n
Display $SID name and password
Dispiay SSID name [ ] ON OFF
Display SSID Password o ON OFF
Save Changes
Item Description
EJ Menu List Show Submenus; click option to toggle setting page

55

EJ setting Page Information/Setting for each function

(In gam buisn) sbuilias l
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E] status Icon

Mobile network signal level
(Strong)< Ml (Weak)< Bl (Out of Service Area)
Wi-Fi Spot signal level
(Strong)& (Weak)
Network type

1 4G connected

(A3 : LTE connected

: 3G connected

Network status:

: Starting Internet connection
: Connected to the Internet

: Downloading data

: Uploading data

: Data communications are in progress (uploading and downloading data)

EODmER

: Not connected to Internet
Software update:

2 : Detected updatable software
Notifications:

: There are unread notifications.
USIM Card:

[E] : USIM Card is inserted.

B : USIM Card is not inserted.
Battery level (%, icon):

1 (High)~ I (Low)

B3 : charging
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Setting LAN Wi-Fi

Connect to PCs, smartphones, etc. via WLAN. This WLAN connection is described as "LAN Wi-Fi."

WLAN devices connected to Wi-Fi router via LAN Wi-Fi can access the Internet using Wi-Fi Spot function of Wi-Fi router.

Also, connect to the Internet via WLAN router at office or SoftBank Wi-Fi Spot etc. This Internet connection is described here as "Wi-Fi
Spot."

Simultaneous use of Wi-Fi Spot and Multi SSID (SSID B) is not available.

.| Note on Changing LAN Wi-Fi Settings

Changing LAN Wi-Fi setting on WEB Ul from device connected via WLAN may disconnect WLAN connection.

| LAN Wi-Fi Basic Settings (SSID A)

Make basic WLAN settings for Wi-Fi name (SSID A).
Setting items are as follows:

Item
Multi SSID
SSID

Security Key

Privacy Separator

SSID Stealth
Authentication Method

Encryption Method

Default Key

Key

Maximum connections

Display SSID name

Description
Set whether to enable Wi-Fi name (SSID B)
Set Wi-Fi name (Network name) that is shown on WLAN devices

Appears when "WPA2-PSK" or "WPA-PSK/WPA2-PSK" is selected in "Authorization Method;"
enter password (Security Key)

Set whether to prohibit interactive communication between WLAN devices connected to Wi-Fi
name (SSID A)

Set whether to send Wi-Fi name of Wi-Fi router
Set authorization method
Set encryption method

Appears when "AUTO" or "SHARED" is selected in Authentication Method, and when
Authentication Method is "OPEN" and Encryption Method is "WEP;" one to four keys are
selectable

Appears when "AUTO" or "SHARED" is selected in Authentication Method, and when
Authentication Method is "OPEN" and Encryption Method is "WEP;" input the selected default
key WEP key

Set the number of connectable devices to Wi-Fi router

Set whether to make "Wi-Fi name (SSID)" selectable on Wi-Fi router

Display SSID Password

Set whether to show Security Key when "Wi-Fi name (SSID)" is selected on Wi-Fi router

(1IN g3m buisn) sbuirzes l
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1

"Settings" tab @ ©

Tl sonsank 40 @B @ 100%

Pocket WiFi 801 ZT

‘ Home ﬁ_ﬁ_['] Connected X4 Notifications D About ? support
Devices
Multi SSID ®
Wi-Fi Spot Save Changes
Wi-Fi Spot Priority

Data Usage SsID

Mobile Network >
§5ID A Settings

Device Setting >
§SID* B801ZTa-

Advanced Router >
Security Key * 8-63 characlers

Show Security key
Privacy Separator [ ] ON OFF
881D Steaith ON L ] OFF
Authentication Method WPA-PSK/WPA2-PSK -
Encryption Method AUTO n
Maximum connections
Maximum connections 10
Display SSID name and password
Display SSID name ® ON OFF
Display SSID Password L ] ON OFF
Save Changes

Fﬁ Wi-Fi Basic Settings screen appears.



Set each item for SSID A &

pPocket WiFi 801ZT

ﬁ Home d_ﬁ_ﬂ Connected

Devices

WILFi v Se
Advanced Settings Multi SSID
Wi-Fi Spot
Wi-Fi Spot Priority

Data Usage SsID

Mobile Network ?
SSID A Settings

Device Setting >

SsiD *
Advanced Router >

Security Key *

Privaty Separator
SSID Stealth

Authentication Method

Encryption Method

Maximum connections

Maximum connections

Display 551D name and password

Display SSID name

Display SSID Password

Tl softsank 4c

24 Notifications

ON

801ZTa-}
[
Show Security key
e oOn
oN

WPA-PSK/WPA2-PSK

AUTO

10

ON

ON

u About

L] OFF

B-53 characlers

OFF

OFF

@  100%

? support

Save Changes

Eﬂ LAN Wi-Fi basic settings for Wi-Fi name (SSID A) are configured.

(1IN g3m buisn) sbuirzes l
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| Enabling Multi SSID Function (SSID B)

Make basic WLAN settings for Wi-Fi name (SSID B).

+ To use Wi-Fi name (SSID B), turn off Wi-Fi Spot function. Connect to the Internet via mobile network.
- When Multi SSID is enabled, connect to Wi-Fi name (SSID A) and Wi-Fi name (SSID B) up to 5 devices each.
+ When Multi-SSID is enabled, communication speed may decrease depending on number of WLAN devices connected.

Setting items are as follows:

Item Description

. . Set whether to permit interactive communication between SSID A and SSID B connected
Multi SSID Isolation devi
evices

Allow the clients with SSID B access

Set whether to permit WEB Ul access to SSID B users
to the Web Ul

SSID Set Wi-Fi name (Network name) that is shown on WLAN devices

Appears when "WPA2-PSK" or "WPA-PSK/WPA2-PSK" is selected in "Authorization Method;"

Security Ke
y ey enter password (Security Key)

Set whether to prohibit interactive communication between WLAN devices connected to Wi-Fi

Privacy Separator
name (SSID B)

SSID Stealth Set whether to send Wi-Fi router SSID
Authentication Method Set authorization method
Encryption Method Set encryption method
Appears when "AUTO" or "SHARED" is selected in Authentication Method, and when
Default Key Authentication Method is "OPEN" and Encryption Method is "WEP;" one to four keys are
selectable

Appears when "AUTO" or "SHARED" is selected in Authentication Method, and when
Key Authentication Method is "OPEN" and Encryption Method is "WEP;" input the selected default
key WEP key



"Settings" tab @ ©

Pocket WiFi 801ZT

ﬁ_d_['] Connected

Devices

Multi SSID
Wi-Fi Spot
Wi-Fi Spot Priority
Data Usage SSID
Mobile Network >
§5ID A Settings
Device Sefting >
§SID*
Advanced Router >
Security Key *

Privacy Separator
851D Steaith

Authentication Method

Encryption Method

Maximum connections

Maximum connections

Display SSID name

Display SSID Password

Display SSID name and password

Tl sonmank 40 @D @ 100%

X4 Notifications D About ? Support

Save Changes
801ZTa
8-63 characters
Show Security key
® ON OFF
ON ® OFF
WPA-PSKWPA2-PSK -
AUTO -
10
ON OFF
@ ON OFF
Save Changes

Eﬂ Wi-Fi Basic Settings screen appears.

(1IN g3m buisn) sbuirzes l
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In "Multi ssiD," €0 © ©

Tl sonmank ¢ @D OO 10

PocketWiFi 801ZT

‘ Home m Connected 24 Notifications n About ? Support
Devices
Wi-Fi v Basic Setti
Advanced Seltings Mulli SSID OFF
e
'Wi-Fi Spot Priority
Data Usage SsSID
Mobile Network >
SSID A Settings
Device Setting >
S§siD * 801ZTa-mmm
Advanced Router >
Security Key * sessssee 8-63 characters
Show Security key
Privacy Separator & ON OFF
S8ID Steallh ON [ ] OFF
Authentication Method WPA-PSKIWPA2-PSK -
Encryption Method AUTO [~ |
Maximum connections
Maximum connections 10 n
Display SSID name and password
Display SSID name [ ] ON OFF
Display SSID Password [ ] ON OFF
Save Changes

* Information screen appears when setting "Multi SSID" to @) with Wi-Fi Spot enabled. Click to disable Wi-Fi Spot automatically.



Set each item for SSID B &

Tl sonBank 4c @ 0 100%

PocketwiFihSOJ.ZT

ﬁ Home 24 Notifications n About

Wi-Fi

W

Basic Settings

Authentication Method

Encryption Method

$SID B Settings

SSiD -

Security Key *

Privacy Separator
SSID Stealth

Authentication Method

Encryption Method

Maximum connections

Maximum connections

Display SSID name and password

Display SSID name

Display SSID Password

WPA-PSK/WPA2-PSK

AUTO

801ZTD
sasssses
Show Security key
° ON
ON

WPA-PSK/WPA2-PSK

AUTO

10

ON

B-63 characters

OFF

OFF

Advanced Settings Multi SSID ) ON OFF
Wi-Fi Spot Save Changes
Wi-Fi Spot Priority
Dala Usage Multi SSID Isolation
Mobile Network > Multi SSID Isolation [ ] ON OFF
Device Setting > Aliow the clients with SSID B access to the Web Ul
Advanced Router > $SID
SSID A Settings
SSiD - 801ZTa- LN
Security Key * sssssses 8-63 characters
Show Security key
Privacy Separator ® ON OFF
SSID Steain ON [ ] OFF

@ LAN Wi-Fi basic settings for Wi-Fi name (SSID B) are configured.

(1IN g3m buisn) sbuirzes l
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| LAN Wi-Fi Advanced Settings

Setting items are as follows:

Item Description
Country Set country where you use WLAN
Frequency Band Show frequency band
Network Mode Set WLAN communication standard
Frequency Bandwidth Set WLAN channel frequency band width; Select 20 MHz or 20 MHz/40 MHz frequency band
Wi-Fi Channel Set WLAN channel; only Auto is selected when Wi-Fi Spot is enabled

o Set WLAN transmissions output. Suppressing transmissions output reduces interference with
Wi-Fi TX Power o
other communications

Set whether to disable WLAN function automatically when Wi-Fi router does not connect to

Sleep Time )
WLAN devices

TCP NAT Ti Set the times that sessions are maintained via the absence of communications after a TCP
imer
session has been established. Input values from 300 to 86400 seconds

. Set the times that UDP state management is maintained via the absence of communications.
UDP NAT Timer
Input values from 30 to 86400 seconds

WPS Use when connecting WLAN devices via WPS method

"Settings" tab € (>N Advanced Settings

Tl sonsank 4c @ 0 10%

PoketWiFT 801ZT

m Connected i EZ4 Notifications u About
Devices
Advanced Settings
They are advanced settings. Please be careful when changing
Country JAPAN
WI-Fi Spot Priority

Frequency Band 2 4GHz

Dala Usage
Auto(11811/11n) Usable and
Mobile Metwork > Nelwork e s G ) vary depending upon the country
Device Setting > Frequency Banawidth 20MHzI40MHzZ n
Advanced Router > Wi-Fi Channel Auto(1-11) i Usah: channels vary depending upon the
country

Wi-Fi TX Power Short |

Sleep Time 5min -

TCP NAT Timer * 300 x| s

UDP NAT Timer * 300 s

Save Changes
WPS
Network Name BT s— n
WPS Method = PIN
Push Button Connection
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Set each item &

pocketWiFi 801ZT

‘ Home ﬁ_ﬁ Connected

Devices

Wi-Fi TX Power

Sleep Time

TCP NAT Timer *

UDP NAT Timer *

WPS

Network Name

WPS Method *

Tl somBank e @ 0 100%

m Motifications D About

JAPAN

2.4GHz

Usable ch: Is and
vary depending upen the country

Auto(11b11g/11n)

20MHZ/40MHZ

V-1 S Advanced Settings
Basic Setlings
They are advanced settings. Please be careful when changing.
Wi-Fi Spot Country
Wi-Fi Spol Priority
Frequency Band
Data Usage
Network Mode
Mobile Network >
Device Setting b Frequency Bandwiath
EAIPEES ROUIET > Wi-Fi Channel

Usable channels vary depending upon the

Auto(1-11) country.

Short

S min

801ZT - !

PIN

Push Button Connection

ﬁ LAN Wi-Fi advanced settings are configured.

(1IN g3m buisn) sbuirzes l
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| Connecting WPS Supported WLAN Device

Connect WPS supported WLAN devices. Both SSID A and SSID B are connectable.
To connect using Wi-Fi (SSID B), enable Multi SSID.

- Enable WLAN function on WLAN device, then prepare for WPS settings as required.
 Method of setting WPS function varies by device. See WLAN device user guide etc.

"Settings" tab & (>N Advanced Settings

Tl sonsank ac @ 0 100%

poketWiFi 801ZT

‘ Home m Connected B4 Notifications u About ? Support
Devices
Wi-Fi v Advanced Settings
Advanced Settings They are advanced seltings. Please be careful when changing
Vi-Fi Spol Country JAPAN
'Wi-Fi Spot Priority

Frequency Band 2.4GHz

Data Usage
Network Mode Auto(11b/11g/11n) Usable channels and communication standards

Mobile Network > vary depending upon the country

Device Setting 5 Frequency Bandwieth  20MHZ/40MHzZ [ ]

Advanced Router > Wi-Fi Channel Auto(1-11) W Usabie channels vary depending upon the

country
WI-FI TX Power snort [+ |
Sleep Time 5min [+ |
TCP NAT Timer * 300| x| 8
UDP NAT Timer * 300 5
Save Changes
WPS
Network Name 801ZTa-— ‘
WPS Method = PIN
Push Button Connection

Select Wi-Fi name (SSID) that sets the WPS

WPS
Network Name 801ZTa- —
801ZTa-"ul
WPS Method * 801ZTb-

Push Button Connection

- Select Wi-Fi name (SSID) in pulldown list.



67

Select WPS Method ©

WPS
Network Name 801272
WPS Method * PIN

Push Button Connection

,%q Wi-Fi-router is on standby to accept WLAN device connection.

- Select PIN or Push Button Connection.

While following window appears (within 120 seconds), set up WPS connection on WLAN device

Activate the WPS function on the counterpart
device to pair.
120s remaining.

* When "Failed to enable WPS" appears, select , then retry from step [E .

To make other settings on WLAN device, follow the onscreen instructions

,:Eﬂ WLAN connection counter number on WEB Ul Home Page increases by one.

(1IN g3m buisn) sbuirzes l

17108



68
| Wi-Fi Spot Settings

Enable Wi-Fi Spot to connect to the Internet via Wi-Fi using WLAN router at office or public WLAN service.

- When Wi-Fi Spot function is enabled, communication speed may decrease depending on number of WLAN devices connected.

"Settings" tab & (>N Wi-Fi Spot

Hll somsank s @) M 100%

‘ Home ﬁﬁh Connected =4 Notifications u About

Devices

il N _

Basic Setlings
‘When using Wi-Fi Spot, SSID B 1s unavailable

Advanced Settin
M Wi-Fi Spet Settings ON ® OFF

pocketWifi 801ZT

Save Changes
Data Usage
Mobile Network > Wi-Fi Spot WPS
Device Setting b

Push Button Connection
Advanced Router >




Turn "Wi-Fi Spot Settings" to [} ©

Tl somBank G @ 0 100%

PodetWiFT 801ZT

ﬁ Home ﬂ_ﬁ_h Connected 24 Notifications u About ? Support
Devices

Wi-Fi

Basic Settings

When using Wi-Fi Spot, SSID B is unavailable.

Advanced Settings

WI-Fi Spot Priority
Data Usage

Mobile Network 3 SoftBank Wi-Fi Spot Setting
Device Sefting 3 When connecting to a SoftBank Wi-Fi Spot. your phone number and network secret code will be sent on the internet.
Advanced Router » SoftBank Wi-Fi Spot can be used when Wi-Fi Spot is on

SoftBank Wi-Fi Spot ON ] OFF

Save Changes
Wi-Fi Spot Access Points
Connectable Wi-Fi Spot access points are displayed

If a new access point is added when the maximum number (10) of access Points are registered, the lowest access
point that is the very last one in the order of prionity will be deleted

Scan Add Network
SSID Security Mode
Wi-Fi Spot WPS

Push Button Connection

Start

ﬁ Connectable Wi-Fi Spot access points are shown.

* Information screen appears when setting "Wi-Fi Spot" to with Multi SSID (SSID B) enabled. Click to disable Multi SSID
automatically.

(1IN g3m buisn) sbuirzes l
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(3

In access point to connect, ©

Tl somBank 4c @ 0 1o

PocketWiFi 801ZT

Ay Home (0f connectea X4 Notmcations [ Apout

Devices

WI-Fi

Basic Settings

When using Wi-Fi Spot, SSID B is unavailable.

Advanced Seftings

Wi Spot WI-FI Spot Settings ® ON OFF

‘Wi-Fi Spot Priority S
Data Usage
Mabile Network > SoftBank Wi-Fi Spot Setting
Device Setting > When connecting to a SoftBank Wi-Fi Spot. your phone number and network secret code will be sent on the internet
Advanced Router > SoftBank Wi-Fi Spot can be used when Wi-Fi Spot is an
SoftBank Wi-Fi Spot ON ® OFF
Save Changes.

Wi-Fi Spot Access Points

Connectable Wi-Fi Spot access points are displayed.
If a new access point is added when the maximum number (10) of access Points are registered, the lowest access
point that is the very last one in the order of pricrity will be deleted

Scan Add Network
SsID Security Mode

WPA2-PSK K
WPA2-PSK % Connect
WPA2-DSK % Connect
WPAZ2-PSK % Connect

Wi-Fi Spot WPS

Push Button Connection

Start

"Will disconnect from WAN. Continue?" appears. Click and password (Security Key) entry screen appears.

* Click to re-scan surrounding Wi-Fi Spot access points.

Enter password (Security Key) &

Enter Password

Security Key

No Yes

ﬁ Connection is established and %@ changes to [ ==% in Wi-Fi name (SSID) of access point. In Status Bar, network status icon
changes from to B, and WLAN signal level icon appears.



. Connecting to New Networks via Wi-Fi Spot

"Settings" tab & © (EETN © (FENETEETS © Enter Wi-Fi name (SSID) € Select Authentication Method and

Encryption Type and enter password (Security Key) €& NI

@ Wi-Fi router connects to the entered Wi-Fi name (SSID) device.

[ Note on Changing Wi-Fi Spot Settings

Changing Wi-Fi Spot setting on WEB Ul from device connected via WLAN may disconnect WLAN connection.

71
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| Setting Up SoftBank Wi-Fi Spot

Turning on SoftBank Wi-Fi Spot automatically connects when entering a SoftBank Wi-Fi Spot service area.

- SoftBank Wi-Fi Spot password is a four-digit security code set at subscription.

"Settings" tab & (>N Wi-Fi Spot

Tl sotsank 4c @ 0 1w

PockotWiFi 801ZT

My Home GO0 connecte ¥4 Notifications D About ? support
Devices

Wi-Fi ~ Wi-Fi Spot

sk Sellias When using Wi-Fi Spot. S81D B is unavailable.
WI-FI Spot Settings ® ON OFF
s Save Changes
Data Usage
Mobile Network > SoftBank Wi-Fi Spot Setting
Device Setting 3 When connacting to a SoftBank Wi-Fi Spot, your phone number and network secret coda will be sent on the internat.
Advanced Router » SoftBank Wi-Fi Spot can be used when Wi-Fi Spotis on
SoftBank Wi-Fi Spot ON L J OFF
Save Changes

Wi-Fi Spot Access Points

Connectable Wi-Fi Spot access points are displayed
If a new access point is added when the maximum number (10) of access Points are registered, the lowest access
point that is the very last one in the order of priority will be deleted.

Scan Add Network
SSID Security Mode
WPA2-PSK a Connect
WPA2-PSK = Connect
WPA2-PSK = Connect
WPAZ-PSK % Connect
Wi-Fi Spot WPS
Push Button Connection
Start

Confirm that "Wi-Fi Spot Settings" is [BN) € Turn "SoftBank Wi-Fi Spot" in SoftBank Wi-Fi Spot Setting to

When using Wi-Fi Spot, SSID B is unavailable

Wi-Fi Spot Settings [ ] ON OFF
Save Changes

SoftBank Wi-Fi Spot Setting

When connecting to a SoftBank Wi-Fi Spot, your phone number and network secret code will be sent on the internet

SoftBank Wi-Fi Spot can be used when Wi-Fi Spol is on

Save Changes




Enter SoftBank Wi-Fi Spot password &

When using Wi-Fi Spot, SSID B is unavailable.

Wi-Fi Spot Settings ® ON OFF

Save Changes
SoftBank Wi-Fi Spot Setting

When connecting to a SoftBank Wi-Fi Spot, your phone number and network secret code will be sent on the internet

SoftBank Wi-Fi Spot can be used when Wi-Fi Spot is on.

SofiBank Wi-Fi Spot [ ] ON

Password * @ -

Show Password

OFF

ﬁ SoftBank Wi-Fi Spot setup is complete.
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| Preferred Access Point

Set a preference order to APN and set as preferred APN.

"Settings" tab € (SN Wi-Fi Spot

Tl sotsank =

PocketWiFi 801ZT

A Home Oh Connected EX4 Notifications [ Avout

Devices

Wi-Fi

Basic Settings
) When using Wi-F1 Spot, SSID B is unavailable.

Wi-FI Spot Settings [ ] ON OFF
Save Changes
Data Usage
Mobile Network 5 SoftBank Wi-Fi Spot Setting
Device Setting > When connacting to a SoftBank Wi-Fi Spot, your phone number and network secret code will ba sent on the internat
Advanced Router 3 SoftBank Wi-Fi Spat can be used when Wi-Fi Spal is an
SoftBank Wi-Fi Spot ON L ] OFF
Save Changes

Wi-Fi Spot Access Points

Connectable Wi-Fi Spot access points are displayed.
If a new access point is added when the maximum number (10) of access Points are registerad, the lowest access
point that is the wery last one in the order of prionity will ba delatad

Scan Add Network
ssID Security Mode

WPA2-PSK Ll = % Disconnect
WPA2-PSK ! Connect
WPA2-PSK = Connect
WPA2-PSK ’?‘ Connect

Wi-Fi Spot WPS

Push Button Connection

Start

ﬁ Connected Wi-Fi Spots are shown.
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Confirm that "Wi-Fi Spot Settings" is [} © ST

il

pocket WiFT 801ZT

. Home Eﬁ_ﬂ Connected i X4 Notifications
Devices

WI-Fi Spot Access Points
Conneclable Wi-Fi Spot access points are displayed.

point that is the very last one in the order of priority will be deleted.

Scan Add Network
SSID Security Mode
WPA2-PSK
WPAZ-PSK
WPA2-PSK
WPA2-PSK
Wi-Fi Spot WPS

Push Button Connection

SoftBank = 0 100%

L Avou ?  support

WI-Fi v Wi-Fi Spot

Basic Settings
When using Wi-Fi Spet, SSID B is unavailable.
Advanced Seftings
WiFi Spot Wi-Fi Spot Settings L] ON OFF
WI-Fi L Prior
Spo ity Save Changes
Data Usage
Mobile Ned > SoftBank Wi-Fi Spot Setting
Device Selting 3 When connecting to 3 SoftBank Wi-Fi Spot, your phone number and network secret code will be sent on the internet
A ariomd ol 3 SoftBank Wi-Fi Spot can be used when Wi-Fi Spot is on
SoftBank Wi-Fi Spot ON L ] OFF
Save Changes

If a new access point is added when the maximum number (10) of access Points are registered. the lowest access

u = 'ﬁ Disconnect
ﬁ Connect
% Connect
”;% Connect

Stan

Select access point € /

pocket WiFi 801 ZT

ﬁ Home m Connected X4 Notifications
Devices

WI-FI

Basic Settings

You can change the priority of connection to Access Point listed below.
Aavanced Settings

Wi-Fi Spot

Wi-Fi Spot Priority
Daia Usage 802 1xEAP
Mobile Network 2 @ WPA-PSK/WPA2-PSK
Device Setiing >
Advanced Router > OPEN

OPEN

) ¥ F—
all sotBank =

D About

Vo oo

Fﬂﬂ Access point name moves up or down with each click.

* To edit access point, select access point, € © Edit set content © [T

* To delete access point, select access point, & ©

(1IN g3m buisn) sbuirzes l

17108



76

| Connecting to WPS Supported Access Point

Connect WPS supported access point.

- Enable Wi-Fi Spot in advance.
- Enable WLAN function on access point device, and make any required WPS settings.
- Method of setting WPS function varies by device. See access point device user guide etc.

"Settings" tab & (>N Wi-Fi Spot

Tl sonBank 4G @ 0 100%

pocket WiFi 801 ZT

Home Connected EX4 Notifications About ’) Su| 13
s ppol
Devices

Basic Settings
When using Wi-Fi Spot, SSID B is unavailable.

vanced Settin
Wi-Fi Spot Settings ON L ] QFF
Save Changes

Data Usage
Mobile Network b Wi-Fi Spot WPS
Device Setting >

Push Bution Connection
Advanced Router »

Turn "Wi-Fi Spot Settings" to (5)

Tl sonsank 4G @ 0 100%

‘ Home m Connected ES4 Notifications u About ? Support
Devices

podetWiFi 801 ZT

WI-Fi

Basic Setti
s When using Wi-Fi Spot, SSID B is unavailable.

Advanced Settings
Wi-Fi Sgot WI-Fi Spot Settings m OFF
A Re GG

Data Usage

Mobile Metwork 3 SoftBank Wi-Fi Spot Setting

Device Setting > When connecting to a SoftBank Wi-Fi Spot, your phone number and network secret code will be sent on the internet,
Advanced Router > SoftBank Wi-Fi Spot can be used when Wi-Fi Spotis on.

SoftBank Wi-Fi Spot ON [ ] OFF

Save Changes

Wi-Fi Spot Access Points
Connectable Wi-Fi Spot access points are displayed

If a new access point is added when the maximum number (10) of access Points are registered, the lowest access
[point that is the very last one in the order of pricrity will be deleted.

Scan Add Network

ssiD Security Mode
Wi-Fi Spot WPS

Push Button Connection




In "Wi-Fi Spot WPS,"

Tl sonmank ac €H OO 100%

-

Pocket WiFT 801 ZT

ﬁ Home m Connected i X4 Notifications n About ? Support
Devices

WiFi Wi-Fi Spot
Basic SEHII'IgS

When using Wi-Fi Spot, SSID B is unavailable.
Advanced Settings

Wi-Fi Spol Priority

Save Changes
Data Usage
Mobile Network N SoftBank Wi-Fi Spot Setting
Device Selting » When connecting to a SofiBank Wi-Fi Spot. your phone number and natwork secret code will be sent on the internet
Advanced Router > SoftBank Wi-Fi Spot can be used when Wi-Fi Spotis on.
SofBank Wi-Fi Spot ON [ ] OFF
Save Changes

Wi-Fi Spot Access Points

Connectable Wi-Fi Spot access points are displayed.
If @ new access point is added when the maximum number (10) of access Paints are registered. the lowesl access
point that is the very last one in the order of priority will be deleted

Scan Add Network
SsSIiD Security Mode
WPA2-PSK = Connect
WPAZ-PSK ! Connect
WPA2-PSK = Connect
WPAZ-PSK | Connect
Wi-Fi Spot WPS

Push Button Connection

ﬁ Wi-Fi-router is on standby to accept access point device connection.

While following window appears (within 120 seconds), set up WPS connection on access point device

Activate the WPS function on the counterpart
device to pair.
120s remaining.

* When "Failed to enable WPS" appears, select , then retry from step [H .

(1IN g3m buisn) sbuirzes l

To make other settings on access point device, follow the onscreen instructions

ﬁ Wi-Fi router connects to access point.
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Checking Connected WLAN Devices

Check connected devices in "Connected Devices" tab, and restrict connectable devices.

| Showing Connected WLAN Devices

Show list of WLAN devices connected to Wi-Fi router. When Multi SSID is enabled, devices connected to Wi-Fi name (SSID B) can also be
checked.

In "Connected Devices" tab &

Tl somsank 4 @D O 100%

poketWiFi 801ZT

@ Settings BX4 Notmcations [ Avout

Connected Devices

MAC Address Filtering Devices connected to your Wi-Fi network use data from your data plan. Performance may vary with the
number of devices connected

SSIDA 2 Devices

MAC address
Edit

MAC address
android Edit

ﬁ Connected device names and MAC addresses appear.

* Click to change device name as necessary. Enter name and click .
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| MAC Address Filtering

Enable MAC address filtering to restrict WLAN device connections.

+ When Multi SSID is enabled, MAC Address Filtering is also set in Wi-Fi name (SSID B).

"Connected Devices" tab € [NNET NI

Tl sonBank 4G @ 0 100%

pocketWiFi 801ZT

'@ Seftings DxiNoﬁﬁcat.icns u About ’) Support

Connected MAC Address Filtering

MAC Address Fillering
Making MAC Address Filtering valid will enable you to set devices which can be accessed to this devices.

MAC Address Filtering Valid ® Invalid

Save Changes

ﬁ MAC Address Filtering setting screen appears.

(2
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@ Settings X4 Notifications u About ?  support

Connected MAC Address Filtering

MAC Address

Making MAC Address Filtering valid will enable you to set devices which can be accessed 1o this devices.

MAC Address Filtering [ ] ‘Valid Invalid

Permitted Device List No Permitted Device
Add Devices »

Save Changes

Eﬂ Permitted Device List and Add Devices appear.

* To cancel MAC Address Filtering, © B TETrD .

(1IN g3m buisn) sbuirzes l

17108



80
3

Click » in "Add Devices" &

Tl sonsank 4 @D MO 100w
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@ Settings X4 Notifications u About ? Support

Connected MAC Address Filtering

MAC Address Filtering
Making MAC Address Filtering valid will enable you to set devices which can be accessed 1o this devices

MAC Address Filtering [ ] Walid Invalid

Permitted Device List No Permitted Device

Add Devlceo
MAC Address (eg: 00:1D:0F:10:2D:D9)

Save Changes

ﬁ MAC address entry box appears.

Enter MAC address @&

Tl somsank 4c @ 0 100%

e
Pocket WiFi 801 Logout

@ Settings 24 Notifications n About ? Support

Connected MAC Address Filtering

MAC Address Filtering
Making MAC Address Fillering valid will enable you to sel devices which can be accessed lo this devices
MAC Address Filtering ® \Vaid Invalid
Permitted Device List No Permitted Device

Add Devices ~

MAC Address (eq 00 1D:0F10:2D:09)
m ) =
Add
Save Changes

ﬁ Permitted devices appear in Permitted Device List.

* When MAC addresses are deleted or edited, also click .

[ Note on Changing MAC Address Filtering

Be sure to add and save MAC addresses of WLAN devices currently connected to Wi-Fi router when enabling MAC Address Filtering of

WEB UlI.



Showing/Setting Data Usage

Set to show/hide data usage for mobile network on Home Screen and set maximum data usage and reset accumulated data usage.
Data traffic is an estimation. May differ from actual traffic volume. For actual traffic volume, contact administrator or Business Call

Center.
Data traffic does not include Wi-Fi Spot function.

| Showing Data Traffic on Home Screen

Show/hide accumulated data traffic on Home Screen at the moment from start of use or reset.

- Set to ON by default and data usage is shown on Home Screen.

"Settings" tab @

il sommank ¢ @ @ 100%
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ﬁ Home ﬁﬁ_ﬁ Connected i 24 Notifications n About
Devices
Usage Settings
Show usage on icon ON
Mobile Network
Maximum traffic * 7 GB
Device Setting >
A Avanced Eeutter N The max data amount is not a limit . Flease refer to this on approximate

Auto Reset Date - * 3
Reset on the date set for each month

Save Changes

Turn "Show usage on icon" to / ©

D Tl sottsank 4c @ 0 100%
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EomN- X

Home Connected P24 Notifications About “? support
Paa ppol
Devices

Wi-Fi > Usage Settings

Data Usage

Show usage on icon

Mobile Network >
Maximum traffic *
Device Setting >
e e Ao 5 The max data amount is not a limit Please refer 1o this on approximate.

Auto Reset Date : * 31

Reset on the date set for each month

Save Changes

ﬁ Accumulated data traffic at the moment from start of use or reset and maximum traffic appear on Home Screen.

(1IN g3m buisn) sbuirzes l
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| Setting Maximum Traffic

Set monthly data traffic volume. When data traffic volume exceeds the set volume, Notification on Home Screen of Wi-Fi router appears.

* When data traffic volume exceeds the set maximum volume, indicator of data traffic changes from (white) to [@ (red).
- Maximum traffic does not mean a limit on data communication. Use this volume as measure of usage.

"Settings" tab &

S Tal somsank sc @ 0 0%
pocketWiFi 801ZT

Home Connected =4 Notifications About ? Support
Paa
Devices

Usage Settings

Show usage on icon

Mobile Network >
Maximum traffic * 7 GB ‘
Device Setting >
Advanced Router S The max data amount is not a imit Please refer lo this on approximale
Auto Reset Date . * 3

Resel on the date set for each month

Sava Changes

Enter number for maximum traffic € Select unit

Usage Settings

Show usage on icon L ON OFF

The max data amount is not a limit .Please refer to this on approximate.

Auto Reset Date : ~ 31

Reset on the date set for each month.

Save Changes

ﬁ Maximum traffic is set.

- Enter value number between 1 and 999.
" Select a unit or .



83
| Auto Reset Date

Set the date on which data usage is to be automatically reset every month.

"Settings" tab © [EIENVEELE

Tl somtBank 4G @

‘ Home ﬁ_ﬁ_ﬂ Connected X4 Notifications u About

Devices

Pocket Wifi 801ZT

Usage Settings

Show usage on icon ® ON OFF
Mobile Network b

NMaximum traffic * 7 GB ’
Device Sefting >
Bakaniced Rouer > The max data amount is not a limit . Please refer Lo this on approximate

Aulo Reset Date . * 3
Reset on the date set for each month

Sava Changes

Enter Auto Reset Date €

Usage Settings

Show usage on icon @ ON OFF

Maximum traffic * 7 GB

The max data amount is not a limit .Please refer to this on approximate.

Reset on the date set for each month.

Save Changes

Fﬂﬂ Auto reset date is set.

- Enter value number between 1 and 31.
- If 31 is set, data usage is reset at the end of the month.

4 "Reset" and "Auto Reset"

The reset items differ in "Reset” and "Auto Reset."

With "Reset," accumulated data traffic is reset immediately by clicking in "Data Usage" in "Home" tab or performing Reset on
Wi-Fi router.

With "Auto Reset," data traffic for this month resets as the date changes to the day after the auto reset date. Data traffic after the
reset date continues to accumulate.

Check "Last date to reset" in "Data Usage" in "Home" tab for the latest reset date.

(1IN g3m buisn) sbuirzes l
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Setting Mobile Network

Wi-Fi router connects to mobile network automatically without any setting. To change access point (APN), creating profiles may be

required according the access point.

| Setting Network

Set mobile network manually.

"Settings" tab © (EIENEES © (e

Tl somsank . @) O 100%

)
pocketWiFi 801ZT Bl

ﬁ Home m Connected i =4 Notifications u About 9 Support
Devices
WiFi > Network Setting
Dala Usage

Manage your mobile broadband data connection

hiobile Networkc Network Mode ® 4GS3G 4G Only

Network Setting e

e

usim
Device Setting >
Aadvanced Router >

9ES / DN Apoly

ull somsank 4 @) O 100%

PocketUJiFi'“SO 127 v

‘ Home ﬂ-ﬁ Connected =4 Notifications u About
Devices

Wi-Fi Network S

Data Usage Manage your mobile broadband data connection.
Mobile Network ™ Network Mode [ ] 4G/3G 4G Only
Apply
APN
USsIM
Device Setting >

Advanced Router >
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Yes

N

The device might disconnected to the network.
Continue?

No

ﬁ Network is set.

(1IN g3m buisn) sbuirzes l
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| Creating Profile

To add or change APN, create a new profile by setting the following items.

Item Description
IP Type Select IP Type
Profile Name Enter profile name
APN Enter APN 1
Authentication Set authorization method
User Name Enter user name
Password Enter password
DNS Mode Select DNS mode

1 is a common APN dedicated to closed network service "Network/VPN gateway secure
mobile access" offered by the company for corporate customers.
A contract is required to use "Network/VPN gateway secure mobile access."
For details on "Network/VPN gateway secure mobile access," see https://www.softbank.jp/biz/cloud/sdngateway/secure_mobile_ac/.

"Settings" tab © (HENEIEE ©

Tl somsank 4 @D OO 100%

PodetWiFT 801ZT

My Home ﬂﬁh Connected EX4 Notifications u About ? support

Devices

Wi-Fi Profile Management

Data Usage
Current APN Commercial IPvd

Mobile Network wv

: Profile Commercial IPvd - Add New
Network Setlin,
m Profile Name * Commercial IPv4
Set as Default
Device Setting >
Advanced Router >

ﬁ Current APN is shown.

Add New

il sonmank s @) @ 100%

poket WiFi 801 ZT

A Home OOf connected X4 Notifications  [[]  Avour ? suppont
Devices
Wi-Fi Profile Management
Data Usage
Current APN Commercial IPvd
Mobile Network v

Profile Commercial IPv4 | ‘Add New
Network Setting
K - Commercial 14

Usim
Set as Default
Device Seiting >
Advanced Router >

ﬁ Creation screen for a new profile appears.


https://www.softbank.jp/biz/cloud/sdngateway/secure_mobile_ac/
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Set each item © E3IM

il somsank 4c @ 0 1o0%
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ﬁ Home ﬁﬁﬁ Connected 4 Notifications n About ?  support
Devices
WIFI Profile Management
Data Usage
Cument APN Commercial IPv4
Maobile Network W
Profile Commercial IPv4 Cancel
Metwork Setting
B Py ]
usim
Profile Name
Device Setting >
Advanced Router » APN ™

Authentication

User Name

Password

DNS Mode Manual

ﬁ The new profile is created and screen returns to Profile Management screen. Select the new profile name in "Profile" pulldown list to
change profile.

* Select the new profile and click [ESSEDSENS / to set it as default or delete it.

| usiMPIN

PIN (Personal Identification Number) is a code to prevent unauthorized use.

- Enable PIN verification to use Wi-Fi router by PIN entry on Wi-Fi router or WEB Ul when Wi-Fi router is powered on.

- Incorrectly entering PIN three consecutive times activates PIN Lock. PUK Code is required to unlock it. For details about PUK, contact
Customer Service, General Information. Incorrectly entering PUK Code ten consecutive times locks Wi-Fi router completely. If Wi-Fi
router is completely locked, Wi-Fi router must be serviced. Contact Customer Service, General Information.

(1IN g3m buisn) sbuirzes l
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| PIN Verification

Set PIN Verification.
USIM PIN is set to "9999" by default.

"Settings" tab @ (HIEIENERS © (HIY

Tl softsank sc @ o 100%

PodetWiFi 801ZT

‘ Home m Connected ):!aniﬁcauons u About

Devices

Wi-Fi
Dala Usage

The USIM card inside your device can be locked using a PIN. If the USIM card is locked you must enter the PIN below
Mabile Network ~

before you are able to connect to the interet

Network Setting
PIN Status Disable
o S
Device Setting >
Altempts Left: 3
Advanced Router >
Save Changes

Confirm that "Desired Status" is ©

Tl somsank ¢ @) @ 100%

pocketWiFi 801ZT

‘ Home m Connected X4 Notifications D About

Devices
Wi-Fi
Data Usage
The USIM card inside your device can be locked using a PIN. If the USIM card is locked you must enter the PIN below
Mobile Network v
before you are able to connect to the internet
Network Setting
APN PIN Status Disable
usim Desired Stalus
Device Setting >

Altempts Lef 3

Advanced Router >
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Enter PIN code &

ﬁ PIN entry from Wi-Fi router or WEB Ul is required when Wi-Fi router is powered on.

* To disable PIN verification, in step [Ed, confirm that "Desired Status" is () © Enter PIN code © .

(1IN g3m buisn) sbuirzes l
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| PIN Verification (WEB UI)

When accessing WEB Ul on computer after Wi-Fi router is powered on and connected to computer, an alert screen "USIM card is PIN-

locked. Please login and unlock PIN." appears.

In alert screen,

USIM card is PIN-locked.Please login and unlock
PIN.

Eﬁ WEB Ul "Home" tab screen appears.

No Service 100%

pocket WiFi 801ZT ——

24 Notifications a About ? Support

Tx No Service

Network No Senvice 7GB of 7GB remaining

Time connected  00:00:00 Last date o reset

Data used oMB Auto Reset Date - 31

Reset
This month's data usage
DATA USED

$3ID A Downloaded 0.7MB
Uploaded 0.18MB
Total Data Usage 0.89MB
The displayed data usage is approxamate only. Actual data usage accounting may differ. Please check with your
administrator or business call center for actual data usage.

ﬁ Login password entry window opens.
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Enter password &

Enter Password

Password

-

Support Website
User Manual

ﬁ PIN code entry screen appears.

Enter four- to eight-digit digit PIN code €& [N

pocketWiFi 801ZT

000 Connected .@ Settings B2 Notifications
Devices

USIM card is locked, please input PIN to unlock

Attempts Left. 3
o

No Service

u About ? support

Eﬂ Logged-in WEB Ul "Home" tab screen appears.

- Home Screen appears on Wi-Fi router Display.

(1IN g3m buisn) sbuirzes l
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| PIN Verification (Wi-Fi Router)

When Wi-Fi router is powered on, PIN code entry screen appears.

Enter four- to eight-digit PIN code

Please input PIN:

When correct PIN is entered, Home Screen appears.

- For entering PIN code, see "Entering Number (Entering PIN Etc.)."



| Changing PIN

Change the PIN to any four- to eight-digit number if required. Change PIN when PIN verification is enabled.

93

"Settings" tab @ (EIENEES © (HIY

Tl somBank 4G @ ] 100%

PocketWiFi 801ZT

h Home u_é-h Connected X4 Notifications n About
Devices

Wi-Fi
Data Usage

The USIM card inside your device can be locked using a PIN. f the USIM card is locked you must enter the PIN below
Mobile Network v

before you are able to connect 1o the internet.

Network Setting
PIN Status Enabie
e - S
Device Selting y
Attempts Left 3
Advanced Router >
Save Changes

In "Desires Status,” [@aElalel=iz

Tl somBank 4c @ 0 1o0%

pocketWiFi 801 ZT

ﬁ Home m Connected =4 Notifications n About
Devices
Wi-Fi
Dala Usage
The USIM card inside your device can be locked using a PIN. If the USIM card is locked you must enter the PIN below
Mobile Network v
before you are able to connect to the internet
Network Setting
PIN Status Enabie
Desired Status Disable
Device Setting > nable

Advanced Router >

Save Changes

Eﬂ PIN code change entry box appears.

(1IN g3m buisn) sbuirzes l
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Set each item &

Wl sormank s @ O 100%
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‘ Home m Connected E24 Notifications D About ? Support
Devices
Wi-Fi
Data Usage
The USIM card inside your device can be locked using a PIN. If the USIM card is locked you must enter the PIN below
Mobile Network o
: before you are able to connect to the intemet
Network Setting
APN PIN Status Enable
o S owwen M
Device Setting >
Enter current PIN ~
Advanced Router >

Enter new PIN *

Re-enter new PIN *

Cancel

ﬁ PIN code is modified.
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Device Settings

Confirm Wi-Fi router status, and change WEB Ul login password.
Also, set software update.
Enable auto-software update to check updates at regular intervals and automatically update if new software is found. If it is disabled,

Wi-Fi router checks updates but does not download automatically.

| Changing Login Password for WEB Ul

Change Login password.

» For enhancing security, it is recommended to change Login password regularly.
- Set safer Login password when setting a new one.

"Settings" tab @ (RN © EXrEEEEeEgale

Tl somsank ¢ @D @ 100%

o

pocket Wit 801ZT

ﬁ Home [ﬁ_[b Connected 24 Motifications u About
Devices
Wi-Fi Log-in Password Setting
Data Usage You can change the password for this Web Ul
Mobile Network >

Curment Password *
Device Setting
Log-in Password Setting

A BT PR

New Password *

Confirm New Password ~

Software Update Save Changes
Connection History

Quick Boot

Settings Reset

Advanced Router >

Enter current password € Enter a new password & Re-enter the new password &

Tl sonmank sc @D O 100%

pocket Wift 801ZT

‘ Home m Connected EXA Notifications n About ? Support
Devices
WLFI Log-in Password Setting
Dala Usage You can change the password for this Web Ul
Iobile Network 2 Current Password *
Device Setting nt New Password *
Confirm New Password *

Power Save Mode

Connection History

Quick Boot

Seltings Resel
Advanced Router >

ﬁ New password is set and WEB Ul Home Page appears.

(1IN g3m buisn) sbuirzes l
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| Setting Power Save Mode

Set Power Save Mode to ON to save power consumption during use for longer usage time.

The maximum communication speed of mobile network and WLAN is reduced to save power consumption.

"Settings" tab © (AL © IEEREITLE

Tl sormank sc @B @ 100%

pocket Wit 801ZT

‘ Home m Connected X4 Notifications Q About ? Support
Devices
Wi-Fi Power Save Mode
Data Usage Using power save mode, it could reduce power consumption and make working time longer
Mobile: Metwork ? Power Save Mode ON @ OFF
Device Setting W

Save Changes

Connection History
Quick Boot
Settings Reset

Advanced Router >

(ON Wl OFF Ml Save Changes)

hll somsank sc @ @ 100%

pocket WiFi 801ZT

‘ Home ﬁﬁ—f] Connected i =4 Notifications u About
Devices
Wi-Fi Power Save Mode
Data Usage Using power save mode, it could reduce power consumption and make working time longer
L L ? Power Save Mode
Device Selting v

Log-in Password Setting

Sofiware Update

Connection History

Quick Boat

Setiings Reset

Advanced Router >

ﬁ Power Save Mode is set.



| Setting Auto Software Update

Make settings for software updates.

Enable auto-software update to automatically update. If it is disabled, Wi-Fi router checks updates but does not update automatically.

"Settings" tab @ (NI © BTNV rEs

Tl sonmank s¢ @D @ 100%

|

pocket WiFi 801ZT

" Home m Connected i X4 Notifications n About ? Support
Devices
WEFY Software Update
Data Usage
Auto Update ® oOn OFF
Iviobile Network >
Device Sefting v Check for Update

Log-in Password Setting

Software Update
ONNECIon HISTory
Quick Boat
Setlings Reset

Advanced Router >

[ON /A OFF |

Tl somBank 4c

pocket WiFi 801ZT

‘ Home m Connected =4 Notifications n About
Devices

Wi-Fi Software Update

Data Usage
Auto Update
Iobile Network >
Device Sefting w Check for Update

Log-in Password Setting
Power Save Mode
Connection History
Quick Boat

Settings Reset

Advanced Router >

ﬁ Auto-software update downloading is ON/OFF.

(1IN g3m buisn) sbuirzes l
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| Updating Software

"Settings" tab @ (VIR aa) © EIETNVLE

Tl sommank 46 @ @ 100%

pocket WiFi 801ZT

‘ Home m Connected 24 Notifications n About ? Support
Devices
WEHL Software Update
Data Usage
Auto Update L ] ON OFF
Mobile Network >
Device Setting w Check for Update

Leg-in Password Setting
Power Save Mode
Software Updale

o
Quick Boot
Settings Reset

Advanced Router >

Check for Update

Tl sommank 4 @) O 100%

pocket WiFT 801ZT

‘ Home ﬁﬁﬁ Connected X4 Notifications n About
Devices
Wi-Fi Software Update
Data Usage
Auto Update ® ON OFF
Mobile Network >
Check for Update
Device Setting ~ [;|

Log-in Password Setting
Power Save Mode
Connection History
Quick Boot

Settings Reset

Advanced Router >

ﬁ Wi-Fi router checks the latest software. When the latest software is available, software is updated.

- When current software is the latest, "The latest version" appears.

[ Software Update

Packet communication charges are not applied for software update.
While software is updated, other functions are disabled.



| Showing/Editing Connection History

Show/edit Connection History. In Connection History, Profile Name, Start Time/End Time, Time, Uploaded Data, Downloaded Data, etc. are

shown.

"Settings" tab © () © [@ENMELEs

Podket WiFT 801ZT

ﬁ Home ﬁﬁ_ Connected EXA Natifications

Log-in Password Setting

Power Save Mode
oftware |indate

Connection History

Quick Boot

Seftings Reset

Advanced Router >

Wi-Fi

Dala Usage

Mobile Network >
Device Setting w

Devices

Connection History

3IGM4G Wi-Fi Spot

Data traffic is a reference in this display

Profile Name Start Time End Time
Commercial IPv4
Commercial IPv4
Commercial IPv4

Commercial IPv4

SoftBank 4G @ i 100%

u About ?  Ssupport

‘Wi-Fi client

WAN IPvd Address WAN IPvE Addres:
126.201.39.167
126 148 43 253
126202 41.78

126.148.198.42

Export Clear History

ﬁ Connection history lists are shown.

[l Editing Connection History

Click [@f==lgslEela  to delete all the shown history.

Click to download history as a text file to computer.

(1IN g3m buisn) sbuirzes l
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| Setting Quick Boot

By setting Quick Boot to ON, shorten the time to turn on the power supply.

- It consumes a small amount of battery even when the power is off.

"Settings" tab © ©

Tl sormank ¢ @B 4O 100%

ﬁ Home L’ﬁ]ﬁ Connected X4 Notifications g About
Devices

pocketWiFT 801ZT

Wi-Fi Quick Boot

Data Usage By setting quick boot to ON, you can shorten the time to turn on the power supply.
However, even when the power is off, it consumes a small amount of batteries.

Mobile Network > If you set the quick boot to OFF, it takes lenger than usual to start up
Device Setting v Quick Boot ® ON orr
Log-in Password Setting
Power Save Mode Sts G

Software Update

onnection History

Advanced Router >

(ON I OF F &N Save Changes |

Tl sonmank G @ 0 100%

‘ Home ﬁ—ﬂ_ﬁ Connected mno!jﬁcaﬁons n About

Devices

Pocket WiFi 801 ZT

Wi-Fi Quick Boot

Data Usage By setting quick boot to ON, you can shorten the time to tum on the power supply
However, even when the power is off, it consumes a small amount of batteries.

Mobile Network > If you set the quick boot to OFF, it takes longer than usual to start up.

Device Setting v Quick Boat

Log-in Password Setting
Power Save Mode
Sofiware Update

Connection History

Settings Reset

Advanced Rouler >

ﬁ Quick Boot is set.



| Resetting Wi-Fi Router

Restore Wi-Fi router settings to their factory defaults.

- All settings are restored except contents in USIM Card.
- Alternatively, use Reset Button of Wi-Fi router.

101

"Settings" tab @ (LA © L

Pocket WiFi 801ZT

‘ Home m Connected i 24 Notifications
Devices
Wi-Fi Settings Reset
Data Usage
This will reset your device to the factory default setiings
Iobile Network >
Device Setting v

Log-in Password Setting
Power Save Mode
Sofware Update
Connection History
Quick Boot

Setlings Reset

Advanced Router >

Tl sommank ¢ @D @ 100%

n About

Settings Reset

Settings Reset

pocket Wit 801ZT

ﬁ Home [ﬁ_ﬂ Connected 24 Motifications
Devices
Wi-Fi Settings Reset
Data Usage
This will reset your cevice to the factory default settings

Mobile Network >

Device Setting v

Log-in Password Setting

Power Save Mode
Software Update
Connection History
Quick Boot

Seftings Reset

Advanced Router >

Tl softBank 4c @ 0 100%

s
u About

[ Settings Reset

ﬁ Confirmation screen appears.

(1IN g3m buisn) sbuirzes l

17108



102
3

Yes

Reset to factory settings

No Yes

ﬁ Wi-Fi router reboots to its default settings.



Advanced Settings

103

Set Wi-Fi router functions such as IP address filtering and portmapping, etc.

| pHep

Assign IP addresses to devices inside LAN.

Setting items are as follows:

Item

IP address
Subnet Mask

VPN Passthrough

DHCP Server
DHCP IP Pool
DHCP Lease Time

Description
Set Wi-Fi router private address
Set subnet mask

Set whether to allow VPN client packets that have private IP addresses inside LAN to pass
through to the Internet

Set whether to use DHCP function
Set minimum and maximum IP addresses that are allotted to WLAN devices

Set IP address lease time

RIS LRR > W Advanced Router >N L AN Settings

Pocket WiFi 801ZT

‘ Home

Wi-Fi
Data Usage
hobile Network

Device Selting

Domain Filter

Customization

n_ﬁ_f] Connected

Devices

LAN Settings

Manage your mobile broadband data connections

IP address =
Subnet Mask -
VPN Passthrough
DHCP Server

DHCP IP Pool *

DHCP Lease Time *

Tl sonzank s €D @ 100%

s

¥4 Notifications u About

192.168.128.1

255.255.255.0
® ON OFF

@ ON OFF
192.166.126.20 - 192.168 128.253
24 heur(s)

Save Changes
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Set each item &

Tl sonsank ac @ 0 100%

PodetWiFi 801ZT

‘ Home ﬂ_ﬁ.ﬂ Connected E=4 Notifications u About ? Support
Devices
Wi LAN Settings
Data Usage Manage your mobile broadband data connections.
Mobile Network > P address * 192.168.128.1
Device Setting > Subnet Mask * 255.256.255.0
Advanced Router v VPN Passthrough @ ON OFF
LAN Settings
DHCP Server [ ] ON OFF
Firewall
Domain Filter DHCP IP Pool * 192.168.128.20 - 192.168.126.253
‘Customization DHCP Lease Time * 24 hour(s)
Save Changes |

ﬁ Confirmation screen appears.

Yes

]

Your settings will take effect after restarting your
device. Do you want to continue?

No Yes

Eﬂ Wi-Fi router is rebooted and DHCP is set.
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| Firewall Switch

Set Firewall function.

Setting items are as follows:

Item Description
Firewall Switch Set whether to use Firewall function
IP Address Filtering Set whether to use IP Address Filter function
Portmapping Switch Set whether to use Portmapping function

"Settings" tab @ (EIENerIeEas ©

Tl somsank ac @ 0 100

.

pocket WiFT 801ZT

‘» Home m Connected EE4 Motifications n About ? support
Devices

Wi-Fi Firewall
Data Usage IP address Filtering and Portmapping are available only when firewall is enabled.
Mobiie Network > Firewall Switch ON ® OFF
Device Setting > Apply
Advanced Router v

LAN Seﬂlis

Customization

Turn "Firewall Switch" to S M

Tl softBank 4o @ 0 100%

pocketWiFi 801ZT

«‘ Home m Connected m Notifications u About 7 Support
Devices

WI-Fi Firewall
Data Usage IP address Filtering and Portmapping are available only when firewall is enabled
Moble Network > S — oFF
Device Setling > Apply
Advanced Router ~

LAN Settings

Domain Fitter

Customization

ﬁ Firewall is enabled and IP Address Filtering and Portmapping can be set.

(1IN g3m buisn) sbuirzes l
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| Setting IP Address and Port Filtering

Set whether to apply rules and allow transmissions from Internet through Firewall, based on sender/receiver addresses.
Setting items are as follows:

Item Description

Set source IP address to apply rules;
Source IP Address

specify IP address from IP addresses used on LAN

Source Port Range Set source port number to apply rules
Dest. IP Address Set destination IP address to apply rules
Dest. Port Range Set destination port number to apply rules
Protocol Select protocol to apply rules

Status Set whether to apply rules

IP Settings Set IPv4/IPv6

"Settings" tab @ (EIENCrleEs ©

Tl sommank 46 @D 4O 100%

pocket WiFT 801ZT

ﬁ Home m Connected i 24 Notifications n About ? Support
Devices

Wi-Fi
Data Usage IP address Filtering and Portmapping are available only when firewall is enabled.
Mobile Network > Firewall Switch Y ON OFF
Device Setting > Apply
Advnced Boules i IP Address Filtering oN ® OFF

LAN Settings

m
O Porimapping Swilch ON [ ] OFF
Apply

- See "Firewall Switch" and enable Firewall beforehand.

Turn "IP Address Filtering" to [N} © / R © B3

Tl sonsank 4c @ 0 100%

-

poket WiFi 801ZT

‘ Home ﬁﬁ-ﬁ Connected X4 Notifications n About ? Support
Devices

Wi-Fi

Data Usage IP address Filtering and Portmapping are available only when firewall is enabled

hiak¥e Helwork > Firewall Switch e ON OFF
Device Setting > Apply
Sivanced Rolisr bai IP Address Filtering

LAN Settings

m Filtering type Whitelist L Blacklist
Domain Filter
Customization

Portmapping Switch ON ® OFF

Apply

*Select @) and select Filtering type.
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Add

Tl somsank ac @ a0 1o0%

- -

PodetWifT 801ZT

‘- Home ﬂ_ﬁﬁ Connected )x{ Notifications u About
Devices
WI-FI
Data Usage IP address Filtering and Portmapping are available only when firewall is enabled.
AL 2 Firewall Switch @ oOn OFF
Device Setting > Apply
Qavanced Rotter " IP Address Filtering ® oON OFF
LAN Settings
Filtering type Whitelist ® Blacklist
Domain Filter Apply
Customization Filter packels using the following rules when specified with protocel, port and IP address.
+ LAN/MAN port: The value range is 1-65535
+ Settings not enabled until applied
Source IP Address Source Port Range Dest. IP Address Dest. Port Range P
>
Portmapping Switch ON L ] OFF
Apply

ﬁ Filtering rules to set appear.

Enter each item &

Firewall

(1IN g3m buisn) sbuirzes l

1P address Fitering and Partmapping are avadable only when firewal is enabled.

Firewall Switch & ON OFF

Apply
1P Address Filtering e ON OFF
Fillering type Whitesist ®  Blackist

Apply

Fiiter packets using the following rules when specified with protocol, port and IP address.
« LANMAN port The value range is 1-65535
+ Settings not enabled wntil applied

Source IP Address Source Port Range Dest. IP Address. Dest. Pont Range Status 1P Settings

1 65535 1 - 65535 A Acoa ‘ L - |

Portmapping Switch oM ® OFF

ﬁ Set rules are saved and filtering is set.

- To set IPv6 addresses, enter a prefix at the end of the IP address.
* Turn Status to to filter set IP addresses and reject connection.

* Turn Status to not to filter set IP addresses and permit connection. Use for temporarily deactivating filtering. Filtering is

not canceled.

17108
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| Canceling IP Address and Port Filtering

"Settings" tab © [EIENERLETE ©

Tl softBank 4c @ O 100%

PocketWiFi 801ZT

M Home (00 Connected X4 Notmications [ Avout ? support
Devices
WILFI
B P address Filtering and Porimapping are available only when firewal is enabled
Alobie SNtk > Firewall Switch ® ON OFF
Device Setting > Apply
Ao Romen ¥ IP Address Fillering ® ON oFF
LAN Settings
Filtering type Whitelist ®  Blackiist
Apply
Customization Filter packets using the following rules when specified with protocol, port and IP address
+ LAN/WAN port: The value range is 1-65535
Seftings not enabled until applied
Source IP Address Source Port Range Dest. IP Address Dest. Port Range
1 - 65535 1 - 65535

In IP Address Filtering list,

Xz

Tl sonsank 4 @D @@ 100%

podketWiFi 801ZT

‘ Home m Connected EX4 Notifications u About 7 support
Devices
Wi-Fi
Dala Usage IP address Filteting and Portmapping are available only when firewall is enabled
Mobile Network > Firewall Switch @ ON OFF
Device Setting > Apply
SvenceCiiotiey ¥ IP Address Fitering e ON OFF
LAN Settings
= Filtering type Whitelist ®  Blackist
Domain Fiter Apply
‘Customization Filter packets using the following rules when specified with protocol, port and IP address

» LANWAN port: The value range is 1-65535
+ Settings not enabled until applied

Dest. Port Range Protocol

ALL n

1P Settings

1Pva
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Yes

° Delete the filter packets?

No Yes

B4 1t is deleted.

17108
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| Setting Portmapping

Set a virtual server for accessing a specified device inside LAN via the Internet.
Setting items are as follows:

Item Description
Name Name of virtual server
WAN Port Set source port number

Set IP address for device inside LAN to make available as a server;
specify IP address from IP addresses used on LAN

LAN IP Address

Set destination port number for device inside LAN to make available as a server when

LAN Port o

transmitting packets
Protocol Select protocol to apply rules
Options Save, edit, or delete rules

"Settings" tab @ (EIENCeIenEs ©

Tl somsank 4G @ 0 0%

pocket Wifi 801ZT

‘ Home m Connected ES4 Notifications u About ? Support
Devices
Wi-Fi
Data Usage IP address Filtering and Parimapping are available only when firewall is enabled.
Mobile Network ? Firewall Switch [} ON OFF
Device Setting > Apply
Advanced Router ¥ IP Address Filtering ON ® OFF
LAN Settin
m -
ClsioiEon Portmapping Swilch ON @ OFF
Apply

- See "Firewall Switch" and enable Portmapping Switch beforehand.

Turn "Portmapping Switch" to @) © 510

hll somsank s @ @ 100%

A Home m Connected i X4 Notifications u About
Devices

poketWiFi 801ZT

Wi-Fi

Data Usage IP address Filtering and Portmapping are available only when firewall is enabled.
Ll JEl L ? Firewall Switch ® oON OFF
Device Setting > Apply
Advanced Rouler b agaress Filtering oN ® oOFf
LAN Settings
s, -
Domain Filter

Shoidedts s i >

*Select @) and select Filtering type.
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Add

Tl softBank 4c @ 0 100

pocetWiFT 801ZT ——

iy Home X4 Notifications [ Avout
WiFi
Data Usage IP address Filtering and Portmapping are available only when firewall is enabled
Moblle Network > Firewall Switch ® on OFF
Device Setting > Apply
TR = IP Address Fitering oN ® OFF
LAN Settings
=
Domain Fitlter
e Portmapping Switch @ ON OFF

Apply

This allows users to have access to client device(s) in LAN side

+ [P Address:Specify LAN address. Packets which match the specified conditions will be forwarded to this address.
+  LANMWAN Port: Port of the computer providing services. I is a single port with value range of 1-65535

«  Protocol: Protocels apphed by services.

+ Seftings not enabled until applied.

Name WAN Port * LAN IP Address LAN Port * Prots

>
(=]

Enter each item &

IP address Filtering and Portmapping are available only when firewall is enabled

Firewall Switch W ON OFF

Apply
IP Address Filtering ON =] OFF

Apply
Portmapping Switch @ ON OFF

Apply

This allows users 1o have access to client device(s) in LAN side.
» IP Address:Specify LAN address. Packets which match the specified conditions will be forwarded to this address.
» LAN/WAN Port: Port of the computer providing services. Itis a single port with value range of 1-65535.

« Protocol: Protocels applied by services.

+ Seftings not enabled until applied.

LAN IP Address Protocol Options

TCP+UDP - vl

ﬁ Set rules are saved and Portmapping is set.

(1IN g3m buisn) sbuirzes l
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| Canceling Portmapping

"Settings" tab © [EIENERLETE ©

Tl softeank 4c

poketWiFi 801ZT

@ a e

‘ Home

ﬁﬁﬁ Connected

X4 Notifications

B Avout

Devices

Wi-Fi

Data Usage IP address Fillering and Portmapping are available only when firewall is enabled.
Mobile Network > Firewall Switch ® OnN OFF
Device Setting > Apply
Advanced Router 2 1P Address Filtering ON ® OFF
Apply
M Portmapping Switch @ ON OFF
Apply

This allows users to have access 1o client device(s) in LAN side

« IP Address:Specify LAN address. Packets which match the specified conditions will be forwarded to this address.
+ LANAMAN Port: Port of the computer providing services. It is a single port with value range of 1-65535

« Protocol: Protocols applied by services.

= Settings nol enabled until applied

Hame WAN Port * LAN IP Address LAN Port * Protocol

quuu;‘-

3 4

In Portmapping list,

IP address Filtering and Portmapping are available only when firewall is enabled.

Firewall Switch @ ON OFF

Apply
IP Address Filtering ON ® OFF

Apply
Portmapping Switch ® ON OFF

Apply

This allows users to have access to client device(s) in LAN side

+ |IP Address:Specify LAN address. Packets which match the specified conditions will be forwarded to this address.
+ LAN/WAN Port: Port of the computer providing services. It is a single port with value range of 1-65535.

+ Protocol: Protocols applied by services.

+ Settings not enabled until applied

LAN IP Address LAN Port * Protocol

4 TCP*UDP“

Options

28 [ Delete |
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Yes

oo
° Are you sure to delete?

o (G

B4 1t is deleted.

(1IN g3m buisn) sbuirzes l
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| Setting Domain Filter

Set Domain Filter to restrict computers in the local area network from accessing certain websites.

"Settings" tab @ (EIENEINs ©

Tl someank 4 @) MO 100%

N

Pocket UJiFi

4‘ Home EX4 Notifications u About ? suppont
WIFI >
Data Usage This setting will make you able to specify web sites which computer in this LAN can access or cannot access
Mobile Network 5 Domain Filter ON ® OFF
Sava C

Device Setling > wa Changes
Advanced Router ~

LAN Settings

Firewall

Tl somBank 4G @ 0 100%

-

b_-"( Notifications u About ‘) Support

Wi-Fi >
Data Usage This setting will make you able to specify web sites which computer in this LAN can access or cannot access
Mobile Network A b | @ on ] oFF
Device Setting >
Advanced Router v

LAN Settings

Firewall

Domain

Customization
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Turn "Filter Setting" to /

Tl sonBank 46 @ 0 100%

N

ﬁ Home m Connected =4 Notifications n About ? Support

Devices

pocket WiFi 801ZT

Wi-Fi > Domain Filtel
Data Usage This setting will make you able to specify web sites which computer in this LAN can access or cannot access
Mobile Network 3 Domain Filter L] ON OFF
Filter Settin / Permit
Device Setting ? g
Deny: Please put web sites which you don U S 10 ACCOSS £ ST Dt
Advanced Router W Parmit: Please put web sites which you can permit users to access in the list below
LAN Settings You cannot use “httpli™ “ftpl” “hitps:™ for domain
Firewall
Domain Fifer Filter List
Customization Domain name Status Operation

Save Changes

Add

Tl softBank 4c @ o 100%

Podeot WiFI 801 ZT

w
D
purt
—~+
‘ Home ﬂ_ﬁ_ﬂ Connected }v‘i Notifications u About S
Devices «Q
wn
Wi-Fi ? Domain Filter e
Dala Usage This setting will make you able to specify web sites which computer in this LAN can access or cannol access wn
>
Mobile Network > Domain Filter [ ] ON OFF @
Filter Settini Permit
Device Setting > . ® Deay . E
Deny: Please put web sites which you don't want usars to access in the list below m
Advanced Router v Permit: Please put web sites which you can permit users to access in the list below o
LAN Settings You cannot use “hitp:/i™ “fip:i” “https /™ for domain c
Firewall ~
Customization Domain name Status Operation
Save Changes

17108
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Enter each item &

B Tl sommank sc @ 0 10%
PocketWifFi 801ZT |

‘ Home m Connected m Notifications n About ? Support
Devices
Wi-Fi Domain
Data Usage This setting will make you able to specify web sites which computer in this LAN can access or cannot access
Mobile Metwork 3 Domain Filter ] ON OFF
Device Setting 5 Filter Setting L] Deny Permit

Deny: Please put web sites which you don't want users to access in the list below

Advanced Router ~ Permit: Please put web sites which you can permit users o access in the list balow
LAN Settings You cannot use “hitp:/” “ftp:/l" “hitps:/™ for domain
Firewall
Domain Eilter Filter List
Customization Domain name Operation
Cancel
Save Changes

ﬁ Domain Filter is set.



| Canceling Domain Filter

"Settings" tab @ (EIENTeLEns © (ETNEIE:

Tl sonsank ac @ 0 0%

podketWifi 801ZT

ﬁ Home ﬁ_ﬁ_ﬁ Connected 24 Notifications D About
Devices
Wi-Fi Domain Filter
Data Usage This setting will make you able to specify web sies which computer in this LAN ¢an access or cannot access
Mobile Network > Domain Fiker ® OoN 2.2
Device Setting 3 Filter Setting ] Deny Permit

Deny: Please put web sites which you don't wanl users to access in the list balow
Advanced Router s Permit: Please put web sites which you can permit users to access in the list below
You cannot use “hittp:i™ “ftp:” “hitps:/~ for doman

LAN Settings
Filter List
Domain name Status Operation
Cn - Edit  Delete
Add
Save Changes

In Filter List, [BEl

Tl sonsank 4G @ 0 100%

ome onnecte ications
Hi c ted X4 Notificati About

Devices

pocketWiFi 801ZT

Wi-Fi > Domain Filter

Data Usage This setting will make you able to spacify web sites which computer in this LAN can access or cannot access
Mobile Network 5 Domain Filter L ON OFF

Device Setting 3 Filter Setting L ] Deny Permit

Deny: Please pul web sites which you don't want users to access in the list below
Advanced Router W Permit: Please put web sites which you can permit users to access in the list below
LAN Settings You cannol use “http:i™ “fip.” “hitps:/” for domain

Firewall

Cuslomization Domain name Status Operation

Save Changes

(1IN g3m buisn) sbuirzes l

17108



° Delete the Domain Filter?

o G

B4 1t is deleted.
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| uPnP

Set UPnP for using UPnP-compatible peripheral devices, audio visual devices, appliances and UPnP-compatible applications such as
messenger software.

"Settings" tab € [ENEELIE ©

Tl somBank 4c @ 0 100%

Podket WiFT 801ZT

ﬁ Home m Connected =4 Notifications u About ? Support
Devices
il
Data Usage
=0 UPnP
Mobile Network >
UPnP allows device-to-device g tisa open architecture protocol based on established
Device Setting ? standards such as the Internet Protocol Suite (TCP/IF), HTTP, XML and SOAP.
Advanced Router v UPnP Settings L] ON OFF
LAN Settings
Qut of Service Notification
Firewall
Domain Filter Browser will be redirected to the Web Ul home page when network is out of service
Customization Notification Sefting @ ON OFF

Wi-Fi Automatic Disconnection
Wi-Fi will be disconnected when network is out of service

Setting ON [ ] OFF

Save Changes

Turn "UPnP" to B ©

Ul sommank s @D @ 00%

pocketWiFi 801 ZT

‘ Home t]_é_ﬂ Connected 24 Notifications u About ? Support
Devices
Data Usage
UPnP
Mobile Network »

UPNP allows device-to-device networking. It is a distributed, open architecture protocol based on established
Device Setting > standards such as the Internet Protocol Suite (TCP/IP), HTTP, XML and SOAP.

SOEen A = urnR SEIungs - o

LAN Settings
Out of Service Notification
Firewall

Domain Filter Browser will be redirected 1o the Web Ul home page when network is oul of service
Notfication Seting o o oFF
Wi-Fi Automatic Disconnection
Wi-Fi will be disconnected when network is out of service

Setling ON [ ] OFF

B UpnP is set.

(1IN g3m buisn) sbuirzes l
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| Out-of-Service Notification

Set whether to notify on the web browser when Wi-Fi router is out of network service area.

- Set to "ON" to notify that Internet connection is disabled on the web browser when Wi-Fi router is out of service area.

"Settings" tab @ (EIENTeleEs ©

il somsank 4 €D @ 100%

Pocket WiFi 801ZT

ﬁ Home m Connected X4 Notifications u About ? Support
Devices
e )
Data Usage
UPNnP
Mobile Network >
UPnP allows device-to-device g. Itisa open protecol based on established
Device Setting > standards such as the Internet Protocol Suite (TCP/IP), HTTP, XML and SOAP.
Advanced Router ~ UPNP Settings ® ON OFF
LAN Settings
Out of Service Notification
Firewall
Domain Filter Browser will be redirected to the Web Ul home page when network is out of service

Motification Setting [ ] ON OFF
Wi-Fi Automatic Disconnection
Wi-Fi will be disconnected when network is out of service

Setting ON ® OFF

Save Changes

Turn "Out of Service Notification" to @) © VN

Tl sonsank 4 @) @ 100%

]

pocket WiFi 801ZT

‘ Home ﬂ_ﬁ_ﬁ Connected 24 Notifications D About ? Support
Devices
o >
Data Usa
e UPNP
Mobile Network >

UPnP allows device-to-device networking. It is a distributed, open architecture protocol based on established

Device Setting > standards such as the Intemet Protocol Suite (TCP/IP), HTTP, XML and SOAP
Advanced Router ~ UPNP Settings & ON OFF
LAN Settings
Out of Service Notification
Firewall
Domain Filter Browser will be redirecled to the Web Ul home page when network is oul of service
i Notification Setting OFF
Wi-Fi Automatic Disconnection
Wi-Fi will be disconnected when network is out of service
Setting ON L ] OFF

ﬁ Notification is set.
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| Setting Wi-Fi Automatic Disconnection

Set whether to automatically disconnect transmissions with WLAN device out of network area.

"Settings" tab € [ENEELIE ©

Tl somBank 4c @ 0 100%

Podket WiFT 801ZT

ﬁ Home m Connected =4 Notifications u About ? Support
Devices
ol
Data Usage
=0 UPnP
Mobile Network >
UPnP allows device-to-device g ltisa open architecture protocol based on established
Device Setting ? standards such as the Internet Protocol Suite (TCP/IF), HTTP, XML and SOAP.
Advanced Router v UPnP Settings L] ON OFF
LAN Settings
Qut of Service Notification
Firewall
Domain Filter Browser will be redirected to the Web Ul home page when network is out of service
Natification Setting L ] ON OFF

Wi-Fi Automatic Disconnection
Wi-Fi will be disconnected when network is out of service

Setting ON [ ] OFF

Save Changes

Turn Wi-Fi Automatic Disconnection "Setting" to (B} ©

Tl somzank ¢ @ @ 100%

pocetWiFi 801ZT

‘ Home ﬁ_ﬁ Connected 24 Notifications u About ? Support
Devices
Wi-Fi
Data Usage
UPnP
Mobile Network >
UPRP allows device-to-device Itis a distri . open ar protocol based on established
Device Setting > standards such as the Internet Protocol Suite (TCP/P), HTTP, XML and SOAP
Advanced Router w UPRP Settings [ ] ON OFF
LAN Settings
Out of Service Notification
Firewall
Domain Filter Browser will be redirected to the Web Ul heme page when network is out of service

Notfcation Seting o on oFF

Wi-Fi Aut tic Disconnection

Wi-Fi will be disconnected when network is out of service

whirs - i

ﬁ Wi-Fi Automatic Disconnection is set.

(1IN g3m buisn) sbuirzes l
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Checking Notifications

[E appears on Home Screen of Wi-Fi router when Wi-Fi router receives new notification. During WEB Ul operation, reception notification

messages are shown. Check notifications in "Notifications" tab.

| Checking Notifications

In Main Menu "Notifications"

:||[ SoftBank 4G @ 0 100%

@Serbngs 24 Notifications. u About 7 support

PocetWiFT 801ZT

ome to your 801ZT | Mobile View

Connection Data Usage

Tl sonsank 4G
Network 4G 7GB of 7GB remaining
Time connecled  01.08:58 Last cate to reset
Data used 0.33MB Auto Reset Date : 31
Reset
This month's data usage
DATA USED
Ll Downloaded 0.84MB
Uploaded 0.38MB
Tolal Data Usage 1.22MB
The displayed data usage is approximate only. Actual data usage accounting may differ. Please check with your
administralor or business call center for actual data usage.

Select information to confirm

ull somsank s @D B O 100%

pocket WiFi 801ZT

‘ Home ﬁﬁ-ﬂ Connected @smings =4 Notifications

Devices

Notifications

Notifications

Eﬂ Notification is shown on popup screen.

* When new reception notification message appears on popup screen, click .
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Check notification &

Notifications

E.ﬁ Close popup screen.

(1IN g3m buisn) sbuirzes l
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| Selecting and Deleting Notifications

In Main Menu "Notifications"

Tl sonsank 4c €D £ 100%

(00 Connected {é}semngs X4 Notifications [ Avout ? support
Devices

pocketWifi 801ZT

ome to your 801ZT | Mobile View

Connection Data Usage

Tl sonsank 4G
Network 4G 7GB of 7GB remaining
Time connecled  01:08:58 Last daate 1o reset
Data used 0.33MB AU Reset Deve - 31
Reset
This month's data usage
DATA USED
ne Downloaded 0.84MB
Uploaded 0.38MB
Tolal Dala Usage 1.22MB
The displayed data usage is approximate only. Actual data usage accounting may differ. Please check with your
administralor or business call center for actual data usage.

Checkmark notifications to delete

Tl sonBank 4G @ 41 4 100%

N T

ﬁ Home ﬁﬁ-ﬂ Connected @sminqs EZ4 Notifications u About ? Support

Devices

poket WiFT 801ZT

Notifications

Date Notifications

X

DY vl vl Yol v

- Checkmark the top checkbox to select all.
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Delete Selected

pocket WiFT 801ZT

‘ Home m Connected @Seﬁinns

Devices

Notifications

Date

X}

2D DDD

Tl somsank 4 @) B O oo

EZ4 Notifications I M [FTEH ? support

Notifications

Delete the selected information?

No Yes

ﬁ Selected notifications are deleted.

(1IN g3m buisn) sbuirzes l
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Showing Device Information

| Checking Wi-Fi Router Information

Check Wi-Fi router status such as software version.

Item

Phone Number

Description

Phone number saved to USIM Card

Current APN Profile Name

Current APN

IMEI Serial number of Wi-Fi router

SSID A Wi-Fi name (SSID A) of Wi-Fi router

SSID B Wi-Fi name (SSID B) of Wi-Fi router; shows if Multi SSID is enabled
LAN Domain LAN domain of Wi-Fi router

IP Address IP address for device inside LAN to make available as a server

MAC Address

Wi-Fi router MAC address

WAN IPv4 Address

Wi-Fi router IPv4 address; connect to the Internet with this IP address

WAN IPv6 Address

Wi-Fi router IPv6 address; connect to the Internet with this IP address

Software Version Current software version
Hardware Version Hardware version
Web Ul Version Web Ul version

In Main Menu "About"

Tl sonBank 4G @ O 100%

(00 Connected Q}semngs X4 Notinication: [ Apout ? support
Devices

pocketWifi 801ZT

ome to your 801ZT | Mobile View

Connection Data Usage

Tl softank 46
Network 46 7GB of 7GB remaining
Time connecled  01:08:58 Last date to reset
Data used 0.33MB Auto Reset Dale : 31
Reset
This month's data usage
DATA USED
S8Ea Downloaded 0.84MB
Uploaded 0.38MB
Tolal Dala Usage 1.22MB
The displayed data usage is approximate only. Actual data usage accounting may differ. Please check with your
administralor or business call center for actual data usage.
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Check information

pocket WiFi 801ZT

‘ Home ﬂ-ﬁﬁ Connected {é}sm:ngs =4 Notifications

Devices

Device Information

Phone Number CE =R
Current APN Profile Name Commercial IPv4
IMEI - s .
SSIDA 801ZTa- Il
LAN Domain web.sefting

|P Address aflt L]
MAC Address - w
WAN IPvd Address ' P
Software Version -

Hardware Version o

Web Ul Version -

Tl somBank 4c @ 0 1o0%

EINN- T

? support

Eﬂ Information appears.

(1IN g3m buisn) sbuirzes l
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Showing Support Information

| Showing Support Website

Show Website for ZTE Support Information.

In Main Menu "Support"

Tl sonsank ac @D £ 100%

ﬁ_ﬁ_ﬂ Connected {é}smmgs X4 Notifications u About 7 support
Devices

pocketWifi 801ZT

ome to your 801ZT | Mobile View

Connection Data Usage

Tl softgank 46
Network 4G 7GB of 7GB remaining
Time connected  01:08:58 Last date to reset
Data used 0.33MB Auto Reset Dale - 31
Reset
This month's data usage
DATA USED
DA Downloaded 0.84MB
Uploaded 0.38MB
Tolal Data Usage 1.22mMB
The displayed dala usage is approxamale only. Aclual data usage accounting may differ. Please check with your
administralor or business call center for actual data usage.

Select item

Wl sonank s @) @ 100%

ﬁ Home [’]_ﬁ_ﬂ Connected X4 Notifications u About

Devices

poket WiFi 801ZT

Support Website

User Manual

Eﬂ "Support Website"/"User Manual" are shown.



Setting from Mobile Device

129

Access WEB Ul from a smartphone etc. to show WEB Ul page for mobile devices.

| Activating WEB Ul from Mobile Device

- SoftBank Corp. does not guarantee compatibility with all mobile devices.

- Available functions differ in WEB Ul for mobile devices and WEB Ul for computers.

Confirm that Wi-Fi router and mobile device are connected via WLAN

- For instruction for WLAN connection, see "Connecting with WLAN."

Activate web browser and enter URL (http://web.setting) in address bar

P-?"-ﬂ WEB Ul Home Page appears.

- Select English from language list.

(1IN g3m buisn) sbuirzes l
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| Logging In to WEB Ul from Mobile Device

WEB Ul Home Page,

Pocket WiFi B01ZT

Login}@C Vi

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

Data Usage

6.96GB of 7GB remaining

a3 & DL (m] ?

Home Settings Info About Support

Eﬁ Login window opens.

* Alternatively, Tap Main Menu item ( [FSSaleD) / / / S ).
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

& @ = o ?

Settings About Support

ﬁ "Logout” button appears at top right of screen, then logging in is completed. For login from Main Menu item ( [S=gdles] / /
/ ), tapped item page appears.

- Password is "admin" by default. For Login password, see "Changing Login Password for WEB Ul."

(1IN g3m buisn) sbuirzes l
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| WEB Ul Screen on Mobile Device

Pocket WiFi 801ZT B

Connection

Tl softBank 4c

Network: 4G
E Network Status: Connected
Time connected: 00:12:26

Data used: 22.5MB

Connect

B Data Usage

6.96GB of 7GB remaining
a & g 2
Settings Support

Item Description

ED Language Switch language

Signal level icon:
Icon shows mobile network reception level.
Network operator name:
Shows connected network operator's name.
Network:
Shows 4G / LTE / 3G.
Battery level icon:
Icon shows Battery level of Wi-Fi router.
Network:
E3 Connection Shows 4G / LTE / 3G.
Network Status:
Shows network connection status.
Time connected:
Shows communication times up until present after connecting.
Data used:
Shows reception/transmission data communication after connecting until present.
Connect button® :
+ Japan
If automatically connecting to network fails, manually connect to network.




EJ Data Usage

Data used:

Shows reception/transmission data communication from reset to present.

Last date to reset:

Latest reset date

Auto reset date:

Date that is automatically reset

Reset button:

Manually reset data usage meter.

This month's data usage:

Transmitted/received data usage for the current month

133

3 Main Menu’

Toggle menu

B Login/Logout

Log in/out to/from WEB Ul

@ PC View

Changes to PC WEB UI.

1 Input Login password when having not logged in to WEB UI.

(1IN g3m buisn) sbuirzes l
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Setting Wi-Fi

| Wi-Fi Basic Settings (SSID A)

Make basic WLAN settings for Wi-Fi name (SSID A).
Setting items are as follows:

Item Description
Multi SSID Set whether to enable Wi-Fi name (SSID B)
SSID Set Wi-Fi name (Network name) that is shown on WLAN devices

Appears when "WPA2-PSK" or "WPA-PSK/WPA2-PSK" is selected in "Authorization Method;"

Security Ke
v ey Enter password (Security Key)

Set whether to prohibit interactive communication between WLAN devices connected to Wi-Fi

Privacy Separator
name (SSID A)

SSID Stealth Set whether to send Wi-Fi name (SSID) of Wi-Fi router
Authentication Method Set authorization method
Encryption Method Set encryption method
Appears when "AUTO" or "SHARED" is selected in Authentication Method, and when
Default Key Authentication Method is "OPEN" and Encryption Method is "WEP;" one to four keys are
selectable

Appears when "AUTO" or "SHARED" is selected in Authentication Method, and when

Key Authentication Method is "OPEN" and Encryption Method is "WEP;" input the selected default
key WEP key
Maximum connections Set the number of connectable devices to Wi-Fi router

*Tap (© to show Security Key.
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WEB Ul Home Page,

Pocket WiFi 801ZT
Lagin PC View

Connection

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

Data Usage

6.96GB of 7GB remaining

& = @ 2

Settings Info About Support

ﬁ Login window opens.

" When already logged in, go to step [EJ.

(1IN g3m buisn) sbuirzes l

17108
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

A @ = o ?

Settings Support

Settings

Data Usage >
Wi-Fi Spot >
Network Setting >
Log-in Password Setting >
Power Save Mode >
Software Update >

& 0] D] (] 5

Home Settings Info Support
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Set each item ©

B

Authentication Method:

| WPA-PSK/WPA2-PSK (] }

Encryption Method:

| AUTO (v} ‘

Maixmum Connections

Maixmum Ccnnections

| : o)

A ' D [® ?

Settings Info About Support

Confirm

All connected Wi-Fi devices will need to
reconnect.
Do you want to continue?

v |

(In gam buisn) sbuilias l

17108
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Fm Wi-Fi basic settings for Wi-Fi name (SSID A) are configured.
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| Enabling Multi SSID Function (SSID B)

Make basic WLAN settings for Wi-Fi name (SSID B).

+ To use Wi-Fi name (SSID B), turn off Wi-Fi Spot function. Connect to the Internet via mobile network.

+ When Multi-SSID is enabled, communication speed may decrease depending on number of WLAN devices connected.

Setting items are as follows:

Item

Multi SSID Isolation

Description

Set whether to permit interactive communication between SSID A and SSID B connected
devices

SSID

Set Wi-Fi name (Network name) that is shown on WLAN devices

Security Key

Appears when "WPA2-PSK" or "WPA-PSK/WPA2-PSK" is selected in "Authorization Method;"
Enter password (Security Key)

Privacy Separator

Set whether to prohibit interactive communication between WLAN devices connected to Wi-Fi
name (SSID B)

SSID Stealth

Set whether to send Wi-Fi name (SSID) of Wi-Fi router

Authentication Method

Set authorization method

Encryption Method

Set encryption method

Appears when "AUTO" or "SHARED" is selected in Authentication Method, and when

Default Key Authentication Method is "OPEN" and Encryption Method is "WEP;" one to four keys are
selectable
Appears when "AUTO" or "SHARED" is selected in Authentication Method, and when

Key Authentication Method is "OPEN" and Encryption Method is "WEP;" input the selected default
key WEP key

*Tap (© to show Security Key.

(1IN g3m buisn) sbuirzes l

17108
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WEB Ul Home Page,

Pocket WiFi 801ZT
Login PC View

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

Data Usage

6.96GB of 7GB remaining

& = @ 2

Settings Info About Support

ﬁ Login window opens.

" When already logged in, go to step [EJ.
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

& @ = o ?

Settings About Support

Settings

Data Usage >
Wi-Fi Spot >
Network Setting >
Log-in Password Setting >
Power Save Mode >
Software Update >

& 0] D] (] 3

Home Settings Info Support

(1IN g3m buisn) sbuirzes l

17108
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Turn "Multi SSID," to @Y ©

Wi-Fi Basic Settings

Save Changes

SSID A Settings

SSID:
8071 ZTa-XXXXXX

Security Key:
(@ 8-63 characters.

Privacy Separator:

- 3

A 107 D g ?

Home Settings Info About Support

* Confirmation screen appears when setting "Multi SSID" to with Wi-Fi Spot enabled. Tap to disable Wi-Fi Spot
automatically.

ﬁ SSID B Settings appears.



143

Set each item for SSID B &

SSID
o I

Authentication Method:

| WPA-PSK/WPA2-PSK Q l

Encryption Method:

| AUTO (v ‘

Maixmum Connections

Maixmum Connections

| 10 Q‘

Save Changes

f & o " ?

Home Settings Info About Support

Confirm

All connected Wi-Fi devices will need to
reconnect.

Do you want to continue?

(In gam buisn) sbuilias l

17108
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Fm Wi-Fi basic settings for Wi-Fi name (SSID B) are configured.



145

Showing/Setting Data Usage

Set to show/hide data usage for mobile network on Home Screen and set maximum data usage and reset accumulated data usage.
Data traffic is an estimation. May differ from actual traffic volume. For actual traffic volume, contact administrator or Business Call
Center.

Data traffic does not include Wi-Fi Spot function.

| Showing Data Traffic on Home Screen

Show/hide accumulated data traffic on Home Screen at the moment from start of use or reset.

- Set to ON by default and data usage is shown on Home Screen.

WEB Ul Home Page,

Pocket WiFi 801ZT
Lagin PC Vi

Connection

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

6.96GB of 7GB remaining

A 03 DL Q ?

Home Settings Info About Support

ﬁ Login window opens.

" When already logged in, go to step [EJ.

(1IN g3m buisn) sbuirzes l

17108
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

A @ = o ?

Settings Support

L

Wi-Fi Spot >
Network Setting >
Log-in Password Setting >
Power Save Mode >
Software Update >

& 0] D] (] 5

Home Settings Info Support
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) © ENCGES

Usage settings

Maximum traffic:

5 GB Vv

The max data amount is not a limit .Please refer to
this on approximate.

Auto Reset Date:
31

Reset on the date set for each month.

Save Changes

A ® = @ 2

Settings About Support

ﬁ Accumulated data traffic at the moment from start of use or reset and maximum traffic appear on Home Screen.

(1IN g3m buisn) sbuirzes l

17108
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| Setting Maximum Traffic

Set monthly data traffic volume. When data traffic volume exceeds the set volume, Notification on Home Screen of Wi-Fi router appears.

* When data traffic volume exceeds the set maximum volume, bar icon () of data traffic changes to red (. ).
- Maximum traffic does not mean a limit on data communication. Use this volume as measure of usage.

WEB Ul Home Page,

Pocket WiFi BO1ZT
Login PC View

Connection

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

Data Usage

6.96GB of 7GB remaining

?

= o

Settings Info About Support

Bﬁ Login window opens.

* When already logged in, go to step [EJ.
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

A © = @

Settings

ﬁ Setting screen appears.

(1IN g3m buisn) sbuirzes l

17108
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L

Wi-Fi Spot >
Network Setting >
Log-in Password Setting >
Power Save Mode >
Software Update >

A & = ?

Settings Info Support

Enter number for maximum traffic € Select unit €

Usage settings

Show usage on icon:

d did d 0
this on approximate.

Auto Reset Date:
31

Reset on the date set for each month.

' Save Changes

A © =< O ?

Settings Support
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ﬁ Maximum traffic is set.

- Enter value number between 1 and 999.

* Select a unit or V3.

(1IN g3m buisn) sbuirzes l

17108
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| Auto Reset Date

Set the date on which data usage is to be automatically reset every month.

WEB Ul Home Page,

Pocket WiFi 801ZT
Login PC View

Connection

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

6.96GB of 7GB remaining

© = o ?

Settings Info Support

ﬁ Login window opens.

* When already logged in, go to step [El.
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

A © = @

Settings

ﬁ Setting screen appears.

(1IN g3m buisn) sbuirzes l

17108
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L

Wi-Fi Spot >
Network Setting >
Log-in Password Setting >
Power Save Mode >
Software Update >

A & =

Settings Info

Enter Auto Reset Date €

Usage settings

Show usage on icon:

Maximum traffic:
5

The max data amount is not a limit .Please refer to
this on approximate.

eset on he date set 10l eac 3
Save Changes

A © =< O ?

Settings Support
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ﬁ Auto reset date is set.

- Set value number between 1 and 31.

- If 31 is set, data usage is reset at the end of the month.

(1IN g3m buisn) sbuirzes l

17108
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Setting Wi-Fi Spot

Connect Wi-Fi router to the Internet via WLAN router at office or SoftBank Wi-Fi Spot etc. This Internet connection is called Wi-Fi Spot.
Simultaneous use of Wi-Fi Spot and Multi SSID (SSID B) is not available.

| Enabling Wi-Fi Spot
By setting Wi-Fi Spot on WEB Ul on computer beforehand, connection is established automatically when Wi-Fi Spot is turned on.

WEB Ul Home Page, [SaEslles

Pocket WiFi 801ZT
Login PC View

Connection

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

Data Usage

6.96GB of 7GB remaining

@ = o ?

Settings Info Support

ﬁ Login window opens.

* When already logged in, go to step [El.
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

& @ = o ?

Settings Support

=
SSID >
Data Usage >

| |

A ;
Network Setting >
Log-in Password Setting >
Power Save Mode >
Software Update >

& 0] D] (] 3

Home Settings Support

(1IN g3m buisn) sbuirzes l

17108
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Turn "Wi-Fi Spot Settings" to ()

Wi-Fi Spot

When using Wi-Fi Spot, SSID B is unavailable.

Save Changes

A & 0 i ?

Settings Info About Support

* Confirmation screen appears when setting "Wi-Fi Spot Setting" to with Multi SSID (SSID B) enabled. Tap to disable Multi

SSID automatically.

ﬁ Wi-Fi Spot is set to ON.
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| Setting Up SoftBank Wi-Fi Spot

Turning on SoftBank Wi-Fi Spot automatically connects when entering a SoftBank Wi-Fi Spot service area.

- SoftBank Wi-Fi Spot password is a four-digit security code set at subscription.

WEB Ul Home Page,

Pocket WiFi 801ZT

Login PC View
English

E]

Connection

Tl softBank 46 @

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

Data Usage

6.96GB of 7GB remaining

W @ (M) ?

Home Settings About Support

Eﬂ Login window opens.

" When already logged in, go to step [EN.

(1IN g3m buisn) sbuirzes l

17108
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

A © = @

Settings

ﬁ Setting screen appears.
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SSID >
Data Usage >

Network Setting >
Log-in Password Setting >
Power Save Mode >
Software Update >

A & = ?

Home Settings Info Support

Confirm that "Wi-Fi Spot Settings" is [BIN) € Turn "SoftBank Wi-Fi Spot Setting" to

Wi-Fi Spot
When using Wi-Fi Spot, SSID B is unavailable.
Wi-Fi Spot Setting:

| Save Changes

SoftBank Wi-Fi Spot Setting

SoftBank Wi-Fi Spot can be used when Wi-Fi Spot is
on.

| Save Changes ‘

A & = O ?

Home Settings Info About Support

(1IN g3m buisn) sbuirzes l

17108
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Enter password &

When using Wi-Fi Spot, SSID B is unavailable.

Wi-Fi Spot Setting:
ON OFF

| Save Changes

SoftBank Wi-Fi Spot Setting

SoftBank Wi-Fi Spot can be used when Wi-Fi Spot is
on.

Wi-Fi Spot:

Save Changes

A & 0 i ?

Settings Info About Support

ﬁ SoftBank Wi-Fi Spot setup is complete.



Setting Mobile Network
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Wi-Fi router connects to mobile network automatically.

| Setting Network

Set mobile network manually.

WEB Ul Home Page, [SEEslles

Pocket WiFi 801ZT
Login PC View

Connection

Tl softBank 4G

Network: 46
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

6.96GB of 7GB remaining

Data Usage

@ = O ?
Settings Info About Support

ﬁ Login window opens.

* When already logged in, go to step [Ed.

(1IN g3m buisn) sbuirzes l

17108
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

A © = @

Settings

ﬁ Setting screen appears.
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=N
SsiD >
Data Usage >
Wi-Fi Spot >

' ‘
Log-in Password Setting >
Power Save Mode >
Software Update >

A & = ?

Home Settings Info About Support

(1IN g3m buisn) sbuirzes l

17108
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Select Network &

Moblie setting

Network Setting

Mange your moblie broadband data connection.

A © = g 2

Settings Info About Support

ﬁ Network list is created.

[ Ves MM OK.

ﬁ Network is set.
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Changing Login Password for WEB Ul

Change Login password.
For enhancing security, it is recommended to change Login password regularly.

| Changing Login Password for WEB Ul

- Set safer Login password when setting a new one.

WEB Ul Home Page, [SEEslles

Pocket WiFi 801ZT
Login PC View

Connection

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

Data Usage

(1IN g3m buisn) sbuirzes l

6.96GB of 7GB remaining

@ = o ?

Settings Info About Support

ﬁ Login window opens.

* When already logged in, go to step [Ed.

17108
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

A © = @

Settings

ﬁ Setting screen appears.
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Log-in Password Setting

SSID >
Data Usage >
Wi-Fi Spot >
Network Setting >
. |
Log-in Password Setting >
Power Save Mode >
Software Update >

A & = ?

Home Settings Info Support

Enter Current Password

Log-in Password Setting

Web UI

You can change the password for this Web Ul

New Password:

Confirm New Password:

Save Changes

A & = =

Settings Info About

(1IN g3m buisn) sbuirzes l

17108
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Enter New Password

Log-in Password Setting

Web UI
You can change the password for this Web Ul

Current Password:

Confirm New Password:

[ Save Changes ‘

L 102 P (.

Settings Info

Confirm New Password &

Log-in Password Setting

Web UI
You can change the password for this Web Ul

Current Password:

New Password:

sesne

Save Changes

A @ = @ 2

Settings Info About Support
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ﬁ New password is set.

Settings (Using WEB Ul)

801ZT
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Setting Power Save Mode

Set Power Save Mode to ON to save power consumption during use for longer usage time.

| Setting Power Save Mode

WEB Ul Home Page,

Pocket WiFi BO1ZT
Login PC View

Connection

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

Data Usage

6.96GB of 7GB remaining

® DS (m] ?

Settings Info About Support

ﬁ Login window opens.

* When already logged in, go to step [EJ.
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

A © = @

Settings

ﬁ Setting screen appears.

(1IN g3m buisn) sbuirzes l

17108
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Power Save Mode

SsID >
Data Usage ?
Wi-Fi Spot >
Network Setting >
Log-in Password Setting >

Power Save Mode >
L ]

Software Update >

A & = ?

Home Settings Info About Support

Turn "Power Save Mode" to ()

Power Save Mode

Power Save Mode

Using power save mode, it could reduce power
consumption and make working time longer

Save Changes

A @ = o ?

Settings Support
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ﬁ Power Save Mode is enabled.

(1IN g3m buisn) sbuirzes l

17108
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Setting Software Update

Make settings for software updates.
Enable auto-software update to automatically update. If it is disabled, Wi-Fi router checks updates but does not update automatically.

| Setting Auto Software Update

WEB Ul Home Page,

Pocket WiFi BO1ZT
Login PC View

Connection

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

Data Usage

6.96GB of 7GB remaining

& = g 2

Settings Info About Support

ﬁ Login window opens.

* When already logged in, go to step [EJ.
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

A © = @

Settings

ﬁ Setting screen appears.

(1IN g3m buisn) sbuirzes l

17108
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=N
SsID >
Data Usage ?
Wi-Fi Spot >
Network Setting >
Log-in Password Setting >
Power Save Mode >

Software Update >

A & = ?

Home Settings Info About Support

Turn "Auto Update" to [@) /

Software Update

Software Update

l Check for Update

A © = o ?

Home Settings Info About Support
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ﬁ Auto-software update downloading is ON/OFF.

(1IN g3m buisn) sbuirzes l

17108
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| Updating Software

WEB Ul Home Page,

Pocket WiFi B01ZT

Login PC View
English

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

Data Usage

6.96GB of 7GB remaining

@ g -

Settings Support

Eﬁ Login window opens.

* When already logged in, go to step [EJ.



181

Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

& @ = o ?

Settings Support

=
SSID >
Data Usage >
Wi-Fi Spot >
Network Setting >
Log-in Password Setting >
Power Save Mode >

Software Update >

& 0] D] (] 3

Home Settings Info About Support

(1IN g3m buisn) sbuirzes l

17108
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Check for Update
Software Update
Software Update

Auto Update

2 -
Check for Update

A 107 D (=) ?

Home Settings Info About Support
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Software Update

Update

Data communication cannot use during Software
Update.

Cancel

ﬁ When the latest software is available, software is updated.

- When current software is the latest, "The latest version." appears.

|| Software Update

Packet communication charges are not applied for software update.

While software is updated, other functions are disabled.

(In gam buisn) sbuilias l

17108
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Checking Information

[E appears on Home Screen of Wi-Fi router when Wi-Fi router receives new information. Check "Info" tab while using WEB Ul on mobile

device.

I Checking Information

WEB Ul Home Page,

Pocket WiFi 801ZT

Login PC View
English

Tl SoftBank 4G

Network: AG
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

6.96GB of 7GB remaining

& 0 DL (W] 2

Home Settings Info About Support

ﬁ Login window opens.

* When already logged in, go to step [El.
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

A © = @

Settings

ﬁ Information list is shown.

Select information to confirm

Information

Notifications

‘ Delete Seleted ‘

& 4 2

Home Settings About Sup.port

Eﬂ Information is shown.

(1IN g3m buisn) sbuirzes l

17108
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| Selecting and Deleting Information

WEB Ul Home Page,

Pocket WiFi B01ZT

Login PC View
English

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

Data Usage

6.96GB of 7GB remaining

a 2 Q °

Home Settings About Support

Eﬁ Login window opens.

* When already logged in, go to step [EJ.
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

A © = @

Settings

ﬁ Information list is shown.

Checkmark notifications to delete

O Date Notifications

‘ Delete Seleted ‘

& 4 2

Home Settings About Sup.port

* Checkmark the top | | to select all.

(1IN g3m buisn) sbuirzes l

17108
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Delete Selected
O Date Notifications

<

Home Settings About Support

Information

Confirm

Delete the selected information?

Eﬂ Selected notifications are deleted.



Checking Wi-Fi Router Information

189

| Checking Wi-Fi Router Information

Check Wi-Fi router status such as software version.

Item Description
Phone Number MAIN Phone number saved to USIM Card
Current APN Profile Name Current APN
IMEI Serial number of Wi-Fi router
SSID A Wi-Fi name (SSID A) of Wi-Fi router
SSID B Wi-Fi name (SSID B) of Wi-Fi router; shows only if Multi SSID function is enabled
LAN Domain LAN domain of Wi-Fi router
IP Address IP address for device inside LAN to make available as a server

WAN IPv4 Address

Wi-Fi router IPv4 address; connect to the Internet with this IP address

WAN IPv6 Address

Wi-Fi router IPv6 address; connect to the Internet with this IP address

MAC Address Wi-Fi router MAC address

Software Version

Current software version

Hardware Version

Hardware version

WEB Ul Version Current WEB Ul version

WEB Ul Home Page,

Pocket WiFi BO1ZT
Login PC View

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

Data Usage

6.96GB of 7GB remaining

A 0] DS (W] ?

Home Settings Info About Support

,%q Login window opens.

* When already logged in, go to step [EJ.

(1IN g3m buisn) sbuirzes l

17108
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Enter Login password &

Pocket WiFi 801ZT

Home

Password

-

Support Web site

User Manual

A © = @

Settings

ﬁ Information appears.



Checking Support from Mobile Device

191

| Checking Support from Mobile Device

Support Website and User Manual are shown.

WEB Ul Home Page,

Pocket WiFi 801ZT
Lagin PC View

Connection

Tl softBank 4G

Network: 4G
Network Status: Connected
Time connected: 00:12:26
Data used: 22.5MB
Connect

6.96GB of 7GB remaining

A @ = ?

Home Settings Info About Support

(1IN g3m buisn) sbuirzes l

17108
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Support Website ¥

Support Website

User Manual

] 0] DS

Settings

ﬁ Support Website and User Manual are shown.
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Troubleshooting

| Check Here First

If symptoms continue even after checking, contact a SoftBank

Shop or Customer Service.

. Hints

Q. Unable to connect WLAN

A. Make sure Wi-Fi router and WLAN device WLAN
functions are activated. When five minutes elapse

after no WLAN devices are connected and Display

turns off, Wi-Fi router goes into Sleep mode and WLAN

function of Wi-Fi router is disabled. Press (OK| or

[ ) to enable WLAN function. Change time before
turning off in "Sleep Time" in Wi-Fi Advanced Settings.
For details, see "LAN Wi-Fi Advanced Settings."

A. Confirm that Wi-Fi name of Wi-Fi router is selected

and correct password (Security Key) is set on WLAN

device. If you forget Wi-Fi name or password (Security
Key), see Wi-Fi name (SSID) in Wi-Fi router or Wi-

Fi Basic Settings on WEB Ul and change password
(Security Key). For details, see "LAN Wi-Fi Basic
Settings (SSID A)." Some WLAN devices do not support
WPA/WPA2. See WLAN device user guide.

If you are unable to connect with WPS function, see

WLAN device user guide etc.

If problem persists, set up WLAN manually. For details,

see each topic of "Connecting with WLAN."

Q. PC does not recognize Wi-Fi router by USB connection
(Windows 10)

A. Confirm that Wi-Fi router is properly connected to PC.

A. Remove Wi-Fi router from PC, restart PC, then

reconnect Wi-Fi router.

A. Follow these steps to confirm proper Wi-Fi router

installation.

Right-click the Start menu & ()

Confirm that the following are shown

- Before driver installation: "ZTE USB SCSU CD-ROM

USB Device" in "DVD/CD-ROM drives," "USB Mass
Storage Device" in "Universal Serial Bass Controllers"

 After driver installation: "Remote NDIS based

Internet Sharing Device" in "Network adapters"

PC does not recognize Wi-Fi router by USB connection
(Windows 8.1)

Confirm that Wi-Fi router is properly connected to PC.

Remove Wi-Fi router from PC, restart PC, then
reconnect Wi-Fi router.

Follow these steps to confirm proper Wi-Fi router
installation.

Open Desktop window & Explorer & Right-click

PC © © ©

© © Confirm that the

following are shown.

- Before driver installation: "ZTE USB SCSU CD-ROM
USB Device" in "DVD/CD-ROM drives," "USB Mass
Storage Device" in "Universal Serial Bass Controllers"

- After driver installation: "Remote NDIS based
Internet Sharing Device" in "Network adapters"

PC does not recognize Wi-Fi router by USB connection
(Windows 8)

Confirm that Wi-Fi router is properly connected to PC.

Remove Wi-Fi router from PC, restart PC, then
reconnect Wi-Fi router.

Follow these steps to confirm proper Wi-Fi router
installation.

Open Desktop window & Explorer & Right-click

Computer © ©
© © © Confirm that
the following are shown.

- Before driver installation: "ZTE USB SCSU CD-ROM
USB Device" in "DVD/CD-ROM drives," "USB Mass
Storage Device" in "Universal Serial Bass Controllers"

- After driver installation: "Remote NDIS based

Internet Sharing Device" in "Network adapters"”

PC does not recognize Wi-Fi router by USB connection
(Windows 7)

Confirm that Wi-Fi router is properly connected to PC.

Remove Wi-Fi router from PC, restart PC, then
reconnect Wi-Fi router.

Follow these steps to confirm proper Wi-Fi router
installation.

Start Explorer € Right-click Computer &

) ©

© © Confirm that the following

are shown.

- Before driver installation: "ZTE USB SCSU CD-ROM
USB Device" in "DVD/CD-ROM drives," "USB Mass
Storage Device" in "Universal Serial Bass Controllers"

- After driver installation: "Remote NDIS based
Internet Sharing Device" in "Network adapters"



Installer does not automatically activate (Windows PC)

It takes time to recognize new hardware. Wait for
approximately ten seconds.

When some security software is installed in your PC,
stop security software before installing. For stopping
security software, see security software user guide.

Charging time is long

Charging via USB connection with PC takes longer.
Do not use except for compatible AC Charger (sold
separately) or supplied Micro USB Cable to charge
Battery. May cause malfunction.

It takes longer to charge while using Wi-Fi router.

Internet connection fails
Make sure you are within the service area.

If signal reception is poor, move to where signal is
strong, then reconnect.

The access point might be busy depending on the time
of day, wait a little while then reconnect.

Activate WEB Ul and confirm that Wi-Fi Spot setting
and network settings are correct.

Unable to connect Wi-Fi Spot

Confirm that access point to be connected is
compatible with Wi-Fi router. For specifications of
access point, see access point user guide.

Confirm that Wi-Fi Spot settings such as password
(Security Key) are properly made. For settings, see
"Setting Wi-Fi Spot" and "Wi-Fi Spot Settings."

Transmission fails
Signal may be weak. Move to where signal is stronger.

Check Battery of Wi-Fi router. If Battery is low,
charge Battery with PC using Micro USB Cable or AC
Charger (sold separately).

Confirm that Wi-Fi router and WLAN device, PC, etc.
are properly connected via WLAN or Micro USB Cable.

If Wi-Fi router is connected via WLAN, power off Wi-Fi
router, then power on again.

If Wi-Fi router is connected using Micro USB Cable,
remove Wi-Fi router from PC, then reconnect.

Some WLAN devices may stop when no data transfer
is made for a certain period of time. See WLAN device
user guide.

If problem persists, restart PC, then reconnect to Wi-
Fi router.
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Transmission from WLAN device connected to Wi-Fi
router fails

Confirm that USIM Card is recognized.

Confirm that Wi-Fi router is properly connected to
the Internet. When connected to the Internet, Internet

connection icon () appears in Home Screen.

Data traffic is unavailable during Wi-Fi router
software update. Try to connect after software is
updated.

> > > P

Transmissions are slow
Signal may be weak. Move to where signal is stronger.
Connection may be poor. Try again later.

Interference with nearby WLAN device etc. may occur.
Change Wi-Fi router channel or connect with Micro
USB Cable. For changing WLAN channel, see "LAN Wi-Fi
Advanced Settings."

Using TV, radio or microwave oven may cause
interference signal reception of Wi-Fi router. Use them
apart from Wi-Fi router or turn them off to check if
they interfere Wi-Fi router signal reception.

If temperature of Wi-Fi router remains high for a long
time, communication may be restricted. Try to connect
after a while.

If Wi-Fi router is covered with cover or case, remove
it.

When Power-save mode is ON, the maximum
communication speed is reduced to save power
consumption. Turn Power-save mode to OFF. For
details, see "Using Power-Save Mode" and "Setting
Power-Save Mode."

Forgot PIN/Unknown PUK Code/USIM Card is locked

Contact Customer Service, General Information.

XIpuaddy l

USIM Card is not recognized/recognized as an invalid
USIM Card

Make sure USIM Card is inserted correctly. For details,
see "Installing USIM Card."

Check USIM Card for warping.
Check USIM Card IC chip for scratches/corrosion.

Debris on USIM Card (particularly on IC chip) may
prevent recognition. Clean it with a soft cloth.

If problem persists, contact Customer Service, General
Information.

Confirming Administrator logon

For Windows 10, follow these steps to check.

Right-click the Start menu © [@EEIEETE) ©
€ Make sure that the account type

you are logging in as is "Administrator."

For Windows 8.1, follow these steps to check.

17108
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Move the pointer into the upper-right or lower-right

corner © B charm © @EEEETD ©
in "User Accounts and Family

Safety" € Make sure that the account type you are
logging in as is "Administrator."
For Windows 8, follow these steps to check.

Move the pointer into the upper-right or lower-right
corner © B charm © [ENHEIEETE) ©
VellE Eleseligiaiayelsy  in "User Accounts and Family

Safety" € Make sure that the account type you are
logging in as is "Administrator."

For Windows 7, follow these steps to check.

N Control Panel M5
and Family Safety -] © Confirm
that account type is "Administrator."

For Mac OS X (10.14), follow these steps to check.

In the Apple menu, EEEIEELOES ©
© Confirm that account type is

"Administrator."

Resetting factory defaults (Reset)

Use Reset Button or WEB Ul to reset. For details, see
"Front/Top/Bottom" or "Resetting Wi-Fi Router" (for
WEB UlI).

Canceled phone number appears on WEB Ul

Phone number may appear on WEB Ul screen depending
on terms of contract or cancellation method.

Wi-Fi router operations are unstable

Confirm that Wi-Fi router is not used in extreme
temperatures/high humidity/direct sunlight/dusty
areas. Read "Safety Precautions" beforehand for using
under proper environment.

Wi-Fi router goes off

Confirm that Wi-Fi router is not used in extreme
temperatures/high humidity/direct sunlight/dusty
areas. Read "Safety Precautions" beforehand for using
under proper environment.

Reboot Wi-Fi router and check battery level. If Battery
is low, charge Battery, power on 10 minutes after
charging starts, then check if Wi-Fi router works
properly.

> > > P

Connection for voice chat or video chat fails
Make sure Wi-Fi router is within the service area.
Signal may be weak. Move to where signal is stronger.

For UPnP compatible applications, Enable UPnP.

Start WEB UlI, © EREENES ©
© Select "ON" for "UPnP Settings" in
"UPnP" ©

Q.
A.

IP address error is shown

If IP address of Wi-Fi Spot and IP address of Wi-Fi
router are duplicated, IP address error is shown on
Display of Wi-Fi router.

When using the Wi-Fi Spot function, and connect to
the Internet through the access point of the public
WLAN service, duplicating the IP address of the

LAN Wi-Fi and Wi-Fi Spot may occur and Internet
connection is unavailable in this situation. Activate
WEB Ul and © ©
© Change current IP address in "IP address"
to a different IP address. (by default, IP address

of Wi-Fi router is set to "192.168.128.1." If an IP
address error occurs in this setting, change the third
portion of the "128" in the "192.168.128.1" from the
left to another number). Accordingly, change starting
IP address/ending IP address in "DHCP IP Pool" and
click . When Wi-Fi router's IP address
is changed, changing some settings of

for functions linked to the IP address may be
required.



Specifications

| Wi-Fi Router

Item

Product Name

Description

801ZT

Approx. 71 mm (H) x 71 mm (W) x 14.2

Dimensions
mm (D)

Weight Approx. 93 g

Interface USB 2.0 (Micro USB terminal)
On standby: 0.008 W

Power

Consumption

On communication: 1.0 W

*Power consumption varies by usage.

Operation
Environment

Operating Temperature: O to 35°C
Humidity: 5% to 95%

Compatible
Networks

Japan: AXGP: 2.5 GHz
FDD-LTE: 900 MHz, 1.7 GHz, 2.1 GHz
3G: 900 MHz, 2.1 GHz

Frequency

AXGP:

Upstream: 2496 MHz to 2690 MHz
Downstream: 2496 MHz to 2690 MHz
FDD-LTE:

Upstream: 900 MHz to 915 MHz, 1710
MHz to 1785 MHz, 1920 MHz to 1980
MHz

Downstream: 945 MHz to 960 MHz, 1805

MHz to 1880 MHz, 2110 MHz to 2170
MHz

3G:

Upstream: 880 MHz to 915 MHz, 1920
MHz to 1980 MHz

Downstream: 925 MHz to 960 MHz, 2110

MHz to 2170 MHz
WLAN:
2400 MHz to 2482.5 MHz (13ch all)

Continuous
Standby Time

1050 hours

Continuous
Communication
Time

- Continuous standby time and continuous communication time

Power-save mode ON: Approx. 10 hours
Power-save mode OFF: Approx. 8.5 hours

depend on environment, signal conditions, etc.

| Internal Battery

Item Description
Voltage 385V
Type Lithium-ion
Capacity 2000 mAh
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| Micro USB Cable

Item

Product Name

Description

Micro USB Cable (ZEDAD1)

Cable Length

1200 mm

Plug Type Standard-A, micro-B
Charging

Temperature 0 to 55°C

Range

XIpuaddy l
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| Material List

Parts

Wi-Fi router:

Outer Case
(Front)

Materials/Finishing

PC/PET, Backside printing/Hard coating

Wi-Fi router:

Outer Case
(Side)

PC+10% GF, UV coating

Wi-Fi router:

POWER Key

PC, UV coating

Wi-Fi router:

LOCK Key

PC, UV coating

Wi-Fi router:

Outer Case
(Backside)

PC, UV coating

Wi-Fi Router:

USIM Card
Slot cover

PC+Elastomer, UV coating

Wi-Fi Router:

USIM Card
Slot (Resin
Part)

LCP

Wi-Fi Router:

USIM Card
Slot (Metal
Part)

Phosphor bronze, gold plating/nickel
plating

Micro USB
Cable:
External
Connection
Terminal
(Resin Part)

PA resin

Micro USB
Cable:
External
Connection
Terminal
(Metal Part)

SUS+Copper alloy, nickel plating/gold
plating

Micro USB
Cable: Outer
case

PvC

Micro USB
Cable: USB

plug

Iron, nickel plating

Micro USB
Cable: Micro
USB plug

Stainless steel, nickel plating

Warranty & Service

| Warranty

+ Wi-Fi router warranty is for 1 year from date of purchase.

* Repair may be made free of charge under the terms of free
repair. See SoftBank Website for terms of free repair.
https://cdn.softbank.jp/mobile/set/common/pdf/legal/
spguide/common/warranty.pdf (Japanese)

» Warranty covers Wi-Fi router. Cables and complimentary
sample accessories are not covered by warranty.

Precaution

Damages

SoftBank Corp. is not liable for any damages resulting from
use of Wi-Fi router.

Accidents/Repair

Files and settings may be lost or altered due to accidents
or repairs. Keep a copy etc. of important files. Keep a
copy of important files, etc. SoftBank Corp. is not liable
for damages resulting from loss or alteration of files or
settings due to accident or repair.

Disassembling/Modifying Wi-Fi Router

Disassembling or modifying this Wi-Fi router may be a
violation of the Radio Law. Note that SoftBank Corp. does
not accept repair requests for modified products.

| servicing

Before submitting Wi-Fi router for repairs, contact a
SoftBank Shop or Customer Service, General Information; be
prepared to describe problem in detail.

- During the warranty period, repairs are made under the
terms and conditions described in the Warranty.

- After the warranty period, repairs are upon request; if said
repairs are made, you are charged for them.
Repair parts (for maintaining product performance)
are stocked for approximately four years after end of
production.
However, repair may not be possible even at cost within this
period due to stock conditions.

Further Inquiry

For more information, contact a SoftBank Shop or
Customer Service.


https://cdn.softbank.jp/mobile/set/common/pdf/legal/spguide/common/warranty.pdf
https://cdn.softbank.jp/mobile/set/common/pdf/legal/spguide/common/warranty.pdf

Customer Service

For Wi-Fi router or service information, call General

Information. For repairs, call Customer Assistance.

| General Information

Direct all inquiries to SoftBank, from charges to service
information, here.

From a SoftBank handset, dial toll free at 157

From a landline/IP phone, dial toll free at @ 0800-919-0157

Hours of service: 9 am to 8 pm

| For Customer Assistance

Use the number below in case of loss or needing repair:
From a SoftBank handset, dial toll free at 113
From a landline/IP phone, dial toll free at @ 0800-919-0113

Hours of service: 9 am to 8 pm

| SoftBank Technical Support Center

Setup, Operations & Technical Issues:
From a SoftBank handset, dial toll free at % 5525
From a landline/IP phone, dial toll free at @ 0088-21-5525

- Service hours

Weekdays 9:00 am - 7:00 pm
Saturdays, Sundays, and holidays 9:00 am - 5:00 pm

| SoftBank Global Call Center

From outside Japan, dial +81-92-687-0025 (toll free from
SoftBank handsets)

If lost/stolen, call this number immediately (international
charges apply)

Hours of service: 24 hours

XIpuaddy l
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Safety Precautions

Safety Precautions

General Notes

Specific Absorption Rate (SAR) Information for this
Product
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Safety Precautions

Read safety precautions before using Wi-Fi router.
Observe precautions to avoid injury to self or others, or
damage to property.

| Labels & Symbols

These labels indicate the degree of risk from improper use.
Make sure you thoroughly understand their meanings before

reading on.
Mark Description
/\ DANGER Great risk of death or serious injury™
from improper use
/\ WARNING Risk of death or serious injury*! from
improper use
/\ CAUTION Risk of minor injury*2 or damage to

property*3 from improper use

*1 Serious injury: Refers to loss of sight, injury, burns (high-
and low temperature), electric shock, broken bones, injuries
with residual aftereffects from poisoning, etc., and injuries
requiring hospital admission for treatment or long-term
hospital attendance as an outpatient.

*2 Minor injury: Refers to injuries, burns (high- and low-
temperature), electric shock, etc. that do not require hospital
admission for treatment or long-term hospital attendance as
an outpatient.

*2 Damage to property: Refers to extended damage to
buildings, furniture, livestock, pets, etc.

Mark Descriptions

Prohibited actions

Prohibited

Disassembly prohibited

Do Not
Disassemble

Ad.wd Exposure to liquids prohibited
Or Moisture

ol

Use with wet hands prohibited
Do Not Use
Wet Hands

0 Compulsory actions
Compulsory

% Unplug from outlet

Disconnect
Power Source

Wi-Fi Router, USIM Card, Micro USB
Cable, Charger

/\ DANGER

Prohibited

Do not use, store, or leave Wi-Fi router/
related hardware in a place that reaches high
temperatures or where heat collects (e.g.

near fire or source of heat, under a kotatsu
(blanketed warming table) or bedding, in direct
sunlight, inside vehicles on a hot day, etc.).

May cause fire, burns, injury, electric shock, etc.

Prohibited

Do not put Wi-Fi router/related hardware

in or close to a cooking appliance such as a
microwave or IH cooking heater, or a high-
pressure container such as a pressure cooker.

May cause fire, burns, injury, electric shock, etc.

Prohibited

Do not cover Wi-Fi router/related hardware
with sand, soil, or mud. Do not place directly
on sand, soil, or mud. Do not touch Wi-Fi
router/related hardware with hand covered
with sand.

May cause fire, burns, injury, electric shock, etc.

Prohibited

Do not charge Wi-Fi router/related hardware
while wet with liquids such as water (beverage,
sweat, sea water, pet urine, etc.).

May cause fire, burns, injury, electric shock, etc.

Prohibited

Do not subject Wi-Fi router to excessive force
or break it. Especially when carrying it in your
pocket, do not hit it or press it between other
objects.

Internal Battery ignition, explosion, heat generation, or
leak breakage may cause fire, burns, injury, etc.

* Take additional care in instances such as the following:

- Sitting or squatting with the Wi-Fi router in your pants
or skirt pocket

+ Wi-Fi router becoming caught in a sliding door or vehicle
door when in a jacket pocket

+ Stepping on Wi-Fi router when it is on something soft
such as a sofa, bed, or futon or on the floor



0 Not
Disassemble

Do not disassemble or modify.

May cause fire, burns, injury, electric shock, etc.

Avoid Liuids
Or Moisture

Keep away from water and other liquids
(beverage, sweat, sea water, pet urine, etc.).

May cause fire, burns, injury, electric shock, etc.

Avoid Liuids
Or Moisture

Do not put water or other liquids in terminals
(beverage, sweat, sea water, pet urine, etc.).

May cause fire, burns, injury, electric shock, etc.

Compulsory

Use specified optional accessories only.

May cause fire, burns, injury, electric shock, etc.
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/\ WARNING

Prohibited

Do not drop, step on, throw or otherwise
subject to strong force, impact or vibration.

May cause fire, burns, injury, electric shock, etc.

Prohibited

Keep terminals away from conductive materials
and do not let dust enter Wi-Fi router/related
hardware.

May cause fire, burns, injury, electric shock, etc.

Prohibited

Do not cover/wrap with bedding, etc. during
use or charging.

May cause fire, burns, etc.

Compulsory

If Battery does not charge after specified
time, stop charging.

May cause fire, burns, injury, etc. due to overcharging.

Compulsory

Keep Wi-Fi router off and stop charging
Battery near gas station or places with
fire/explosion risk (flammable gases or fine
particulates).

Wi-Fi router use near petrochemicals, etc. may cause fire/
explosion.

Compulsory

Take these actions in case of odd sound, odor,
smoke, overheating, discoloring or deformation
during use, charging, or storage:

+ Unplug Wi-Fi router/related hardware.

+ Power off.

Failure to do so may cause fire, burns, injury, electric
shock, etc.

suolinedald Ayajes l
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/\ CAUTION

Prohibited

Do not use Wi-Fi router/related hardware when
damaged.

May cause fire, burns, injury, etc.

Prohibited

Do not place Wi-Fi router/related hardware on
unstable/uneven surfaces.

Wi-Fi router or related hardware may fall, resulting in

injury.

Prohibited

Do not use or store in a place that is subject
to high humidity, excessive dust, or high
temperatures.

May cause fire, burns, electric shock, etc.

Prohibited

A guardian should give children proper
instructions and do not allow them to use Wi-
Fi router in a wrong way.

May cause injury.

Prohibited

Do not leave Wi-Fi router and related hardware
within the reach of infants.

Infants may swallow Wi-Fi router or related hardware,
resulting in injury.

Compulsory

Wi-Fi router temperature may become high
when used continuously or while charging.
Avoid

continued contact with Wi-Fi router for a long
time involuntarily such as by falling asleep,
etc.

Wi-Fi router or AC Charger may become hot while in use
or while charging for a long period, and cause redness,
itchiness, rash, low-temperature burns, etc. depending on
your physical condition.

| wi-Fi Router

/\ DANGER

Do not heat or dispose of Wi-Fi router in fire.

Internal Battery may ignite, burst, overheat, or leak, and
may result in fire, burns, injury, etc.

Prohibited

Do not damage Wi-Fi router by nailing,
hammering, stomping on it, or otherwise
subjecting it to excessive force.

Internal Battery may ignite, burst, overheat, or leak, and
may result in fire, burns, injury, etc.

Compulsory

If matter inside Internal Battery gets into
eyes, do not rub; immediately rinse with water
and consult a doctor immediately.

May cause blindness or poor health.

Compulsory

If matter inside Display gets into eyes or
mouth, immediately rinse with water and
consult a doctor immediately. Do not rub the
eyes.

Failure to follow the instruction may cause blindness or
poor health.



/\ WARNING

Prohibited

Do not put liquid such as water (beverage,
sweat, sea water, pet urine, etc.) or foreign
objects such as anything metal or flammable
into USIM Card slot.

Insert USIM Card in correct position and
orientation.

May cause fire, burns, injury, electric shock, etc.

Compulsory

Power off when boarding aircraft.

Follow the regulations of the airline for use aboard
aircraft. Otherwise, Wi-Fi router radio waves may affect
an aircraft’s electronic equipment. Prohibited usage of Wi-
Fi router in aircraft is punishable by law.

Compulsory

Follow medical facility rules regarding use of
Wi-Fi router in facilities.

Power off in a prohibited area. Wi-Fi router radio waves
may affect electronic equipment or electric medical
equipment.

Compulsory

If wearing electric medical equipment, check
with the equipment manufacturer or dealer for
information about the effects of radio waves.

Wi-Fi router radio waves may affect electric medical
equipment.

Compulsory

Power off near electronic devices or equipment
operating on high precision control or weak
signals.

Wi-Fi router radio waves may cause electronic malfunction,
etc.

Take added care near these devices: Hearing aids,
implanted cardiac pacemakers, implanted cardioverter
defibrillators, other electric medical equipment, and other
automatically controlled devices or equipment. When using
implanted cardiac pacemakers, implanted cardioverter
defibrillators, or other electric medical equipment, check
with the equipment manufacturer or dealer for information
about the effects of radio waves.
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Compulsory

If Display is damaged, be careful of exposed
interior components.

Touching damaged or exposed parts may cause burns,
injury, electric shock, etc.

Compulsory

If Internal Battery leaks or has an unusual
smell, immediately stop using, and keep away
from fire.

The leaked fluid may catch on fire causing ignition,
explosion, etc.

Compulsory

Do not allow a pet, etc. to bite Wi-Fi router.

Internal Battery may ignite, explode, overheat, or leak
causing fire, burns, injury, etc.

suolinedald Ayajes l
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/\ CAUTION

Prohibited

If you damage Display and the internal matter
leaks, do not let it get on face or hands, on
clothes, etc.

May cause injury to eyes, skin, etc. If internal matter gets
into eyes or mouth, or on skin or clothes, rinse with water
immediately. If internal matter gets into eyes or mouth,
consult a doctor immediately after rinsing with water.

Prohibited

Do not dispose Wi-Fi router together with
ordinary trash.

May cause fire, burns, injury, etc. Also, may cause
environmental destruction. Bring unnecessary handset
into a sales outlet such as a Y!mobile Shop or follow the
municipality instructions for recycling.

Prohibited

If the internal fluid is leaked from Internal
Battery, do not allow it to contact the skin of
your face or hands, or clothes.

May cause injury to eyes, skin, etc. If the internal
substance gets into your eyes, mouth, etc., or contacts
your skin or clothes, immediately rinse with clean
water. Also, in case it gets into your eyes, mouth, etc.,
immediately consult a doctor after rinsing.

Compulsory

If using in vehicles, check with the automobile
manufacturer or dealer for information about
the effects of radio waves.

Wi-Fi router use may affect electronic equipment. In such
case, discontinue Wi-Fi router use immediately.

Compulsory

View Display in a sufficiently bright location,
at a reasonable distance from Display.

May deteriorate vision.

Compulsory

If you experience any skin irritation associated
with Wi-Fi router use, discontinue Wi-Fi router
use and consult a doctor.

May cause itchiness, skin irritation, or rashes depending on
your physical condition. (See "Material List")

| AC Charger & Micro USB Cable

/\ WARNING

Prohibited

Do not use AC Charger (sold separately)/Micro
USB Cable if these cords are damaged.

May cause fire, burns, electric shock, etc.

Prohibited

Do not use AC Charger (sold separately)/Micro
USB Cable cords in a place where humidity is
high, such as bathroom.

May cause fire, burns, electric shock, etc.

Prohibited

Do not touch AC Charger (sold separately)/
Micro USB Cable if thunder is audible.

May cause electric shock, etc.

Prohibited

Do not short-circuit terminals when plugged in.
Do not contact terminals with hands, fingers,
etc.

May cause fire, burns, electric shock, etc.

Prohibited

Do not place heavy objects on or pull AC
Charger (sold separately)/Micro USB Cable
cords.

May cause fire, burns, electric shock, etc.

Prohibited

Do not allow contact with metal such as metal
strap when connecting/disconnecting Micro USB
Cable from Wi-Fi router,

May cause fire, burns, electric shock, etc.

Prohibited

Do not use voltage converter used for
international travel for AC Charger (sold
separately).

May cause ignition, overheating, electric shock, etc.



Prohibited

Do not apply excessive force where Wi-Fi
router is connected to Micro USB Cable.

May cause fire, burns, injury, electric shock, etc.

Do Not Use
Wet Hands

Do not touch AC Charger (sold separately)
cord/Micro USB Cable, terminals, or power plug
with wet hands.

May cause fire, burns, electric shock, etc.

Compulsory

Use specified power supply and voltage.

Incorrect power supply and voltage may cause fire, burns,
electric shock, etc.

AC Charger (sold separately): AC100V (Plug in household
AC outlet only)

Compulsory

Clean dusty power plug or AC Charger (sold
separately).

Continued use may cause fire, burns, electric shock, etc.

Compulsory

Plug Micro USB Cable firmly into Wi-Fi router.

Failure to do so may cause fire, burns, electric shock, etc.

Compulsory

Do not remove Micro USB Cable by pulling on
cord or otherwise applying excessive force.
Instead, hold Micro USB Cable by connector to
remove.

Pulling the cord could damage it, possibly leading to fire,
burns, electric shock, etc.

Compulsory

Connect/disconnect Micro USB Cable straight
with the terminals without pulling on cord or
otherwise applying excessive force.

Failure to do so may cause fire, burns, injury, electric
shock, etc.
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Compulsory

If charging terminal is bent or otherwise

deformed, stop using Wi-Fi router immediately.

Do not fix the deformed shape to use it.

May cause short circuit, resulting in fire, burns, injury,
electric shock, etc.

€

Disconnect
Power Source

Unplug Micro USB Cable if you are not going to
use it.

If Micro USB Cable is left plugged in, it may cause fire,
burns, injury, electric shock, etc.

€

Disconnect
Power Source

If liquid such as water (drinking water,
sweat, seawater, urine of pets, etc.) gets on
equipment, immediately disconnect the power
plug from an outlet.

Liquid on equipment may result in short-circuit causing
fire, burns, electric shock, etc.

€

Disconnect
Power Source

Disconnect Micro USB Cable from Wi-Fi router
before cleaning.

Cleaning Wi-Fi router with USB Cable connected may cause
fire, burns, electric shock, etc.

/\ CAUTION

Prohibited

Do not touch Micro USB Cable for long periods
with Wi-Fi router connected.

May cause burns.

| usiM card

/\ CAUTION

Prohibited

When handling SIM Cards, be careful of the cut

surface so as not to hurt your body parts such
as fingers.

Cut surface may be sharp and may cause injury, etc.

suolinedald Ayajes l
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Wi-Fi Router Use & Electronic Medical
Equipment

/\ WARNING

Compulsory

Persons with an electric medical device such
as an implanted pacemaker or implanted

cardioverter defibrillator should keep Wi-Fi
router at least 15 cm away from the device.

Wi-Fi router radio waves may affect the electric medical
device.

Compulsory

When using electric medical equipment

(other than implanted cardiac pacemakers/
defibrillators) outside medical facilities,
check with the equipment manufacturer for
information about the effects of radio waves.

Wi-Fi router radio waves may affect electric medical
equipment.

Compulsory

Change Wi-Fi router setting so as not to

emit radio waves when it is difficult to keep
distance of at least 15 cm from others such as
in a crowd.

There may be someone who has an electric medical device
such as implanted pacemaker or implanted cardioverter
defibrillator around you. Wi-Fi router radio waves may
affect the electric medical device.

Compulsory

Follow medical facility rules regarding use of
Wi-Fi router in facilities.

Wi-Fi router radio waves may affect electric medical
equipment.

General Notes

| For Safety

Do not disassemble, modify or solder. May cause fire, injury,
electric shock or malfunction.

Do not drop, throw or otherwise subject to strong force or
impact. May cause malfunction.

Do not put Wi-Fi router in cooking appliances such as a
microwave or pressure cooker or on IH cooking heaters. May
cause malfunction.

- Do not use or expose Wi-Fi router to extreme heat (e.g. near
fire or source of heat, in direct sunlight, inside vehicles
on a hot day, etc.). Doing so may cause device warping or
malfunction. Wi-Fi router or related hardware may become
too hot to touch, leading to burn injuries, etc.

* Wi-Fi router may become hot while in use or while charging
for a long period, especially in high temperatures. Prolonged
contact with skin may cause low-temperature burn injuries.

| Do Not Disturb Others

* When aboard aircraft, use Wi-Fi router appropriately
according to the instructions of the airline. Wi-Fi signals
may affect flight safety.

Do not use Wi-Fi router in a prohibited area such as a
hospital or research laboratory. Medical equipment etc.
might be affected.

- Do not use Wi-Fi router near courtesy seats in train or bus.
Medical devices such as pacemaker etc. might be affected.

* Do not use Wi-Fi router if thunder is heard while outdoors

(golf course, etc.).



| General Use

+ 4G Service can be used with only dedicated models.

- Wi-Fi router supports Software Update. Use Wi-Fi router
with the latest software updated.

- Wi-Fi router transmissions may be disrupted inside
buildings, tunnels or underground, or in vehicles, or when
moving into/out of such places.

- Use Wi-Fi router without disturbing others. Theaters and
public transportation systems may or may not allow use of
Wi-Fi router.

- Wi-Fi routers are radios as stipulated by the Radio Law.
Under the Radio Law, Wi-Fi routers must be submitted for
inspection upon request.

- Files may be lost or damaged in the following situations.
SoftBank Corp. is not liable for damages incurred due to
lost or altered information. To minimize damages, back up
data and store separately.

- When using Wi-Fi router incorrectly

- When affected by static electricity or electrical noise

- Powering Wi-Fi router off while in use

- When Wi-Fi router breaks down or is submitted for repair

- Communication may slow down or may become unavailable
due to heavy traffic or under certain circumstances.

- Do not use Wi-Fi router in the proximity of areas where
explosive materials are handled. An explosion may be
induced. In addition, explosive devices might be affected.

- Wi-Fi router USIM Card cannot be used with some mobile
devices (including SoftBank models).

- Wi-Fi router may become hot while charging or in use for a
long time.

- Prolonged contact with skin may cause low-temperature
burn injuries.

+ AC Charger (sold separately) and Micro USB Cable may
become hot while charging.

I Handling

- Do not expose Wi-Fi router to rain, snow, or high humidity.
Wi-Fi router is not waterproof.

- Avoid extreme temperatures/high humidity/direct sunlight/
dusty areas.

+ Do not drop or subject to strong impact.

- Clean Wi-Fi router with a soft dry cloth. Alcohol/solvent
use may fade color/label.
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| Wwi-Fi (wireless LAN)

Wi-Fi router uses 2.4 GHz frequency band WLAN between
2400 MHz and 2483.5 MHz.

Wireless Frequencies & Modulations information: On Wi-Fi
router package.

24DS4/0F4

+ 2.4: 2400 MHz range
DS/OF: DSSS or OFDM modulation
4: Maximum interference range of 40 m
I B B Utilizes 2400 MHz-
2483.5 MHz band, and mobile identifier device bands are
avoided.

- Available channels vary depending on the country.

- For use aboard aircraft, contact the airline beforehand.

- Do not use Wi-Fi router near magnetic devices such as
electrical appliances or AV/OA devices.

- Magnetic/radio waves may hinder or disable
communication. Avoid microwave ovens.

- Use near a TV or radio, etc. may cause interference; may
affect TV reception.

- If there are multiple Wireless LAN access points using the
same channel, search may fail.

- Wireless LAN device operates same frequency band used
by industrial, scientific, consumer and medical equipment
including microwave ovens, premises radio stations for
identifying mobile units used in the manufacturing lines
of plants (radio stations requiring a license), specified low
power radio stations (radio stations requiring no license)
and amateur radio stations (radio stations requiring a
license).

1. Before using Wi-Fi router, confirm that premises radio
stations for identifying mobile units, specified low power
radio stations and amateur radio stations are not being
operated nearby.

2. If Wi-Fi router causes disruptive radio interference
with premises radio stations for identifying mobile units,
immediately change frequency band, stop use and take
measures (e.g. wall partitions, etc.), or move to another
location to avoid crosstalk.

- Since information is exchanged between terminals and the
Wireless LAN access points, an advantage of Wireless LAN
connections is that LAN connections can be freely enabled
within the reachable range of the signals. However, if
the security settings are not set, there is a possibility
that security issues may arise from the interception of
communication data and illegal intrusions. Wi-Fi router is
configured to work with its security functions at the time
of purchase. However, in consideration of security, it is
recommended that the security settings at the time of
purchase be changed.

- Use Wi-Fi router with the understanding that the Wireless
LAN specifications can be breached via special methods.

- Inquire with Customer Service to consult if you are unable
to configure the security settings.

- SoftBank Corp. cannot be held liable for WLAN security

issues.

suolinedald Ayajes l
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Specific Absorption Rate (SAR)
Information for this Product

Specific Absorption Rate (SAR)
Information for this Product (for
Japan)

This product [801ZT] meets Japanese technical regulations*
and international guidelines for exposure to radio waves.

The Japanese technical regulations for exposure to radio
frequency energy established permitted levels of radio
frequency energy, based on standards developed by
independent scientific organizations through periodic and
thorough evaluation of scientific studies.

The regulations employ a unit of measurement known as the
Specific Absorption Rate, or SAR.

The SAR limit is 2 watts/kilogram (W/kg) averaged over ten
grams of tissue.

The limit includes a substantial safety margin designed to
assure the safety of all persons, regardless of age and health.
The value of the limit is equal to the value given in
international guidelines recommended by ICNIRP**, which is in
collaboration with the World Health Organization (WHO).

The highest SAR value for this product is 1.73 W/kg*** when
used close to the body in the below manner****,

While there may be differences between the SAR levels of
various products and at various positions, all products meet
the Japanese technical regulations.

Although the SAR is determined at the highest certified power
level, the actual SAR of the product during operation can be
well below the maximum value.

- Use close to the body****
To use this product close to the body, maintain a separation
of 0.5 cm with no metal (parts) between it and the body.
This will ensure this product meets the Japanese technical
regulations for exposure and international guidelines for
radio wave protection.
* The technical regulations are provided in Article 14-2 of
the Ministry Ordinance Regulating Radio Equipment.
** International Commission on Non-lonizing Radiation
Protection
*** The value is under simultaneous transmission use
conditions.

The World Health Organization has announced that "A large
number of studies have been performed over the last two
decades to assess whether mobile phones pose a potential
health risk. To date, no adverse health effects have been
established as being caused by mobile phone use."

For more information about SAR, see the following websites:
-Ministry of Internal Affairs and Communications (MIC)
http://www.tele.soumu.go.jp/e/sys/ele/body/index.htm
-Association of Radio Industries and Businesses (ARIB)
http://www.arib-emf.org/01denpa/denpa02-02.html
(Japanese)

This product [801ZT] is confirmed to comply with guidelines
relating to effects of radio wave exposure as set forth by the
Council of Europe (CE). Refer to the following.

| European RF Exposure Information

Your mobile device is a radio transmitter and receiver. It is
designed not to exceed the limits for exposure to radio waves
recommended by international guidelines. These guidelines
were developed by the independent scientific organization
ICNIRP and include safety margins designed to assure the
protection of all persons, regardless of age and health. The
guidelines use a unit of measurement known as the Specific
Absorption Rate, or SAR. The SAR limit for mobile devices is
2.0 W/kg. As mobile devices offer a range of functions, they
can be used in other positions, such as on the body. In this
case, the highest tested SAR value is 1.063 W/kg* at the
separation distance of 0.5 cm from the body. For electronic
safety, maintain the separation distance with accessories
containing no metal, that position handset a minimum of

the above distance. Use of other accessories may not ensure
compliance with RF exposure guidelines.

* The tests are carried out in accordance with international

guidelines for testing.


http://www.tele.soumu.go.jp/e/sys/ele/body/index.htm
http://www.arib-emf.org/01denpa/denpa02-02.html

I EU DECLARATION OF CONFORMITY

C€

It is hereby declared that following designated product:
Product Type: LTE Ufi

Model No: 801ZT

Product Description: LTE Ufi

Complies with the essential protection requirements

of Directives on Radio Equipment Directive 2014/53/
EU,Restriction of the Certain Hazardous Substances in
electrical and electronic equipment (Directive 2011/65/EU)
and their amendments.

This declaration applies to all specimens manufactured
identical to the samples submitted for testing/evaluation.
The assessments were based on the following regulations and

standards:
Requirement Description
Standard:
EN 50566:2013/AC:2014
EN 62209-2:2010
Report No.:
SRTC2017-9004(R)-0048
Assessment Body:
PHOENIX TESTLAB GmbH (Notified body
0700) EU-type examination certificate:
Health and 17-210939
safety Standard:
EN 60950-1:2006+A11:2009
+A1:2010+A12:2011+A2:2013
Report No.:
SRTC2017-9003(R)-0020
Assessment Body:
PHOENIX TESTLAB GmbH (Notified body
0700) EU-type examination certificate:
17-210939
Standard:
Draft EN 301 489-1 V2.2.0
Draft EN 301 489-17 V3.2.0
Draft EN 301 489-52 V1.1.0
EMC Report No.:

SRTC2017-9003(R)-0021

Assessment Body:

PHOENIX TESTLAB GmbH (Notified body
0700) EU-type examination certificate:
17-210939
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Standard:

EN 301 908-1 V 11.1.1

EN 301 908-2 V 11.1.1

EN 301 908-13 V 11.1.1

EN 300 328 V2.1.1

Report No.:

SRTC2017-9004(R)-0045
SRTC2017-9004(R)-0046
SRTC2017-9004(R)-0047

Assessment Body:

PHOENIX TESTLAB GmbH (Notified body
0700) EU-type examination certificate:
17-210939

Radio
Spectrum

Standard:
IEC 62321
Report No.:
RoHS SET2017-03540
Assessment Body:
CCIC Southern Electronic Product Testing
(Shenzhen) Co., Ltd.

This declaration is the responsibility of the manufacturer:
ZTE Corporation

ZTE Plaza, Keji Road South, Hi-Tech, Industrial Park,
Nanshan District,Shenzhen, Guangdong, 518057, P.R.China
Authorised person signing for the company:

Yao Cuifeng Chief Quality Officer of ZTE Corporation

K

Shenzhen, 27th Apirl 2017
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| Specification

EUT supported radio applications

- WCDMA Band 1, 8
- LTE Band 1,3,8,41
+ 802.11b/g/n

HSDPA:

- DL 14.4Mb/s(Category 10)
- DL 21Mb/s(Category 14)

HSUPA:
- UL 5.76Mb/s(Category 6)
LTE FDD(Category 4):

- DL 150Mb/s
- UL 50Mb/s

LTE TDD(Category 4):

+ DL 117Mb/s
- UL 9Mb/s

Maximum RF output power

- WCDMA Band 1: 24dBm

- WCDMA Band 8: 24dBm

+ LTE Band 1: 23dBm

+ LTE Band 3: 23dBm

+ LTE Band 8: 23dBm

- LTE Band 41: 23dBm

- 802.11b/g/n: 17.8dBm(EIRP)
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