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Introduction

| Before You Begin

Read " 1w X — (Quick Start)" (Japanese), "&RELE &3F

E(Safety Precautions)" (Japanese), and this guide thoroughly
beforehand for proper usage.
Accessible services may be limited by contract conditions.

| Guide Usage Notes

Most operation descriptions are based on default settings.
Unless otherwise noted, descriptions are based on operation
from Home Screen. Some operations appear abbreviated.

| Screenshots & Key Labels

Screenshots and Key labels are provided for reference only.
Actual windows, menus, etc. may differ in appearance.

| Other Notations

This product is referred to as "Wi-Fi router" in this guide.

Operating Environment (Compatible
0Ss)

Use Wi-Fi router in any of these operating environments.
Use outside these environments may affect performance.
Operating environment (hardware, connected peripherals,
installed applications, etc.) may also affect performance.

- For computer support, OS version upgrade information,
etc., see corresponding manufacturer's product support
documentation.

+ The information for operating environment (compatible OSs)
listed here is the current information as of January 2017.

Item Description

Windows Vista Home Basic (32-bit or 64-
bit)

Windows Vista Home Premium (32-bit or
64-bit)

Windows Vista Business (32-bit or 64-bit)
Windows Vista Ultimate (32-bit or 64-bit)
Windows 7 Home Basic (32-bit or 64-bit)
Windows 7 Home Premium (32-bit or 64-
bit)

Compatible Windows 7 Professional (32-bit or 64-bit)
Operating Windows 7 Ultimate (32-bit or 64-bit)
Systems Windows 8 (32-bit or 64-bit)
Windows 8 Pro (32-bit or 64-bit)
Windows 8 Enterprise (32-bit or 64-bit)
Windows 8.1 (32-bit or 64-bit)
Windows 8.1 Pro (32-bit or 64-bit)
Windows 8.1 Enterprise (32-bit or 64-bit)
Windows 10 (32-bit or 64-bit)
Windows 10 Pro (32-bit or 64-bit)
Mac OS X 10.6 to 10.7 (32-bit or 64-bit)
Mac OS X 10.8 to 10.12 (64-bit)
Windows Vista : 512 MB+ (1 GB+
recommended)
Windows 7 : 1 GB+ (32-bit)/2 GB+ (64-
bit)
Windows 8 : 1 GB+ (32-bit)/2 GB+ (64-
Memory bit)
Requirements Windows 8.1 : 1 GB+ (32-bit)/2 GB+ (64-
bit)
Windows 10:1 GB+ (32-bit)/2 GB+ (64-
bit)
Mac OS X : 256 MB+ (512 MB+
recommended)
Hard Disk 200 MB+ recommended (100 MB+ free
Capacity space needed) (Common to each OS)
Interface USB3.0
Microsoft Internet Explorer 8.0 or later
Microsoft Edge 20 or later
Compatible Safari 6.0 or later
Browser Mozilla Firefox 24.0 or later

Google Chrome 21.0 or later
Opera 12.0 or later

uo132NPoJ3U| l
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| Package Contents

The following items are included in the package. Please
confirm package contents before use. Contact Customer
Service for missing items.

Keep accessories including Warranty in a safe place.

AC Charger is not supplied. Purchase AC Charger separately.

- USB Cable TypeA/C (HWDCK1)

- Battery (HWBCK1)

+ WLAN Initialization Sticker

s DA D5 — ~(EEfEIR) (Japanese)
DD R — ~(EER) (Japanese)

- HFELE SER (Japanese)

- USIMA—ROBDGFAA— R (Japanese)
- {REEE (AMF) (Japanese)

| Wi-Fi Name and Password (Security Key)

When connecting to a Wi-Fi device, Wi-Fi name (Network
Name) and password (Security Key: WPA Key or WEP Key) are
required.

Confirm Wi-Fi name and password (Security Key) as follows.

ol UE SoftBank ©

Data traffic Infarmation

Simple setting

r:’;""'q Wi-Fi name and password (Security Key) appear.

- Two Wi-Fi names are set to Wi-Fi router. By default, WPA2-

PSK is set as security for SSID A and SSID B.
- For greater security, use WPA/WPA2. However, some game
consoles do not support WPA/WPA2.
Alternatively, see the WLAN Initialization Sticker or remove
Battery from Wi-Fi router to check default Wi-Fi name and
password (Security Key). See "Wi-Fi Name and Password
(Security Key)."

| Getting Started

* Wi-Fi router accommodates software updates. Use the
latest software.

- Note that connection speeds may drop or connections
may be disabled depending on line traffic or connection
environments.

- When using WLAN overseas, change the settings according
to the laws of those countries.

- To enhance security, it is recommended that a Pass Code for
unlocking the screen be set. For details, see "Screen Lock."

- This model Wi-Fi router is designed for corporate users, and
allows its functionality to be regulated by administrators.
Depending on how functions are regulated, settings or
operations as described herein may not be available.

I Trademarks

- SoftBank, SoftBank's equivalent in Japanese and the
SOFTBANK logo are registered trademarks or trademarks of
SoftBank Group Corp. in Japan and other countries.

- Pocket WiFi is a registered trademark of SoftBank Corp.

- HUAWEI is a trademark or registered trademark of HUAWEI
TECHNOLOGIES CO., LTD.

* Microsoft®, Windows®, Internet Explorer, Windows Vista®
are trademarks or registered trademarks of Microsoft
Corporation in the United States/other countries. Microsoft
Windows Operating System is indicated in its abbreviated
form as Windows.

+ TM and © 2017 Apple Inc. All rights reserved.

- Apple, the Apple logo, iPad, iPhone, iPod, iPod touch,

Mac, Macintosh, and Safari are trademarks of Apple Inc.
registered in the United States and other countries.

- The trademark "iPhone" is used with a license from Aiphone
K.K.

- App Store is a service mark of Apple Inc.

- Wi-Fi®, WPA™, WPA2™, Wi-Fi Protected Setup™ and the
logos are trademarks or registered trademarks of Wi-Fi
Alliance.

 Google, Android, Google Chrome are trademarks or
registered trademarks of Google Inc.

- Firefox is a trademark or registered trademark of Mozilla
Foundation in the United States/other countries.

- Opera is a trademark or registered trademark of Opera
Software ASA. Go to "http://www.opera.com/" for details
on Opera.

* The names of the companies, products and services used in
this guide are registered trademarks or trademarks of the
respective companies.


http://www.opera.com/

Getting Started

Parts & Functions

Home Screen

USIM Card....
Inserting/Removing Battery.
Charging Battery

Power On/Off
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Parts & Functions

| Front/Top/Bottom

ol JE SoftBank & 4

il JE SoftBank @ #

2]
Wi-Fi Spot
W Part Description
El Home
Screen (First First page of Home Screen
Page)
3 Home .
s Second page of Home Screen; Flick left/
Part Description creen right to change page
(Second Page)
. Wi-Fi router status appears; Display is - T
ﬂ Display Status Indicators for communication

Touchscreen; Tap, Swipe/Flick, etc. E] status Bar

status and battery level appear

B Power
A Touch
(@) Mend
B Notch Use notch to remove Battery Cover B Page Indicates which Home Screen page you are
Indicator in
A Battery Remove Battery Cover to remove/insert
Cover Battery or USIM Card
H External Connect USB Cable and AC Charger (sold
Device Port separately)
@ usiM Card
Insert USIM Card
Slot
Press & Hold with a fine-tipped object for
Ed Reset . ;
five seconds or more to reset settings to
Button

defaults

Notes on Using Reset Button

Note the following for using Reset Button.

- Power on Wi-Fi router in advance.

- Be careful not to be injured when Pressing Reset Button.

- Do not Press Reset Button strongly. May cause damage.

- Do not use sharpened object. May cause damage.

- Using pen or pencil may make Reset Button dirty with ink
etc.

 The factory defaults are also reset from WEB Ul. For

Button Power on/off and turn Display on/off 3 Touch Menu Icons for various functions
details, see "Resetting Wi-Fi Router." 3



| status Indicators

Indicator

Description

Mobile networks connected (signal strong)

Mobile networks connected (signal weak)

el W

Out of service area

Appears when roaming

Wi-Fi spot connected (signal strong)

Wi-Fi spot connected (signal weak)

B ooBA

/BB /

Name of currently connected network

Name of currently connected network

carrier

Internet connected

Internet unconnected

New software update notice

Software downloading

Battery full

Battery low

Battery almost empty (charge battery)

P EEEO=om=o g
E

Ny

Charging

Wi-Fi communication standard (2.4G/5G) /
number of devices connected (appears in
Lock Screen)

Unread notification (appears in Lock
Screen)

=) 2

Checking whether signal interfering with
weather radar

1 Does not appear if automatic software update is set. For

details, see "Updating Software."

2 Appears if communication standard is set to 5 GHz.

| Touch Menu Icons

Tap Touch Menu Icon for settings and notifications.

uil| UE spftBank @ #

Datatraffic  Conne

Item Description
El Data Show mobile network data usage, maximum
traffic traffic, Auto Reset Date, etc.
E Connected

; Show number of connected devices
users

. Check and deleted received notifications;
Elnformatlon . .
number of unread notifications is shown2

Check Wi-Fi router’s Wi-Fi name and

A simple )
password (Security Key), and set the Pass

settin )
g Code for unlocking the screen

8 wi-Fi Show and set Wi-Fi name and password
i-Fi

(Security Key) for Wi-Fi router

Make settings for replacing icons in
Home Screen, roaming, Pass Code for
Screen Lock, Display brightness, Sleep

A settings mode, Wi-Fi communication standard, USB
communication standard, language/time,
software update, checking URL for Web
Ul, deleting notification icons, etc.

[Ed Power save  Save power consumption for longer usage
setting time

B wps Set a WPS connection

. Show Wi-Fi router’s phone number,
E] Device Info .
software version, etc.

Connect to household/company WLAN
] wi-Fi Spot routers and SoftBank Wi-Fi spots and
make the settings

i Help Show Help for Icons on Display

1 (Wi-Fi communication standard (2.4G/5G) / number of
connected devices) appears at the top of Lock Screen

2 BJ (Unread notification) appears at the top of Lock Screen

" Tap on the settings window or notification window to
go back to the previous window and Tap [ to go back to

Home Screen.

pa3Je3s buiyien l
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| Display Off/Sleep Mode

- If Wi-Fi router is not used for a certain period of time,
Display turns off automatically. Press to illuminate
Display.

- If Wi-Fi router is not connected to a WLAN terminal, and
there has been no operation of Wi-Fi router for a certain
period of time, or if Battery has not been charged, Display
turns off and Wi-Fi router enters Sleep mode to save power
(time until entering Sleep mode is set to 5 minutes by
default).

- In Sleep mode, WLAN is disabled. Thereafter, mobile network
is also disconnected in 30 minutes.

* Press C®) to turn Display on and release Sleep mode.
After Sleep mode released, WLAN function is enabled and
Wi-Fi router can reconnect to WLAN devices.

- Some WLAN devices will disconnect a WLAN connection if
there is no transmission for a certain period of time after
connecting. If such a device is connected to Wi-Fi router,
the device may disconnect and Wi-Fi router may enter Sleep
mode.

- To change the time until Wi-Fi router enters Sleep mode or
the on/off setting, use the Touch Menu on Wi-Fi router or
the WEB Ul. For details, see "Setting Sleep Mode" or "LAN
Wi-Fi Advanced Settings."

| Using Touchscreen

Wi-Fi router uses a touchscreen-type Display. Operate with
your fingers on Display.

- Tap
Contact Display lightly and briefly.

- Swipe/Flick
Contact Display lightly, then brush up/down or left/right.

- Drag

Touch item lightly, then move item where desired.




| Text Entry Window

Use onscreen keyboards for text entry.

4] 19|

a8 10|

a 1]

(7] 12|

Item Description

ED Entry box Text entry
E3 cursor Show entry position
EJ Keyboard Entry keys
3 Return
to previous Return to previous character
character

Cursor
a8 Move cursor to left
(left)
@ Entry

mode (Symbol)

Symbol entry window opens

B Entry

d
mode Toggle alphabet and numbers
(alphabet,
numbers)
Uppercase/ Toggle uppercase and lowercase for
lowercase unconfirmed letter
EJ Delete Delete a character before cursor
[ Cursor .

) Move cursor to right
(right)

@ space

Enter a space

[ Fix

Confirm text entry

|
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
|
an i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i
i
|
i

| Text Entry

Multiple letters ("ABC," "DEF") are assigned to each key.
Tapping key toggles characters.

- Example: For "b," Tap twice.
* Example: For "c," Tap three times.

To go back to the previous character assigned to the same

key, Tap :

* Example: When "c
Tap to return to "b."

appears by Tapping three times,

For characters assigned to the same key, operate as follows.

* Example: For "ca," Tap three times € Tap

© Tap once.

To toggle uppercase and lowercase for entered character,

Tap SN .

To enter symbols such as "#" or "/," Tap JEM . To show all

symbols, Tap % .Tap & to return to the original screen.

pa3Je3s buiyien l
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USIM Card | Installing USIM Card

USIM Card is an IC card that contains customer information Be sure to power off to perform the following steps.

including phone number.

| Handling USIM Card

Remove Battery Cover

- Carrier is not liable for damages resulting from installing
USIM Card into an IC card reader manufactured by another
company. @ >

- Keep IC chip surface clean.

- Clean USIM Card with a dry, soft cloth.

- Do not attach label on USIM Card. May cause malfunction.

- For handling, see USIM Card user guide (Japanese).

- USIM Card is the property of SoftBank Corp.  Use notch ( O ) to lift Battery Cover then remove it.

- Reissue of USIM Card due to loss or damage is at cost. + Be careful not to hurt your fingernail etc.

- Return USIM Card when canceling subscription.
- Returned USIM Cards are recycled for environmental

conservation.

Remove Battery

- Specifications and capabilities are subject to change
without notice.

- Keep a copy of information saved to USIM Card. SoftBank
Corp. is not responsible for damages due to loss of saved
information.

- In case USIM Card or Wi-Fi router (USIM Card inserted) is

lost or stolen, urgently request to have usage suspended.

Contact Customer Service, General Information.
- Power off Wi-Fi router before removing/installing USIM )
Card - Use tab ( O ) to slowly lift up as shown.
ard.

- Be careful not to touch or scratch the IC chip when

Open USIM Card Stopper

@n

EB IC chip

* Slide USIM Card Stopper to [El, then lift up to 3.

Install USIM Card

* Confirm the orientation of corner notch (ﬂ) and place
USIM Card in USIM Card Slot with IC chip () facing down.

installing/removing USIM Card. i ﬁ
3 * Be careful not to touch or scratch IC chip.



Close USIM Card Stopper

* Lower USIM Card Stopper to [El, then slide it to .

- Make sure USIM Card is inserted completely.

Insert Battery

- Align Battery terminals with Wi-Fi router terminals
with (+) (-) printed side facing up and press Battery in
direction [, then firmly push down in direction E.

Close Battery Cover

‘F?F:
KO
a N

* Check the positions of A marks on Wi-Fi router [l and the

back of Battery Cover [EJ and firmly press around the edge
of Battery Cover to fit it to Wi-Fi router.

- Hold and slide on the edge of Battery Cover to check there
are no gaps.

| Removing USIM Card

Power off Wi-Fi router in advance.

11

Remove Battery Cover

@ -S>

+ Use notch ( O ) to lift Battery Cover then remove it.

+ Be careful not to hurt your fingernail etc.

Remove Battery

- Use tab ( O ) to slowly lift up as shown.

Open USIM Card Stopper

* Slide USIM Card Stopper to [E, then lift up to .

Remove USIM Card

pa3Je3s buiyien l
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Close USIM Card Stopper

* Lower USIM Card Stopper in direction [El}, then slide it in
direction H.

Insert Battery

- Align Battery terminals with Wi-Fi router terminals
with (+) (-) printed side facing up and press Battery in
direction [, then firmly push down in direction [EJ.

Close Battery Cover

GO

* Check the positions of A marks on Wi-Fi router [ and the

\\\

back of Battery Cover [} and firmly press around the edge
of Battery Cover to fit it to Wi-Fi router.

+ Hold and slide on the edge of Battery Cover to check there
are no gaps.

Inserting/Removing Battery

| Inserting Battery

Remove Battery Cover

S “

- Use notch ( O ) to lift Battery Cover then remove it.
* Be careful not to hurt your fingernail etc.

Insert Battery

- Align Battery terminals with Wi-Fi router terminals
with (+) (-) printed side facing up and press Battery in
direction [, then firmly push down in direction [E3.

Close Battery Cover

’F’p?:
GRS
a )

* Check the positions of A marks on Wi-Fi router [l and the

back of Battery Cover [EJ and firmly press around the edge
of Battery Cover to fit it to Wi-Fi router.

 Hold and slide on the edge of Battery Cover to check there
are no gaps.
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| Removing Battery | Wi-Fi Name and Password (Security Key)

Power off Wi-Fi router in advance.

Remove Battery Cover

Remove Battery and check Wi-Fi name (Network Name) and
password (Security Key: WPA Key or WEP Key).
Be sure to power off to perform the following steps.

+ The default Wi-Fi name and password (Security Key: WPA
Key or WEP Key) can be checked on the included WLAN
Initialization Sticker.

@ >

Remove Battery Cover

- Use notch ( O ) to lift Battery Cover then remove it.
+ Be careful not to hurt your fingernail etc.

Remove Battery

g -

- Use notch ( O ) to lift Battery Cover then remove it.
- Be careful not to hurt your fingernail etc.

pa3Je3s buiyien l

Remove Battery

- Use tab ( O ) to slowly lift up as shown.

Close Battery Cover

2]
F: = - Use tab ( O ) to slowly lift up as shown.
-
| E
<
N Check Wi-Fi name and Password (Security Key)

* Check the positions of A marks on Wi-Fi router [l and the
back of Battery Cover [J and firmly press around the edge
of Battery Cover to fit it to Wi-Fi router.

+ Hold and slide on the edge of Battery Cover to check there

SSID A:B02HWa-XXXXXX
WPA KEY:XXXXXXXa
SSID B:B02HWD-XXXXXX
WEP KEY:XXXXb

are no gaps.

MHZ09
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Charging Battery

Insert USB Cable (Type-C plug) into External Device Port and

Wi-Fi router is not fully charged by default. Charge Wi-Fi
USB Cable (USB plug) to a computer

router before use.

Wi-Fi router discharges even when not in use. Charge Wi-Fi
router before use if it is not in use for a long time.

Usage times gradually become shorter due to repeated
charging/discharging. For estimated charging times and usage
times, see "Specifications."

Charging - When connecting Wi-Fi router to a computer for the first
time, driver software is automatically installed.

Charging Conditions

Under low temperatures charging, performance decreases.

Use USB Cable and AC Charger (sold separately) in When complete, remove USB Cable from computer and Wi-Fi

temperatures between 5°C - 35°C. router

USB charging may be unavailable depending on Wi-Fi router

temperature.

Use Supplied Accessories or Accessories Sold E
Separately

,':9‘“"4 Check battery level on Display.

Always charge with supplied USB Cable connected to
computer or with an AC Charger (sold separately).

Wi-Fi Router and AC Charger (Sold Separately)

Becoming Warm/Hot

Wi-Fi router and AC Charger (sold separately) may become
warm while charging. This is not a malfunction. However,

stop using them immediately if they become extremely hot;

they may be malfunctioning.

Precaution for Extended Use

Wi-Fi router may become hot while in use or while

charging for a long period, especially in high temperatures.

Prolonged contact with skin may cause low-temperature
burn injuries.

Connecting USB Cable

Confirm that orientation of USB Cable plugs is correct.
Connecting in wrong orientation may cause damage or
malfunction.

Display while Charging

Even when power is off, Press to show animation
and battery level.

When charging is complete, [ appears.

I Using USB (Computer)

Use supplied USB Cable.

- Make sure to power on computer before charging.
- Depending on computer connection environment, charging
may fail.

Charging with Computer

Charging takes longer than with AC Charger (sold
separately). Time required depends on the connected
computer.



| Using AC Charger (Sold Separately)

AC Charger is sold separately.

Use products specified by SoftBank such as follows.

Product name: AC Charger (with USB Type-C Quick Charge 3.0
capability) [ZSCAZX]

(SoftBank SELECTION USB Type-C rapid charging AC Charger
[SB-AC17-TCQC])

» This section describes charging method using supplied USB
Cable and USB compatible AC Charger (sold separately).
- See AC Charger (sold separately) user guide.

Insert USB Cable (Type-C plug) into External Device Port,

USB Cable (USB plug) into USB connector of AC Charger (sold
separately), and power plug of AC Charger (sold separately) to
AC outlet

When complete, unplug AC Charger

Fﬁ Check battery level on Display.

15
Power On/Off

| Power On

(Press & Hold)

Fﬁ Lock Screen appears when powered on and WLAN function
is enabled. Wi-Fi router automatically connects to the
Internet.

* When WLAN is enabled, (Wi-Fi connection standard
(2.4G/5G) / number of connected devices) lights and
when Wi-Fi router connects to the Internet, (Internet

connected) lights.

pa3Je3s buiyien l
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| Power Off

Flick Display up/down

oIl YE SoftBank @ (i)24c

12)34

o) (Press & Hold)

2017/385 (Wed)

Up and down to unlock

[Power of f

Il JE SoftBank @) (+1)34¢

Home Screen appears.

+ Clock is shown on Lock Screen.
Shown date and time are obtained from connected network. |
Date and time are not changed by users. Q Power off
+ To use overseas, date and time are not obtained depending
on connected network, and they are not shown in that case.

sl
Even when date and time are obtained, they are shown in IS Reboot
Japan time.

- For the first time activation or after resetting, "&S>CZ& !"

Cancel

screen (Simple setting) appears. Tap to show Wi-Fi
name and password (Security Key), and set Pass Code for
unlocking Screen Lock. For settings, see "Quick Setup."

screen appears. For unlocking screen by entering Pass Code,
see "Entering Pass Code to Unlock Screen." Power is off.
- When PIN verification is set to USIM, PIN entry screen

appears. See "PIN Verification (Wi-Fi Router)" or "PIN

Verification (WEB Ul)" to enter PIN. For PIN verification

- When Pass Code for unlocking screen is set, Pass Code entry i
settings, see "PIN Verification." i



Connecting with WLAN

WLAN (Wi-Fi)

Activating WLAN (Wi-Fi) Function...
Connecting Windows PC.

Connecting Mac

Connecting Android™ Device

Connecting iPhone/iPod touch/iPad
Connecting WPS Supported WLAN Devices...
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WLAN (Wi-Fi)

WLAN (Wi-Fi)

Advanced Settings

Change WLAN settings as required. See "Setting LAN Wi-
Fi."

Simultaneous Connection

Use Wi-Fi router to connect up to 14 WLAN devices
simultaneously.

When Multi-SSID (SSID B) is enabled or Wi-Fi spot is active,
connect up to 13 devices.

When Multi-SSID (SSID B) is enabled, connect to Wi-Fi

name (SSID A) up to 7 devices, and Wi-Fi name (SSID B) up
to 6 devices.

Automatic Updates for Optimizing Wi-Fi
Connection

When connected by Wi-Fi, settings for optimizing the
connection are sometimes automatically received/updated.

Cautions for WLAN Usage

Security

For added security, change default Wi-Fi name (network
name) and password (Security Key: WPA Key or WEP Key).

Communication Speed

When Wi-Fi spot or Multi-SSID function is enabled,
communication speed may decrease depending on number of
WLAN devices connected to Wi-Fi router.

Wi-Fi Communication Standard Setting

If you are unable to connect with WLAN, change Wi-Fi
communication standard setting and retry. For details, see
"Wi-Fi Communication Standard Setting."

Reception Interference

IEEE 802.11b/g/n WLAN devices and Bluetooth devices
use the same 2.4 GHz band. If a WLAN device or Bluetooth
device is used near Wi-Fi router, the communication speed
may lower by reception interference.

| overview

Wi-Fi router supports IEEE 802.11 a/b/g/n/ac standards.
Connect WLAN devices (computer, etc.) via WLAN for wireless
data transfers.

Wi-Fi router supports Wi-Fi Protected Setup (WPS), which
allows WLAN connection settings to be easily configured on
any WPS-compliant device.

Enter Wi-Fi router's Wi-Fi name and password (Security Key:
WPA Key or WEP Key) to connect non-WPS-compliant WLAN
devices.

For details on Wi-Fi name and password (Security Key), see
"Wi-Fi Name and Password (Security Key)."

* These settings should be performed when Wi-Fi router
is connected the first time to another WLAN device.
Thereafter, simply activate Wi-Fi (WLAN) to automatically
connect Wi-Fi router to the Wi-Fi (WLAN) device.



Activating WLAN (Wi-Fi) Function

Power on to connect to the Internet automatically.

| Connecting to 4G/LTE/3G

&) (Press & Hold)

Fﬁ Lock Screen appears when powered on and WLAN function
is enabled. Wi-Fi router automatically connects to the
Internet.

* When WLAN is enabled, (Wi-Fi connection standard
(2.4G/5G) / number of connected devices) lights and
when Wi-Fi router connects to the Internet, (Internet

connected) lights.
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Connecting Windows PC

Connect a Windows PC to connect to the Internet.

. Wi-Fi Name (Network Name) and
Password (Security Key: WPA Key or
WEP Key)

For Wi-Fi Name and password (Security Key), see "Wi-Fi
Name and Password (Security Key)."

Default Wi-Fi name is shown in alphanumerics with a
leading "602HWa-" or "602HWb-."

If they are changed, use set Wi-Fi name and password
(Security Key).

Do not connect to other neighboring WLAN network.

| Windows 10

This section describes setup operations with screenshots and
steps for Wi-Fi (SSID A) at WPA security setting on Windows
10.

&) (Press & Hold)

Pm Lock Screen appears when powered on and WLAN function
is enabled. Wi-Fi router automatically connects to the
Internet.

* When WLAN is enabled, (Wi-Fi connection standard
(2.4G/5G) / number of connected devices) lights and
when Wi-Fi router connects to the Internet, (Internet

connected) lights.

Activate PC WLAN function

+ Method for enabling PC WLAN varies by model. Contact PC
manufacturer.

In task tray, click &

Fﬁ "Network settings" appears.

NVIM Y3m buiidsuuo) l
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Select Wi-Fi router's Wi-Fi name &

@ B02HWa-X XXX

Connect automatically

* When Wi-Fi name is not shown, press to exit Sleep

mode.

Enter password (Security Key) &

@ 602HWa-XXXXXX

Enter the network security k

You can also connect by pushing the button on
the router.
B Share network with my contacts

Cancel

Fﬁ WLAN connection counter number on Display increases by

one (e.g. B oHE.

- Confirmation message for sharing PC may appear; do not set
it. For sharing PC, see Windows Help.

| windows 8.1

This section describes setup operations with screenshots and
steps for Wi-Fi (SSID A) at WPA security setting on Windows
8.1.

&) (Press & Hold)

,5-775:q Lock Screen appears when powered on and WLAN function
is enabled. Wi-Fi router automatically connects to the
Internet.

* When WLAN is enabled, (Wi-Fi connection standard
(2.4G/5G) / number of connected devices) lights and
when Wi-Fi router connects to the Internet, (Internet

connected) lights.

Activate PC WLAN function

- Method for enabling PC WLAN varies by model. Contact PC
manufacturer.

Move pointer to upper right or lower right (for touchscreen,
swipe from right end) © In charms, E (5]

* Th) =
10

Available Screen

Connect automatically

* When Wi-Fi name is not shown, press (C&J) to exit Sleep

mode.



Enter password (Security Key) &

(© Networks

ng the button
ter,

Fm WLAN connection counter number on Display increases by

one (e.g. B oHE.

- Confirmation message for sharing PC may appear; do not set
it. For sharing PC, see Windows Help.
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| windows 7

This section describes setup operations with screenshots and
steps for Wi-Fi (SSID A) at WPA security setting on Windows
7.

(Press & Hold)

F’m Lock Screen appears when powered on and WLAN function
is enabled. Wi-Fi router automatically connects to the
Internet.

* When WLAN is enabled, (Wi-Fi connection standard
(2.4G/5G) / number of connected devices) lights and
when Wi-Fi router connects to the Internet, (Internet

connected) lights.

Activate PC WLAN function

+ Method for enabling PC WLAN varies by model. Contact PC
manufacturer.

© @ENIETE © (e riirs ©
Network and Sharing Center

tl(’fr—rwcwrx and Sharing Center ) Haes

Connect to a network

Change your networking settings
4 Set up a new connection or network
=

Set up & wircless, broadband, dial-up, ad hoe, or VBN connection; or set up a router of access point.

10 a wireless, wired. dial-up. or VPN network connection.

Choose homegroup and sharing options
Access files and printers located on other network computers, of change sharing settings.

% Troublesheet problem

Diagnose and repair netwark probiems, or get troubleshooting informatian.

NVIM Y3m buiidsuuo) l
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Select Wi-Fi router's Wi-Fi name &

Mot connected L=
I:E[EJ Connections are available
Wireless Network Connection ~

m

B02ZHWa-XXXXXX

-

-

-

EEEcEER|IE

Ll

Ll

Ll

o o -

Open MNetwork and Sharing Center

* When Wi-Fi name is not shown, press to exit Sleep

mode.

Enter password (Security Key) &

Type the network security key

Security key:

5 Hla! CH!HC!&FE

e |

Eﬂ WLAN connection counter number on Display increases by

one (e.g. B © B).

| Windows Vista

This section describes setup operations with screenshots and
steps for Wi-Fi (SSID A) at WPA security setting on Windows
Vista.

ﬁ Lock Screen appears when powered on and WLAN function
is enabled. Wi-Fi router automatically connects to the
Internet.

* When WLAN is enabled, (Wi-Fi connection standard
(2.4G/5G) / number of connected devices) lights and
when Wi-Fi router connects to the Internet, (Internet

connected) lights.

Activate PC WLAN function

- Method for enabling PC WLAN varies by model. Contact PC
manufacturer.

© @ENIET © (eI ©
Network and Sharing Center

() =[F » Contrl Panel » Network and nternet » -4 [ searcn 2

&M Network and Sharing Center
“ o network | View network computers and devices

Add a device to the network | Set up file sharing

e. Internet Options
=)' Change yourhomepage | Manage browser add-ons | Delete browsing history and cookies

.@ Offline Files
Encrypt your offinefilez | Mansge ditk space used by your offine s

Windows Firewall
um Windows Frewsllon o off | @ Allow a progam through Windows Firewall

&_l- People Near Me
Signin orout of People Near Me | Change People Near Me settings

@ Sync Center
Sync with other computers, maile devices, ornetwark folders | View syne resuts  Resolve syn conflicts

Recent Tasks

Uninstall  program
Add e printer
Printer




Connect to a network

e —x
@Q. 3 » Control Panel » Network and Internet » Network and Sharing Center -4 o Fl
-
Network and Sharing Center
|
. N—
-
. 2 —
(This computer)
‘.-l Network (Private network) Customize
s P
Connection Local Area Connection View status £
I T r— —
Access Local and Internet 1
oo L o
2 Sharing and Discovery
Network discovery ©on vl
Rerindg s 3
e 4 it g B )
o P—— eon 9
Winddws Ficeivel Mediz sharing © off v
Select Wi-Fi router's Wi-Fi name €& [@ihes
ilii=ls

U ¥ Connect to a netwark

Select a network to connect to

Show |All -

AR Gozriwan0000
-

Security-enabled network

_5' Security-enabled netwark =l
a [l
Security-enabled network all 5

= -

Set up a connection or network
Open Network and Sharing Center

Connect Cancel
(=)

* When Wi-Fi name is not shown, press to exit Sleep

mode.

Enter password (Security Key) €

=k

@ % Connectto a network

Type the network security key or passphrase for 602HWa-XXXXXX

The person who setup the network can give you the key or passphrase.

Secu or passphrase:

| Display characters

- If you have a USE flash drive with network settings for 602HWa-XXXXXX, insert it
now.

Cancel

ﬁ WLAN connection counter number on Display increases by

one (e.g. B © ).
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Connecting Mac

Connect a Mac to connect to the Internet.

[ Wi-Fi Name (Network Name) and
Password (Security Key: WPA Key or
WEP Key)

For Wi-Fi Name and password (Security Key), see "Wi-Fi
Name and Password (Security Key)."

Default Wi-Fi name is shown in alphanumerics with a
leading "602HWa-" or "602HWb-."

If they are changed, use set Wi-Fi name and password
(Security Key).

Do not connect to other neighboring WLAN network.

| Mac

This section describes setup operations with screenshots and
steps for "Wi-Fi (SSID A)" at "WPA" security setting on Mac
0S X 10.12.

ﬁ Lock Screen appears when powered on and WLAN function

is enabled. Wi-Fi router automatically connects to the
Internet.

* When WLAN is enabled, (Wi-Fi connection standard
(2.4G/5G) / number of connected devices) lights and
when Wi-Fi router connects to the Internet, (Internet
connected) lights.

In Apple menu, EEIEENEHES ©

[ = B System Preferences Ql (]

T e B HOae @

General  Desktop & Dock Mission  Language  Securly  Spofiight Notifications
Screen Saver Control LRegion  &Privacy
- = = N
= ] — w9
Displays Energyy  Keyboard Mouse  Trackpad  Printers&  Sound
Saver Scanners
» @ w|@]0 =
e £
iCloud internet  Extensionsf| Network [l Biuetooth  Sharing
Accounts

21 ® @ ¢ & 2 © @

Users & Parental  App Store  Dictation Date &Time  Startup Accessibility
Groups Controis & Speech Disk Machine

NVIM Y3m buiidsuuo) l
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3

(>N Turn Wi-Fi On

e < i Network Q

Location: = Automatic E

Steof

Network Name: | Wi-Fi: Off ]

Ethern...tor {end)
@ Etham...tor (end) £,

Ask to join new networks

Known natworks will be joined automatically. If
o known networks aro avallabl, you will ba
asked beforo joining & new network,

T E= 3 Show Wi-Fi status in menu bar Advanced... ?

Assist me...

Bﬁ WLAN function on Mac is enabled.

In "Network Name" pulldown list, select Wi-Fi router's Wi-Fi

name
[ ] < EH Network Q
Location: ~Automatic B
Ethern...tor (end) :
® Nt Ccﬂ"cc\:g N Status: On Turn Wi-Fi Off
Wi-Fi is turned on but is not connected to a
— network.
Network Na
602HWa-XXXXXX =
"
il B O R 0 .
2 cm me :
- e R .
= -y s
- 3
s o Bl el .
— e -
- T .
- e H .
- & w B
T .
o W omm g -
T—Te~ ¥ Show Wi-Fi statu = d i 2 f
Join Other Network...
ASSIstmeTT

* When Wi-Fi name is not shown, press (&) to exit Sleep

mode.

Enter password (Security Key) in "Password" & Click
"Remember this network" &

WPA2 password.

Passwordl s

Remember this network

F\ The Wi-Fi network “602HWa-XXXXXX" requires a
_N
L
A 4

Fﬂq WLAN connection counter number on Display increases by

one (e.g. . Q .).

Connecting Android™ Device

Connect an Android™ device to connect to the Internet.

. Wi-Fi Name (Network Name) and
Password (Security Key: WPA Key or
WEP Key)

For Wi-Fi Name and password (Security Key), see "Wi-Fi
Name and Password (Security Key)."

Default Wi-Fi name is shown in alphanumerics with a
leading "602HWa-" or "602HWb-."

If they are changed, use set Wi-Fi name and password
(Security Key).

Do not connect to other neighboring WLAN network.

| Connecting Android™ Device

This section describes setup operations with screenshots

and steps for "Wi-Fi (SSID A)" under "WPA" security setting
on Android™ 7.0. Some operations and screenshots vary by
security method.

Operation steps vary by Android™ device. For details, refer to
Android™ device user guide.

o) (Press & Hold)

Pﬁ Lock Screen appears when powered on and WLAN function
is enabled. Wi-Fi router automatically connects to the
Internet.

* When WLAN is enabled, (Wi-Fi connection standard
(2.4G/5G) / number of connected devices) lights and
when Wi-Fi router connects to the Internet, (Internet

connected) lights.

Power on Android™ device € In menu, ©

Enable Wi-Fi

Fﬁ WLAN function on Android™ device is enabled.

Tap Wi-Fi router's Wi-Fi name

* When Wi-Fi name is not shown, press (&) to exit Sleep
mode.



Enter password (Security Key) in "Password" &

,ﬂq WLAN connection counter number on Display

one (e.g. Bl © HE).

increases by
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Connecting iPhone/iPod touch/iPad

Connect an iPhone/iPod touch/iPad to connect to the Internet.

[ Wi-Fi Name (Network Name) and
Password (Security Key: WPA Key or
WEP Key)

For Wi-Fi Name and password (Security Key), see "Wi-Fi
Name and Password (Security Key)."

Default Wi-Fi name is shown in alphanumerics with a
leading "602HWa-" or "602HWb-."

If they are changed, use set Wi-Fi name and password
(Security Key).

Do not connect to other neighboring WLAN network.

| iPhone/iPod touch

This section describes setup operations with screenshots and
steps for "Wi-Fi (SSID A)" under "WPA" security setting on
iPhone with iOS 10.

&) (Press & Hold)

ﬁ"'-:q Lock Screen appears when powered on and WLAN function
is enabled. Wi-Fi router automatically connects to the
Internet.

* When WLAN is enabled, (Wi-Fi connection standard
(2.4G/5G) / number of connected devices) lights and
when Wi-Fi router connects to the Internet, (Internet

connected) lights.

[Settings ISR Wi-Fi]

Settings

Q_ settings

@ Airplane Mode

Wi-Fi off
Bluetooth Off
4 Cellular
! Personal Hotspot off
Carrier SoftBank

Notifications

®

NVIM Y3m buiidsuuo) l
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3

Enable Wi-Fi Enter password (Security Key) in "Password" € [EEI]
< Setﬂngs Wi-Fi Enter the password for “602HWa-XXXXXX"
Cancel Enter Password
Wi-Fi
Location accuracy is improved when Wi-Fi is turned on. [ Password esccc0co ]
gwertyuiop

Fﬁ WLAN function on iPhone/iPod touch is enabled.

In "CHOOSE A NETWORK..." list, Tap Wi-Fi router's Wi-Fi name

{ Settings Wi-Fi ﬁ"‘ﬂ WLAN connection counter number on Display increases by

one (e.g. . Q) .).

8

Wi-Fi

CHOOSE A NETWORK...

[ sozrwax0000x ] a=®
- i=®
= = a= ()
== a= ()

= a= (D
a= ()
i @
Other...

* When Wi-Fi name is not shown, press to exit Sleep

mode.
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| iPad

In "CHOOSE A NETWORK..." list, Tap Wi-Fi router's Wi-Fi name
This section describes setup operations with screenshots and

steps for "Wi-Fi (SSID A)" under "WPA" security setting on
iPad with iOS 10.

Settings Wik

Arolne Mode weri O

Bluctooth o 602HWa XKHXXX ae®

ﬁ ceor Dota Nosv - P
v e ®
® roircaions ’
A D
B convorcomer

Other..

&) (Press & Hold)

ot Dt

sk to Join Networks

© oo

sy & Bighvess

@ waivsrer
@ sowes

@ roven0 spasscose
O savey
0 ey

a Cloud

@) munes s appsiore

[ v, Contts, Coontrs

Eﬂ Lock Screen appears when powered on and WLAN function
is enabled. Wi-Fi router automatically connects to the * When Wi-Fi name is not shown, press to exit Sleep

Internet. mode.

* When WLAN is enabled, (Qm (Wi-Fi connection standard
(2.4G/5G) / number of connected devices) lights and

NVIM Y3m buiidsuuo) l

when Wi-Fi router connects to the Internet, (Internet Enter password (Security Key) in "Password" Q

connected) lights.

G © UED

Settings. Wi-F

Airplane Mode. wii
Bluetooth

® rotiications

£ control Center

enter th pos sword o1 “6021NG RGKK”

Cancel Enter Password

[l'mwovd p——

0ot Disurs

® cenera
@ oiviay & Bghuness
@ vaowoer

@ souncs

@ oucnio spasscode
) sotory

0 vy

E‘E WLAN connection counter number on Display increases by

one (e.g. B © B).

a Cloud

@ e sappsoe

) vt contcts, Caondars

Enable Wi-Fi

Settings. Wi-Fl

Kevons ode

Bluetooth

® rottcoions
Contot Coner

pr—

® conra

@ ooty 8 Bighiness
€ valoaper

€ souncs

@ rovcn o spasscode
0 sotory
O Fivey

a Coud

Tunes & App store

) i, Comtacts, Caondars

ﬁ WLAN function on iPad is enabled.

MHZ09
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Connecting WPS Supported WLAN
Devices

Precautions for Using WPS Function

SSID Stealth

While Wi-Fi router's stealth is enabled, WPS function is
not available. For SSID stealth function, see "Quick Setup,"
"Setting LAN Wi-Fi."

Encryption

When encryption is set to WEP, WPS function is not
available.

Connecting WPS Supported WLAN
Devices

&) (Press & Hold)

Z

,::‘::q Lock Screen appears when powered on and WLAN function
is enabled. Wi-Fi router automatically connects to the
Internet.

* When WLAN is enabled, (Wi-Fi connection standard
(2.4G/5G) / number of connected devices) lights and
when Wi-Fi router connects to the Internet, (Internet

connected) lights.

Enable WLAN function on WLAN device, and make any required
WPS settings

+ Method of setting WPS function varies by device. See WLAN
device user guide etc.

Il UE SoftBank @

Power save se Device Info

Wi-Fi Spot

Fi:ﬂ Wi-Fi-router is on standby to accept WLAN device

connection.

While window below appears (within 120 seconds), set up WPS
connection on WLAN device

Connecting via WPS...
Press the WPS button on the device
you want to connect within 120s.

Remaining Time: 110s

Cancel
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ﬁOSDmhﬁ_DQ with WLAN 602HW

o
=]
=
[14]
o
W
—
(=]
=

WPS connection succeeded.

retry.

* When "WPS connection failed." appears, Tap , then

,35‘“"4 WLAN connection count number on Display increases by

one (e.g. [ © B).

To make other settings on WLAN device, follow the onscreen

instructions

a
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Connecting with USB Cable
(Windows)

Device Recognition/Removal on Windows PC

Installing/Uninstalling Driver (Windows PC)
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Device Recognition/Removal on
Windows PC

Wi-Fi router automatically connects to the Internet when
powered on. Connect with PC via USB Cable to allow data
communication.

| Device Recognition (Windows)

Upon connecting the first time, the device driver is installed
automatically.

Power on PC

Insert USB Cable (Type-C plug) into Wi-Fi router External
Device Port, and USB plug into PC

r:’;""'q PC should recognize Wi-Fi router within a few seconds.

| Device Removal (Windows)

- When using a PC, check that data uploading/downloading is
completed before removing Wi-Fi router.

Check that data uploading/downloading is completed.

Remove Wi-Fi router from PC

\9”‘5

[':;-.."4 Removal is complete.

.| Cautions for Removing Wi-Fi Router

Standby/Hibernation

Wi-Fi router may malfunction if PC enters standby
(suspend/resume) or hibernation with it connected. Be sure
to remove Wi-Fi router before leaving a PC unattended,
etc. Wi-Fi router may malfunction if connected before PC
starts/restarts. Remove Wi-Fi router before starting/
restarting PC.

WEB Ul

Exit WEB Ul before removing Wi-Fi router. Do not remove
Wi-Fi router during transmissions.



Installing/Uninstalling Driver
(Windows PC)

.| Notes on Installation/Uninstallation

Removing

Do not remove Wi-Fi router during installation/
uninstallation. May cause failure of installation/
uninstallation, system shutdown or other abnormality.

Administrative Privileges

Log in as Administrator.

| Manual Installation

When connecting Wi-Fi router the first time, the device driver
installs automatically.

If installation does not begin automatically or a screen is not
displayed for selecting installation options, install with the
following steps.

Screenshots/operations are based on Windows 10.

- Power on the PC first, and then connect Wi-Fi router to the
PC.

© Activate File Explorer

This PC
* Windows 8.1: Desktop & Activate File Explorer €

PCR
* Windows 7: DN Computer

Double-click  [elad=a WA

~ o x
o)
Vo] e hsp »
“ ~Folders 6)
o J oo
D g -
v Devices and drives (1)

e oo
s NP 1 Gafreeof 4GB

ﬁ User Account Control dialog box may appear.

Yes

ﬁ Installation is complete.
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| Uninstalling Driver

Screenshots/operations are based on Windows 10.

© Activate File Explorer

—
o
A e > V1o | SearchThisPC »
v Folders (6)
A B e
e B
- s s (0
-
= etos
PR
IS Pocket WiFi setting tool J{->M Uninstall/Change
3 Programs and Features - o
& < @ » Contl Panel » Al ContrlPondliems » Progroms snd Fsturs © & [ SeochPrograms andF »

Ble Edt Yiw Tods Hep

ContolPanctHeme Uninstall or change a program

| Change, o Repei.

-
==

. Windows 8.1/Windows 7

Windows 8.1

Operate as follows.

Activate File Explorer & (>N Uninstall
(W Pocket WiFi setting tool
© [(RFEEEEED © In "User Account Control,"

Uninstall

ﬁ Uninstallation starts.

(smopuipy) 3|ged gsn ym buizdsuuo) l
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Programs and Features J{->J Pocket WiFi setting tool
© (AFEEIEEED © In "User Account Control,"

S © ENnEEE) © ©

Operate as follows.
Eﬂ Uninstallation starts.

Windows 7
Uninstall



Connecting with USB Cable
(Mac)

Device Recognition/Removal on Mac...
Installing/Uninstalling Driver (Mac)
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Device Recognition/Removal on
Mac

Wi-Fi router automatically connects to the Internet when
powered on. Connect with Mac via USB Cable to allow data
communication.

... Removal Cautions

Before Entering Sleep Mode

Wi-Fi router may malfunction if Mac enters Sleep mode
with it connected. Be sure to remove Wi-Fi router before
leaving Mac unattended, etc. Wi-Fi router may malfunction
if connected before Mac starts/restarts. Remove Wi-Fi
router before starting/restarting Mac.

WEB Ul

Exit WEB Ul before removing Wi-Fi router. Do not remove
Wi-Fi router during transmissions.

| Device Recognition (Mac)

Power on Mac

Insert USB Cable (Type-C plug) into Wi-Fi router External
Device Port, and USB plug into Mac

| Device Removal (Mac)

Check that data uploading/downloading is completed

Remove Wi-Fi router from Mac

Fm Device removal is complete.

Installing/Uninstalling Driver
(Mac)

| Driver Installation (Mac)

Screenshots and steps described here are for Mac OS X 10.12.

Connect Wi-Fi router to Mac

|
£\

;'!:’-ﬂ "Pocket WiFi" icon appears on desktop and "Pocket WiFi"

folder automatically opens.

Double-click  [{gleld = WIS

[ JoN ] 8 /Volumes/Pocket WiFi

Pocket WiFi

;’:;“-;4 "Install Pocket WiFi" appears on desktop.

Enter user name and password &

Pocket WiFi s to make ch
Enter your password to allow this.

User Nam R ¥
Passwurl sssssssns

=

Cancel I

-
< |
—

;'!:’-ﬂ Installation is complete.



| Uninstalling Driver (Mac)

In Macintosh HD, (>N Startupltems -]
TR © Double-click (VTREIl

Favorites
& iCloud Drive
# Applications
i} g Crva
[ Desktop
© Downloads
Devices
(© Remote Disc
Shared

@ A

Tags

I /Library/Startupltems/MobileBrServ

Created Iy i "0

Uninstall

App KB

Modified i, B

g2 =fo = @ # @ O
A Mobiesrserv | = arcontig dat
-

> A mbbserviceopen
> M MobileBrServ
»

»

»

»

»

»

>

>

»

>

>

>

»

»

Last opened My, ikl Pt

Enter user name and password &

)

Uninstall wants to make changes.
Enter your password to allow this.

User Nam Pt

Passwi ssssssses

Cancel l

o
=

ﬁ Uninstallation is complete.
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Settings (Using Router Touch
Menu)

Touch Menu

Quick Setup

Showing/Setting Data Usage

Setting Wi-Fi Spot

Confirming Notifications

Checking WLAN Connected Device Information...
Setting Wi-Fi Name or Authorization Method
Using WPS

Using Power Save Settin

Other Settings

Checking Wi-Fi Router Information

Checking Help




40

Touch Menu

Wi-Fi router Display is a touchscreen. Tap Touch Menu Icons
to check function settings or product information.

| Touch Menu

Touch Menu Icons are as follows.

ol LJE SoftBank @ 4 [DFs]

Data traffic Connected use Information

Simple setting Wi-Fi Settings

oIl LJE SoftBank @ 4

Power save se WPS

Wi-Fi Spot

Touch Menu Icons

For description of Icons in Touch Menu, see "Touch Menu
Icons."
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Quick Setup

Use Simple setting to show Wi-Fi name and password (Security
Key), and set Pass Code for unlocking Screen Lock.

| Quick Setup

Simple setting

il JE SoftBank

NEERIGLT Connected use Information

Simple setting Wi-Fi Settings

« Simple setting 3

You can check the connection
information to connect to 602HW and set

a passcode lock. D

s .

* For the first time activation or after resetting, "&S>Z& ! "
screen (Simple setting) appears.



Next

€4 Let's connect to 602HV M

When you just only select or enter Wi-Fi
and security key displayed below into
WLAN devices you want to connect, you
can quickly connect to it.

Wi-Fi (SSID): 602HWa-X3OXXX
Password (Security Key):

Next

- Enter Wi-Fi name and password (Security Key) shown on the
screen to connect WLAN devices.

- For connection to WLAN devices, see "Connecting Windows

PC," "Connecting Mac," "Connecting Android™ Device,"

"Connecting iPhone/iPod touch/iPad," "Connecting WPS

Supported WLAN Devices."

To set Pass Code for screen unlock, [=EaiEslgdalcsceeole /=

€ Password lock

You can set screen unlock passcode.
This can enhance security.

Enter the passcode

* If not setting Pass Code, tap without any entry and
go to step [H.

41

Enter four-digit Pass Code &

€ Set passcode

N EREN e

1/213]e]5]
6/718]9fo]"

- When Pass Code is set, Pass Code entry screen appears when

unlocking screen. For unlocking screen by entering Pass
Code, see "Entering Pass Code to Unlock Screen."

Re-enter four-digit Pass Code &

€\ Confirm passcode
N RN

1213 a]s]
6/718l9fo]”

- If re-entered Pass Code is different from the one first

entered, the screen returns to the step [El screen. Input

Pass Code again.

€\ Simple setting finished

Simple setting finished.
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Showing/Setting Data Usage

Showing Data Traffic on Home Screen
and Lock Screen

Set to show/hide data traffic volume for mobile network.
Also, set a maximum on data traffic or the reset date for
data traffic.

Data traffic is an estimation. May differ from actual traffic

Set to show data traffic volume on "Data traffic" icon on
Home Screen and Lock Screen.

volume. For actual traffic volume, contact Customer Service.
Data traffic does not include Wi-Fi spot communication.

Data traffic]

| Checking Data Traffic Volume
1l LTE SoftBank

Show accumulated data traffic at the moment from start of
use or reset.

Data traffic

Data traffic Connected use Information

11l LTE SoftBank

Simple setting Wi-Fi Settings

Data traffic Connected use Information

Data traffic display

Simple setting Wi-Fi Settings

Do you want to show data traffic on lock
screen and home screen?

41.67MB/7.0GB

) | Do not ask me again
Data traffic display :

Do you want to show data traffic on lock
screen and home screen?

Cancel ] [ 0K

-~ .

41.67/MB/7.0GB

| Do not ask me again

Data traffic display

Cancel ] [ 0K

- L

Data usage statistics provided here is for
reference. This may be different from
actual data usage. For accurate data
usage, refer to My SoftBank.

r:’;"“‘q Accumulated data traffic volume at the moment from
start of use or reset is shown. Moreover, the data traffic
from start to a maximum of three days before is also shown.

* Tap for the setting to show data traffic volume on
Home Screen or Lock Screen. For settings, see "Showing Data
Traffic on Home Screen and Lock Screen.”




Check maximum traffic setting &

Data traffic display

Maximum traffic 7 GB

Maximum traffic volume does not mean
you cannot communicate any more.
This is for reference only.

back

Check auto reset date setting &

Auto reset date

Auto reset date 31

Monthly data usage view will be reset.
We recommend to set the same date as
the billing date.

back

,:5"'4 Settings are modified.

* When Home Screen is shown, . (data traffic volume icon)

on Home Screen changes.

Data traffic volume shown in [l (bar icon) appears with

three-digit numbers with decimal places rounded off.

Data traffic M Data traffic settings I Month

7 \ionthiy IV Daily]

,:m Settings are modified.
- When "Monthly" is selected, accumulated data traffic
volume at the moment from start of use or reset

is shown ( [l (bar icon) on Home screen). And when

"Daily" is selected, the data traffic in the day is shown

numerically.

Disable Showing/Change Showing Period

43
| Setting Maximum Traffic

Set monthly data traffic volume. When data traffic volume
exceeds the set volume, notification icon etc. appears.

- When "Monthly" is selected to show data traffic volume
on Home Screen, [ (bar icon) is shown on Home screen.
When data traffic volume exceeds the maximum volume set
in Maximum traffic (step [E¥), bar icon of data traffic
changes to . (maximum exceeded icon).

+ Maximum traffic does not mean a limit on data
communication. Use this volume as measure of usage.

Data traffic

ol L'E SoftBank

Data traffic Connected use Information

Simple setting Wi-Fi Settings

- If confirmation for showing data traffic volume on Home

screen and Lock screen appears, tap (€=l .

Data traffic settings

Data traffic A

Three days ago 1.44MB

Data usage provided here is for
reference. Thus this may be different
from actual data usage. For actual data
usage, check it at My SoftBank.

Data traffic settings
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(3

Tap number in "Maximum traffic"

€\ Data traffic settings &

Display on lock screen and icon
Do not show

Data traffic settings

Maximum traffic

Tap B3 (GB) to change unit for maximum traffic to [
(MB).

Enter number for maximum traffic &

€ Maximum traffic oy

- [«

RIEIEIEAER
6]7i8l9fo]”

r:’;""'q Maximum traffic is set.

- Enter value number between 1 and 999.

| Setting Auto Reset Date

Set date of month for automatically resetting accumulated
data traffic.

It is reset at the timing which changes on the next day from
set date.

Data traffic]

M LTE SoftRank

Data traffic Connected use Information

Simple setting Wi Settings

- If confirmation for showing data traffic volume on Home
screen and Lock screen appears, tap .

Data traffic settings

Data traffic A

Three days ago 1.44MB

Data usage provided here is for
reference. Thus this may be different
from actual data usage. For actual data
usage, check it at My SoftBank.

Data traffic settings




Tap number in "Auto reset date"

€\ Data traffic settings #

Auto reset date

Auto reset date 31

Monthly data usage view will be reset.
We recommend to set the same date as
the billing date.

Reset Data usage on display

Enter day for auto reset date €

€ Auto reset date A

‘31| oK ‘

1]2.30a]5]
o] 7/elolo "

,:ﬁ Auto reset date is set.

- Enter value number between 1 and 31.

- If 31 is set, data traffic is reset at the end of the month.

45
| Resetting Data Traffic

Reset all data traffic volumes for "Month," "Today,"
"Yesterday," "Two days ago," and "Three days ago."

Data traffic

JMLLTE enfenank

Data traffic Connected use Information

Simple setting Wi-Fi Settings

- If confirmation for showing data traffic volume on Home
screen and Lock screen appears, tap .

Data traffic settings

Data traffic A

Three days ago 1.44MB

Data usage provided here is for
reference. Thus this may be different
from actual data usage. For actual data
usage, check it at My SoftBank.

Data traffic settings

€\ Data traffic settings

Monthly data usage view will be reset.
We recommend to set the same date as
the billing date.

Reset Data usage on display

Reset
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Reset

All displayed data usage will

be reset. Do you want to
reset?

—

Cancel ] [ 0K

o .

r:;""'q Data volume is reset.

Setting Wi-Fi Spot

Wi-Fi router connects to the Internet via a household or
office WLAN router, SoftBank Wi-Fi spot, etc. This internet
connection is called Wi-Fi spot.

| Setting Wi-Fi Spot

Connect to the Internet via Wi-Fi.

» Simultaneous use of Wi-Fi spot and Multi-SSID (SSID B) is
not available.

* When Wi-Fi spot function is enabled, communication speed
may decrease depending on the number of WLAN devices
connected.

ol LE SoftBank

WPS Device Info

Wi-Fi Spot

Wi-Fi Spot

Softbank Wi-Fi Spot

Available network

* When "Wi-Fi Spot" is , tap to (@Y.

* When "Wi-Fi Spot" is turned to @n with Multi-SSID (SSID
B) enabled, information screen appears. Tap to disable
Multi-SSID automatically.
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3

Tap network to connect

| Setting Up SoftBank Wi-Fi Spot

Use a SoftBank Wi-Fi Spot to connect to the Internet.

- - SoftBank Wi-Fi Spot password is a four-digit security code
Available network POt P g Y

set at subscription.

Choose a network

ol HE SoftBank

Pruwer amue ap WPS Device Info

Wi-Fi Spot

In "Softbank Wi-Fi Spot,"

Wi-Fi Spot

L |

| .
Wi-Fi Spot

Softbank Wi-Fi Spot

Connecting to a New Network via Wi-Fi
Spot

(U3 Yono| Ja3noy buisn) sbuiiyag l

Available network

Wi-Fi Spot J{->M Available network Jk->J Add network

© Enter Wi-Fi name © © Select authorization
() € Enter password (Security Key) @&

* When "Wi-Fi Spot" is , tap to (@Y.
* When "Wi-Fi Spot" is turned to @Y} with Multi-SSID (SSID
B) enabled, information screen appears. Tap to disable

. Multi-SSID automatically.
,:9‘“‘ Wi-Fi router connects to the entered Wi-Fi name

device.

MHZ09
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(3

Login password

Wi-Fi Spot

Wi-Fi Spot

Softbank Wi-Fi Spot

Login password

Tap Number Keys to enter four-digit login password €& @13

13 Login password 3

BN

1]213]a]s]
6] 7]slol0 ©

r:;"‘-'q Wi-Fi router connects to SoftBank Wi-Fi Spot. Internet

connection is available.

Confirming Notifications

Wi-Fi router receives available notifications.

| Confirming Notifications

Information

ol YE SoftBank

Data traffic Connected use Information

Simple setting Wi-Fi Settings

A

m




| Deleting Confirmed Notifications

Information

oIl E SoftBank

Data traffic Connected use Information

Simple setting Wi-Fi Settings

Tap notification to delete

List View(20/27) h

Information

49

EEE

Delete this information?

Completed

Deleted are successful
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| Selecting and Deleting Notifications : 4]

Information

Delete

il LE SoftBank

Delete the selected
information?

Data traffic Connected use Information

Simple setting Wi-Fi Settings

Checkmark notifications to delete

Completed

e CO2D) bl Deleted successfully

Ficﬂ Selected notifications are deleted.

- Checkmark Checkbox on the top of screen to select all.

List View(20/27) A




Checking WLAN Connected Device

Information

Check WLAN device information such as computers and
smartphones connected to Wi-Fi router.

Checking WLAN Connected Device
Information

Connected users

+ll WTE softBank D

Data traffic Connected use Information

Simple setting Settings

,:'?""q MAC address or device names, connection times for

devices connected to Wi-Fi router are shown.

51

Setting Wi-Fi Name or
Authorization Method

Set Wi-Fi name (Network Name) of Wi-Fi router, password
(Security Key: WPA Key or WEP Key), authorization or
encryption.

Also, enable/disable Multi-SSID (SSID B) for using two Wi-Fi

names.

| Wi-Fi Name and Password (Security Key)

Data traffic Cannactad ise Infarmation

Simple setting Wi-Fi Settings
L]

Wi-Fi (SSID A)

B602HWa-XXXXXX

Password (Security Key)
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3

Enter Wi-Fi name &

Wi-Fi (SSID)

B602HWa-XXXXXX

Tap password (Security Key)

Wi-Fi (SSID A)
602HWa-XXXXXX

Password (Security Key)

Enter password (Security Key) &

| Authorization Method and Encryption

Method

Select authorization and encryption used for WLAN

connection.

Select authorization method and encryption method from the

following.

* Authorization method

Item

Auto

Open

Shared key

WPA2-PSK

WPA/WPA2-
PSK

Description

"Open" or "Shared key" is selected
automatically according to the connecting
device authorization method;

"WEP" is selected for encryption

Authorization is not available;
"NONE" or "WEP" is selected for
encryption

Authorize using WEP Key;

"WEP" is selected for encryption
Authorize using WPA Key;

"AES" is selected for encryption
Authorize using WPA Key;
"AES"/"AES+TKIP" is selected for
encryption

 Encryption method

Item Description

Password (Security Key) is not used;

NONE When "Open" is selected in Authorization
method

WEP When " Auto"/"Shared key"/"Open" is
selected in Authorization method

AES When "WPA/WPA2-PSK"/"WPA2-PSK" is
selected in Authorization method
When "WPA/WPA2-PSK" is selected in

AES+TKIP o
Authorization method

Data traffic

Cannactad nze Information

Simple setting Settings




Tap authentication method

€ Wi-Fi

Authentication Method
WPA2-PSK
Encryption Method

AES

Tap authorization method

€4 Authentication Method #

Shared key
WPA2-PSK

WPA/WPA2-PSK

B Authorization method is modified.

- Notification appears for some authorization methods
requiring that password (Security Key) be changed. In that
case, tap and enter password (Security Key) on Entry

screen.

€4 Authentication Method #
Shared key

WPA2-PSK

WPA/WPA2-PSK

53

Tap encryption method

€ Wi-Fi

Authentication Method
WPA2-PSK
Encryption Method

AES

Tap encryption method

€\ Encryption Method #

AES

AES+TKIP

r:?""'q Selected authorization and encryption are set.

(U3 Yono| Ja3noy buisn) sbuiiyag l

MHZ09



54

| Enabling Multi-SSID

Turn on Multi-SSID (SSID B) to set basic WLAN for Wi-Fi name
(SSID B).

+ To use Wi-Fi name (SSID B), turn off Wi-Fi spot function.

Connect to the Internet via mobile network.

+ When Multi-SSID is enabled, connect to Wi-Fi name (SSID A)

up to 7 devices, and Wi-Fi name (SSID B) up to 6 devices.

+ When Multi-SSID is enabled, communication speed may

decrease depending on number of WLAN devices connected.

o1l WTE SoftBank

Prower save se WPS Device Info

Wi-Fi Spot

In "Wi-Fi Spot," [}

r

Wi-Fi Spot

Wi-Fi Spot

Softbank Wi-Fi Spot

Available network

B wi-Fi Spot" turns to .

Wi-Fi Spot )

Wi-Fi Spot

Il HE SoftBank

Data traffic Cannactad iec Information

Simple setting Settings

In "Enable SSID B,"
« Wi-Fi
Encryption Method
AES
Wi-Fi (SSID B)

Enable SSID B

B4 “Enable SSID B" is turned [ .

- If confirmation appears, follow the onscreen instructions.



Set Wi-Fi name and password (Security Key), authorization and
encryption the same as Wi-Fi name (SSID A)

€ Wi-Fi
Enable SSID B

B0ZHWh-XXXXXX

Password (Security Key)

,:'9""4 Wi-Fi name (SSID B) is available.

- For setting procedures, see "Wi-Fi Name and Password
(Security Key)" and "Authorization Method and Encryption
Method."

55
Using WPS

Wi-Fi router supports WPS. Use WPS to connect WPS
supported wireless LAN router easily.

| Connecting WLAN Devices

Connect WPS supported WLAN devices.

Enable WLAN function on WLAN device, and make any required
WPS settings

- Method of setting WPS function varies by device. See WLAN
device user guide etc.

-lll L1T|E SoftBank

Power save se WPS Device Info

Wi-Fi Spot

LAN Wi-Fi

(U3 Yono| Ja3noy buisn) sbuiiyag l

MHZ09



56
(4

While window below appears (within 120 seconds), set up WPS
connection on WLAN device

Connecting via WPS...
Press the WPS button on the device
you want to connect within 120s.

Remaining Time: 103

Cancel

Notification

WPS connection succeeded.

* When "WPS connection failed." appears, tap then

retry.

To make other settings on WLAN device, follow the onscreen

instructions

Fi:‘:q Wi-Fi router connects to WLAN device.

| Connecting to the Access Point

Connect WPS supported access point.

- Enable Wi-Fi spot in advance.

Enable WLAN function on access point device, and make any
required WPS settings

 Method of setting WPS function varies by device. See access
point device user guide etc.

ol LE SoftBank

Power save se Device Info

Wi-Fi Spot

) O



While window below appears (within 120 seconds), make WPS
connection settings on access point device

Connecting via WPS...
Press the WPS button on the device
you want to connect within 120s.

Remaining Time: 102
) O

Cancel

Notification

Wi-Fi Spot WPS connection
succeeded.

- When "Wi-Fi Spot WPS connection failed." appears, tap
then retry.

To make other settings on access point device, follow the
onscreen instructions

Fi:‘:q Wi-Fi router connects to access point.

Precautions for Using WPS Function

SSID Stealth

While Wi-Fi router's stealth is enabled, WPS function is
not available. For SSID stealth function, see "Quick Setup,"
"Setting LAN Wi-Fi."

Encryption

When encryption is set to WEP, WPS function is not
available.

57

Using Power Save Setting

Set Power save setting to ON to save power consumption
during use for longer usage time.

The maximum communication speed of mobile network and
WLAN is reduced to save power consumption.

| Using Power Save Setting

Power save setting

L+ LTE SaftRank

Power save se Device Info

Wi-Fi Spot

In "Power save setting," [0J5&

€9 Powersave setting

Turing on power saving setting can
reduce the power consumption and
extend continuous data
communication time.

Power save setting

;'!;::4 "Power save setting" turns to (@) .

(U3 Yono| Ja3noy buisn) sbuiiyag l

MHZ09



58
Other Settings

Make settings including rearranging Touch Menu Icons in
Home Screen, roaming, Pass Code for unlocking Screen

Lock, brightness, Sleep, Wi-Fi communication standard, USB
tethering, language/time, software update, checking URL for
WEB UlI, etc.

| Home Screen

Rearrange Touch Menu Icons on Home Screen.

ool LE SoftBank

Data traffic Connected use

Simple setting Wi-Fi Settings

L 3] Settings

Home Screen settings

Network

International Roaming

Tap Icon to switch

€3 Home screen settings #

Select icons to change

Information

* The color of the icon becomes bright.

Tap lcon to switch with

€1 Home screen settings

Select icons to change

Information

€3 Home screen settings W

Select icons to change

Information

Fﬁq Home Screen with Icons rearranged appears.

* To reset Home Screen to the default, tap

screen JONOK B



| Setting Network Mode

Set Network mode to connect.

1l YE SoftBank

Data traffic Connected use Infarmating

Simple setting Settings

3] Settings h

Home Screen settings

Network

International Roaming

Tap mode to set

€ Network mode A

4G/LTE/3G

4G/LTE

[3';-."4 Network mode is set.

| International Roaming

Enable auto-International roaming connection.

59

1l E SoftBank

Data traffic Connected use

Simple setting Wi-Fi Settings

International Roaming]

€ Settings A

Home Screen settings

Network

International Roaming

In "International Roaming," (@33

€ International Roaming M

This product will automatically
connect to network If you want to use
international roaming, communication

fees would be expensive.
We recommend you should manually
set network search.

International Roaming E/"

r'::,;-q "International Roaming" is turned to (@) . International

roaming is available.
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| Screen Lock

Set Pass Code entry for canceling Screen Lock.

Enter four-digit Pass Code &

1l LTE SoftBank

Data traffic Connected use

Simple setting Wi-Fi
L]

€ Set passcode A

RN

1213 ]4]5
o/7l8l9fo]”

Infarmatinn

Settings

Re-enter four-digit Pass Code &

€9 Confirmpasscode #

Screen Lock

L3 Settings

Screen Lock

Display

Sleep Mode

N Y
6/7]slojo ”

,':?'*"q Unlocking Pass Code is set.

- If re-entered Pass Code is different from the first one
entered, screen returns to the step [EJ screen. Input Pass
Code again.

- When Pass Code is set, Pass Code entry screen appears when

In "Passcode Lock," [8li5

€ Screen Lock

Passcode Lock

F;"‘-"q "Passcode Lock" is turned to @m .

unlocking screen. For unlocking screen by entering Pass
Code, see "Entering Pass Code to Unlock Screen."
- To change the set Pass Code, after setting Pass Code, tap

RSt and enter Pass Code in step [El, then set

a new Pass Code.

(2] fa]s]



| Entering Pass Code to Unlock Screen

Flick Display up or down to unlock

1l LE softBank @ (246

12)34

2017/385 (Wed)

Up and down to unlock

Enter four-digit Pass Code &

1l LE SoftBank
Enter Passcode

N RN

,:i:ﬂ Screen is unlocked.

- If Pass Code is incorrect, re-enter prompt appears.

- If you forget Pass Code, reset Wi-Fi router to cancel Screen
Lock by Pass Code. To reset Wi-Fi router, see "Front/Top/
Bottom" or "Resetting Wi-Fi Router." By resetting, note that
in addition to Pass Code for Screen Lock, all Wi-Fi router
settings return to their default state.

61
| Changing Screen Brightness

Set screen brightness.

1l LE SoftBank

Data traffic Connected use Infrrmating

Simple setting Settings

Settings

Screen Lock

Display

Sleep Mode

Drag bar to adjust brightness

€ Display
Brightness

Sleep time

60s

Ficﬂ Screen backlight is changed to the set brightness.
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| Changing Backlight Time

Set backlight timeout when there is no operation of Wi-Fi
router.

1 LE SoftBank

Data traffic Connected use

Simple setting Wi-Fi Settings

Settings

Screen Lock

Display

Sleep Mode

Tap sleep time

€ Display
Brightness

Sleep time

60s

Tap desired seconds

Sleep time

[':;-.."4 Backlight changes to the set timeout.




| Setting Sleep Mode

When operation is not performed for a certain period of time
or when charging Battery without connection to any WLAN
device, Wi-Fi router goes into Sleep mode for energy-saving.

Set time period for Sleep mode. Five minutes are set by

default. And set Sleep to not to shift to Sleep mode.

il LE SoftBank

Data traffic

Simple setting

Connected use

Wi-Fi

I rra atism

Settings

Sleep Mode

a

Screen Lock

Display

Sleep Mode

Settings

63

Tap auto turn off time

€ Sleep Mode

connected.

Auto turn off Wi-Fi Q

Auto turn off time

5 min

* When not using Sleep mode, tap @) to turn to .

Tap desired minutes

L3 Turn off time

5 min

10 min

15 min

rlb?""q Wi-Fi router goes into Sleep mode at set time.

]

v
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| Setting Wi-Fi On/Off

Switch Wi-Fi on/off. When Wi-Fi is off, only USB connection is
available.

1 LE SoftBank

Data traffic Connected use Infoarmatinn

Simple setting Wi-Fi Settings

Wi-Fi Setting

L3 Settings

Wi-Fi Setting

USB Tethering

13 Wi-Fi Setting 3

Wi-Fi ON/OFF

Wi-Fi Communication

Show DFS Checking Dialog

In "wi-Fi," @)

€ Wi-Fi ON/OFF @

If you turn off Wi-Fi, you will be unable
to connect through Wi-Fi. You will be
instead able to connect through USB
only.

Wi-Fi G

E& Wi-Fi" turns to [F3 .



| Wi-Fi Communication Standard Setting

If you are unable to connect with WLAN at the time of
purchase, you may be able to do so by changing Wi-Fi
communication standard setting.

1l YE SoftBank

Data traffic Connected use Infarmatinn

Simple setting Wi-Fi Settings

« Settings

Wi-Fi Setting

USB Tethering

a Wi-Fi Setting

Wi-Fi ON/OFF

Wi-Fi Communication

Show DFS Checking Dialog

65

Tap communication standard

€ Wi-Fi Communication #

2.4GHz(IEEE802.11 b/g/n) v

5GHz(IEEE802.11 a/n/ac)

r':’-""‘q Wi-Fi communication standard is set.

- When "2.4GHz (IEEE802.11 b/g/n)" is set, Wi-Fi router
cannot be used via Wi-Fi spot 5 GHz access point.

- When "5GHz (IEEE802.11 a/n/ac)" is set, Wi-Fi spot cannot
be used.
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| Setting DFS Checking Dialog . 4

In "Show DFS Checking Dialog," [}
Switch on/off for showing DFS checking dialog.

g = DFS Checking A
1 B

Show DFS Checking Q

1 LE SoftBank

Data traffic Connected use Infoarmatinn

E# "Show DFS Checking Dialog" turns to , and the

Simple setting Settings dialog disappears.

Wi-Fi Setting

L3 Settings

Wi-Fi Setting

USB Tethering

13 Wi-Fi Setting 3

Wi-Fi ON/OFF

Wi-Fi Communication

Show DFS Checking Dialog
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| Setting USB Tethering

Tap desired USB communication standard
Change USB standard to use Wi-Fi router by USB connection.

+ When USB3.0 is set for data communication, signal reception

L 3] USB Tethering A

may be affected. In this case, use in a place where signal is
strong.

1l LE SoftBank

Data traffic Connected use Infarmating -
;-‘;-..4 USB communication standard is set.

Simple setting Wi-Fi Settings

USB Tethering

« Settings

USB Tethering

3

€ USB Tethering A

—INTOUgIT MCIU0eT USB caoe.
If you want to communicate by USB

3.0, it might affect radio status.
Please try it at good place of radio
wave state.

USB tethering

USB3.0
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| Setting Language | Setting Time

Select Japanese or English for language shown on Display.

Change time (24-hour time/12-hour time) and time zone
shown on Lock Screen.

[Settings
[Settings)

Il HE SoftBank

1l LE SoftBank

Data traffic Connected use Infarmatinn

Data traffic Connected use Infarmatinn

Simple setting Wi-Fi Settings
* Simple setting Wi-Fi Settings

Settings
Settings

USB Tethering

Tap desired language

English

r:’;""'q Language is set.

USB Tethering



In "24-hour time,"

€ Time

24-hour time

Time zone

Auto

,:5"'4 Time switches between 24-hour time/12-hour time.

* To change the time zone, tap in "Time zone" to

select the desired time zone.

69

| Updating Software

Update software.

1l YE SoftBank

Data traffic Connected use Infarmatinn

Simple setting Wi-Fi Settings

€ Settings

Software Update

Clear Notification Icon

Advanced Settings

Software Update

« Software Update 3

Auto Update Q

Software Version

Software Update

* When not using automatic software update, tap @) to

turn to .
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(4]

Confirm message &

Software Update

Data communication cannot
use during Software
Update.Software update is

nnavailahla in Avarcaac

3 R

Cancel

r:;""'q Checks for the latest software. If software update is

found, update software.

- When software in use is the latest, "The latest version."

appears.

Software Update

Packet communication charges are not applied for Software
update.

While software is updated, other functions are disabled.
Software update is not available during International
roaming.

| Checking WEB UI

Check URL for WEB Ul and Login password etc.

1l LE SoftBank

Data traffic Connected use Information

Simple setting Settings

« Settings

Software Update

Clear Notification Icon

Advanced Settings

,':?""q URL and QR code for WEB Ul and Login password are

shown.

- Read QR code by a smartphone etc. to access WEB Ul from
web browser of the smartphone.



Checking Wi-Fi Router Information

Check Wi-Fi router status such as phone number and software
version etc.

| Checking Wi-Fi Router Information

Check information as follows.

Item Description

Phone number Phone number saved to USIM Card

IMEI Serial number

Software .
. Software version
version

Device name Product name (602HW)

Authentication Various standards by which Wi-Fi router

information is authenticated

Device Info

il LE SoftBank

Power save se WPS Device Info

Wi-Fi Spot

[5;-\."4 Information is shown.

71

Checking Help

Check description for Status Indicators or Touch Menu Icons
appearing in the top of Display.

Viewing Description for Status
Indicators

1]

1l HE SoftBank

Power save se WS

Wi-Fi Spot

[Status icon

a

Status icon

Menu icon

r'::,;-q Description for Status Indicators appears.
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Viewing Description for Touch Menu

Icons
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Menu icon

r:;-.ﬂ Description for Touch Menu Icons appears.

1]



Settings (Using WEB Ul)

Overview of WEB Ul

WEB Ul Window on PC...

Setting LAN Wi-Fi

Setting Mobile Network....

Setting Wi-Fi Spot

Router Setting

System

Showing/Setting Data Usage...
Confirming Information

Setting Software Update

Setting from Mobile Device.

Setting LAN Wi-Fi (on Mobile)...

Setting Mobile Network (on Mobile)
Showing/Setting Data Usage (on Mobile)..
Confirming Information (on Mobile).
Checking Wi-Fi Router Information (on Mobile)..
Checking Connected Devices
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Overview of WEB UI

Connect Wi-Fi router to a computer or mobile device via USB Cable or WLAN. Use web browser to check Wi-Fi router information or make
settings.
For web browser support, see "Operating Environment (Compatible OSs)."

| Activating WEB Ul on Computer

Screenshots and steps described here are for PC (Windows 10) compatible with WEB Ul.

Start computer and connect Wi-Fi router via WLAN or USB

- For WLAN connection with computer, see "WLAN (Wi-Fi)," and for USB connection, see "Device Recognition (Windows)," "Device

Recognition (Mac)."

Activate web browser, and enter URL (http://web.setting) in the address bar

Fﬁ WEB Ul Home Page appears.

- Select English from Language list.



| Logging In to WEB Ul from Computer

In WEB Ul Home Page,

S35 [ENGLISH

all 4G @ @5° am

bockstWiFiT 602HW

ome' : Settings : Data Traffic | Information Software Update :

SoftBank

il
4G Connected
Connection Settings

SupportSite | User Manual

Connection status

Received data volume: MB LAN Wi-Fi status: ON
Transmitted data volume: MB Number of connected users: No users
Duration:

Phone number:

WAN IP Address:

WAN IPv6 Address:

,:i'"ﬂ Login window opens.

Enter Login password &

Log In

,:Eﬂ appears at top right, and login is complete.
- Password is "admin" by default.
\)| Default Login Password

For enhancing security, it is recommended to change default Login password.

To change Login password, see "Changing Login Password for WEB UI."
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.. Cautions for Operating WEB Ul

Logging In to WEB Ul

Please note the following for WEB Ul login.

- While operating Wi-Fi router, Login to WEB Ul is not available. Return to Lock Screen on Wi-Fi router before logging in to WEB UI.
- Login to WEB Ul from two or more devices simultaneously is not available.

- By default, connecting to WEB Ul is not available from Wi-Fi name (SSID B). To connect to WEB Ul from Wi-Fi name (SSID B):

S MNED © and turn "SSID B" to [@Y) & Checkmark "Allowed SSIDB access WEB UI" € [0

- When five minutes passes without operation on WEB Ul, you are logged out automatically, and entered information is deleted.

Changing Settings via WLAN Connection

Changing Wi-Fi spot setting, LAN Wi-Fi setting on WEB Ul from device connected via WLAN may disconnect WLAN connection.



WEB Ul Window on PC

| Layout

i

Settings Data Traffic

bodetWiFT 602HW

Information

Supportsite | User Manual

("9 Connection status
Recewed gam volume:
Iransmitted cata volume:
Duration:

Phone number:
WAN IF Address:
o WAN IFVG Address:

il
4G

MB
MB

wE: | | Lo
il 4G ) (@5 @m
Software Update

SoftBank

Connected
Connection Settings

LAN Wi status: oN
Number of connected users: No users

Item

ED Main Menu’

Description

Toggle setting menu

[ Connected network

Connected network details and signal level

EJ supportSite
3 User Manual

Connect SoftBank website and open Support Site of 602HW

Connect SoftBank website and open User Guide of 602HW

B Connection status

Received data volume:

- Show accumulated received data traffic at the moment from start of connection
Transmitted data volume:

- Show accumulated sent data traffic at the moment from start of connection
Duration:

+ Show continuous communication time at the moment from start of connection
Number:

Wi-Fi router phone number saved to USIM Card

WAN IP Address:

- Wi-Fi router IP address; connect to the Internet with this IP address

LAN Wi-Fi status:

- Show whether WLAN is ON or OFF

Number of connected users:

- Show the current number of WLAN terminals connected to Wi-Fi router

[ Language

Switch language

E3 Log In/Log Out

Log in/out to/from WEB Ul

1 Input Login password when having not logged in to WEB UI.
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| Settings Window

*- ENBLIS —E

»
e b
pocketWifi 602HW DFS 1 il 46 @ © @-L
Home m Data Traffic Information Software Update E
e
LAN Wi-Fi P
i 2§ Mobile Network
Network
Profle Managemznt
—-— PIN Management Networkmode:
Wi-Fi Spot o
Router Setting (1] Network Search
Sysem D Rz s gpiEaseos o chanse o szt

E |_Aee

International Roaming

Intemational Roaming Enable ® Disable ITyouwant o use Inematianal roaming

communication foes would ba expansive.

[-Apob~ |
Item Description
ED Menu List Show Submenus; click option to toggle setting page
E3 setting Page Information/Setting for each function
EJ DFS Notification uis 1 Flashes when checking whether interfering with weather radar
4 Software Update Notification [E : Appears when update file is available

Mobile Network

al (Strong)e .« (Weak)e @t (Out of service area)
Wi-Fi Spot

% (Strong)e . (Weak)

B signal Strength

Mobile Network

4G : SoftBank 4G connected

LTE : SoftBank LTE connected

3G : SoftBank 3G connected

Wi-Fi Spot

% :Wi-Fi Spot connected (Including SoftBank Wi-Fi spot)

B Network Type

@ : Connected to Internet
[ Internet Connection Status
: Not connected to Internet

‘%% 1 WLAN is ON, operating at 2.4 GHz (Wi-Fi)
¥'% : WLAN is ON, operating at 5 GHz (Wi-Fi)

3 WLAN Status
Number below Wi-Fi communication standard (2.4G/5G) is current number of connected WLAN

devices.

ﬂ Battery Level @ (High) > & (Low)
T (Flashing): Nearly empty (charge Battery)



Setting LAN Wi-Fi

79

Connect to computers, smartphones, etc. via WLAN. This WLAN connection is described as "LAN Wi-Fi."

WLAN devices connected to Wi-Fi router via LAN Wi-Fi access the Internet using Wi-Fi spot function of Wi-Fi router.

| Note on Changing LAN Wi-Fi Settings

Changing LAN Wi-Fi setting on WEB Ul from device connected via WLAN may disconnect WLAN connection.

| LAN Wi-Fi Basic Settings (SSID A)

Make basic WLAN settings for Wi-Fi name.

Setting items are as follows:

Item

Show SSID and security key on LCD

Description

Checkmark to show Wi-Fi name and password (Security Key) when in Touch Menu is
tapped

SSID

Set Wi-Fi name (Network Name)

Authorization method

Set authorization method

Encryption method

Set encryption method

WPA security key

Appears when "WPA2-PSK" or "WPA/WPA2-PSK" is selected in "Authorization
method;" enter password (Security Key)

WEP key 1 to 4

Appears when "Auto," "Open" or "Shared key" is selected in Authorization method and
Encryption method is "WEP;" enter WEP Key

Default key

Set default WEP key

Privacy Separator

Set whether to prohibit interactive communication between WLAN devices connected to Wi-Fi
name (SSID A)

SSID stealth

Set whether to send Wi-Fi name of Wi-Fi router

In Menu List, (INNKTEED © CERESairS

Home m Data Traffic Information

MAC Acdress Filtering

connect

Basic Settings

1T you change Wi-Fi selling, you also need to change setting of Wi-Fi client devices.

DHCP
Wi-Fi: ® ON O OFF
Mobile Network Setting (]
¥l Show SSID and sacurity key on LCD
Wi-Fi Spot © SSIDA
Router Setting o ssID |B02Hwa-x0000
System [+ ] Authorization method WPA2-PSK v
Encryption method AES v]

WPAsecuritykey s

Privacy Separator [on v]
SSID stealtn Enable ® Disable
SsiDB
ON ®OFF
Show Password
3 Description
ssiD

You can contain a maximum of 32 one-byle alphanumeric characlers as a name of wireless
local area network (LAN Wi-Fi).

Encryption method
If Encryption mode is set to WEP, Wi-Fi client device working in 802 11n only mode may fail to

Software Update
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a

Set each item © [T

Home

Data Traffic

[wwwid A

| Basic setings

]

Advanced Seftings
MAC Address Filtering
DHCP

Maobile Network Setting
Wi-Fi Spot
Router Setting

System

(~ TN~ RN - B~

Information Software Upd

Basic Settings

If you change Wi-Fi setting, you also need lo change setting of Wi-Fi client devices

Wi-Fi: = ON OFF

¥ Show SSID and sacurity key on LCD

SSIDA

8siD: BO2ZHWa-XOOKXX
Authorization method NPAZ-PSK \
Encryption method: |aEs v
'WPA secunity key. ws——

Privacy Separator. ON A
SSID stealin Enable '® Disable
ssiDB

ON ® OFF

[ show Password

% Description

ssiD

You can contain @ maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
It Encryption mode is set to WEPR, WI-Fi client device working In 802.11n only mode may fall to
connect

$SID steaith
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect.

ﬁ LAN Wi-Fi basic settings for Wi-Fi name (SSID A) are made.
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| Enabling Multi-SSID Function (SSID B)

Make basic WLAN settings for Wi-Fi name (SSID B).

+ To use Wi-Fi name (SSID B), turn off Wi-Fi spot function. Connect to the Internet via mobile network.
+ When Multi-SSID is enabled, connect to Wi-Fi name (SSID A) up to 7 devices, and Wi-Fi name (SSID B) up to 6 devices.
+ When Multi-SSID is enabled, communication speed may decrease depending on number of WLAN devices connected.

Setting items are as follows:

Item Description
Allowed SSIDB access WEB Ul Set whether WEB Ul can be accessed from WLAN device connected to Wi-Fi name (SSID B)
SSID Set Wi-Fi name (SSID A) (Network Name)
Authorization method Set authorization method
Encryption method Set encryption method

Appears when "Auto," "Open" or "Shared key" is selected in Authorization method and

WEP key 1 to 4 ) .
Encryption method is "WEP;" enter WEP key

Default key Set default WEP key

Set whether to prohibit interactive communication between WLAN devices connected to Wi-Fi

Privacy Separator
name (SSID B)

SSID stealth Set whether to send Wi-Fi name of Wi-Fi router

In Menu List, (INWTED ©

Home m Data Traffic Information Software Update

Basic Settings

It you change WI-FI setting, you also need to change setting of WI-FI cllent devices

MAC Agdress Filtering
Gt Wi-Fi: & ON (O OFF
Mobile Network Setting [}
¥| Show SSID and secunity key on LCD
WI-Fi Spot [+] SSIDA
Router Setting o 58D BOZHWE-XXXXXXK
System o Authorization method | WPA2-PSK v
Encryption method: AES v
WPAsecurity key e
Privacy Separalor. oN v
88ID slealth Enable ® Disable
SSIDB
ON ®OFF
Show Password
¥ Description
ssiD

You can contain a maximum of 32 one-byle alphanumeric characlers as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
If Encryption mode Is st to WER WI-Fi client device working In 802.11n only mode may fall to
connect

SSID steaith
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connact

Disable: This allows search and connection of Wi-Fi network from devices to connect

[El S
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Turn "SSID B" to

Home Setti

Data Traffic

Cawwr e

\mw

Advanced Settings
MAC Address Fillering
DHCP

Mobile Network Setting
WI-Fi Spot
Router Setting

System

- - -

Information

Basic Settings

If you change Wi-Fi setting, you also need to change sefting of WI-Fi client devices

Wi

& ON OFF

I Show SSID and security key on LCO

SSIDA

38D BOZHWa 00X |
Autharization methad WPA2-PSK v
Encryption method: AES v
WPA security key: s

Privacy Separator. ON v
SSID stealth: Enable '® Disable
SsSiDB

| Show Password

X Description

ssip

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless

local area network (LAN Wi-Fi)

Encryption method
If Encryption mode is set to WEP, Wi-Fi client device working in 802.11n only mode may fail to

connect

§SID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect.

Disable: This allows search and connection of Wi-Fi network from devices to connect

* Information screen appears when clicking @) of "SSID B" with Wi-Fi spot enabled. Click

automatically.

to disable Wi-Fi spot function
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Set each item © E3IM

Data Traffic

Advanced Settings
MAC Address Filtering
DHCP

Mobile Network Setting
WiFi Spot

Router Setting

- - -

System

Information Software Update
Basic Settings

If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices.

WiLFi: % ON () OFF

¥ Show SSID and security key on LCD

SSIDA
s8I [enzHwaxoooo |
Authorizatian methoa: [wpaz2-Psk v
Encryption method |AES v
WPA security key [— |
Privaty Separator: ON v |
SSID stealih: Enable '® Disable
ssiDB

®on OFF

Allowed SSIDB access WEB Ul

SsiD |BOZHWD-X X000 |
Authorization msthod WPA2-PSK
Encryption method [aEs

WPA security key.

Multi-SSID AP isolation | Enable v

Privacy Separator. ON v |

SSID stealth: Enable * Disable

Show Password
# Description
ssiD
You can contaln a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN WI-Fi).

Encryption method
If Encryption mode is sel to WEP, Wi-Fi client device working in 802.11n only mode may fail to

connect

SSID steaith
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect.

(=]

B4 LAN Wi-Fi basic settings for Wi-Fi name (SSID B) are made.
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| LAN Wi-Fi Advanced Settings

Setting items are as follows:

Item

Country
Communication standard

Channel

Sleep Mode Settings

Sleep Mode Timer (Min)

Description
Set country where you use WLAN
Set WLAN communication standard
Set WLAN channel; only Auto is selected when Wi-Fi spot is enabled

Set whether to disable WLAN function automatically when Wi-Fi router does not connect to
WLAN devices; WLAN function is not turned off while charging even if Sleep Mode Settings is
"Enable”

Set auto-timeout time for WLAN function when Sleep Mode Settings is "Enable"

Out of service Wi-Fi Automatic
Disconnection

Set whether to automatically disconnect communication with WLAN device out of network
area

Frequency bandwidth

Set WLAN channel frequency band width; select 20 MHz or (automatic setting) for

frequency band width to use

Wi-Fi TX Power

Set Wi-Fi transmission power. When the setting is changed, Wi-Fi communication range
changes by 10m

Wi-Fi PMF

Set the protection function for WLAN management frame (PMF)

In Menu List, (INNNED © (RS

Home W Data Traffic

| Basic Sellings

|
MAC Address Filtering

DHCP

Maobile Network Setting
WiFi Spot

Router Setting

(- - - S -

System

Information

Basic Settings

If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices,

Wi-Fi:

¥ Show SSID and security key on LCD

SSIDA

88ID:

Authorization metnod [WPaz-PsK v
Encryption method: | aES v
WPA secunty key. | ........

Privacy Separator |on v

SSID stealth
ssiDB

) Show Password

¥ Description

ssip

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi).

Encryption method

If Encryption mode is set to WEP, Wi-Fi client device working in 802.11n only mode may fail to

connect

SSID stealth
Enable: Turning on this function will not broadcast SSID. $SID should be entered on devices

to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect

Software Update

® ON OFF

|s02KWa 00000

Enable '® Disable

ON ®OFF
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Set each item © E3IM

owws e

Basic Seftings

| Advanced Sefings ‘
MAC: Address Filtering
DHCP

Mobile Network Setting
Wi-Fi Spot

Router Sotting

ejeje e

System

Software Update

Advanced Settings

When Wi-Fi is usaed abroad, the configuration must be changed according to a local law.

If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices

country

Communicaton standard:

Channel

Sleep Mode Seftings:

Sleap Mode Timer (Min):

Out of service Wi-FI Automatic
Disconnection

Freguency bandwidth

Wi-Fi TX Fower.

Wi-Fi PMF.

JAPAN

2.4GHz(IEEE202.11 big/n) v

Aub (1-11)

IFsleap setting is enabled Wi-Fi will be
wmed offwhen Wi-Fi cliartis not

Enable connected. However Wi-Fi will be

I

available during the device is charging.

o
4

Disable

uto

High

Open this switch will protect the local
area network management frame Cnly
provide protection fo the sub device
which used this switch.

B
Ll “ L)

EJ’E LAN Wi-Fi advanced settings are made.
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| MAC Address Filtering

Save MAC addresses of WLAN devices and set WLAN connection permission to enhance security.

+ When Multi-SSID (SSID B) is enabled, MAC Address Filtering is set in Wi-Fi name (SSID B).

In Menu List, (INYIED © L aalae

ta Traffic Information Si

Tawwir S Basic Settings

re Update

If you change Wi-Fi setting. you also need to change setting of Wi-Fi client devices

Wi-Fic & ON OFF

Mobile Network Setting ]
¥ Show SSID and security key on LCD

Wi-Fi Spot L] SsiDA

Router Setting o SSID: GOZHWa-XXXXKX

System 0 Authorization method: WPAZ-PSK v
Encryption methad: AES =
WPA secunity key E——.
Privacy Separator: ON -
SSID stealth: Enable ® Disable
ssibB

ON ® OFF

Show Password
X Description
$SID
You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
I Encryption mode is sel to WER, Wi-Fi client device working in 802.11n only mode may fail to
connect

SSID stealth

Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-FI network from devices to connect




In "MAC Address Filtering," / © Enter MAC address © [IJ9%

Home W Data Traffic ' Information Software Update

AW Gl MAC Address Filtering

Basic Settings
Advanced Seftings i i A i
/s dith I
! MAG Address Ritering 1 device connection enable/disable with M. address fiitering mode.

S Disable: Can not restrict device connection through the WLFi MAC filter

Accept: Accept a client to connect to the device using LAN Wi-FI if the client's MAC address
Mobile Network Setting [+ ]

exists in the MAC Address list
S o Reject: Reject a client's connection to the device using LAN Wi-Fi if the client's MAC address
Router Setting L exists in the MAC Address fist
System o

MAC Address Filtering:

MAC Address:

Connected Wi-Fi Device Information

ID ‘ IP Address Host Name MAC Address Duration

* When deleting or editing entered MAC addresses, Click el as well.

H

Infarmation

Are you sure you want to save ihe selings?

"o Yo

,:Eﬂ MAC Address Filtering is set.
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| Canceling MAC Address Filtering

Set MAC addresses are deleted and MAC Address Filtering is canceled.

In Menu List, [EANREE] e MAC Address Filterin

ta Traffic Information Software Update

Basic Settings

If you change Wi-Fi setting, you also need o change selting of Wi-Fi client devices,

Wi-Fi: ®ON OFF
Mobile Network Sefting L]
1 Show SSID and security key on LCD
WI-Fi Spot o SSIDA
Router Setting o 81D BO2HWa-X000EXX
Sysiem o Authorization method. WPA2-PSK 2
Encryption method AES v
WPA security key s,
Privacy Separator ON v
SSID steaith Enable '® Disable
ssiDB
ON ™ OFF
! Show Password
¥ Description
ssiD
You can contain a r of 32 one-byte ic characters as a name of wireless

local area network (LAN Wi-Fi)

Encryption method
If Encryption mode is set to WEP. Wi-Fi client device working in 02.11n only mode may fail to

connect

$8ID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect.

Disable: This allows search and connection of Wi-Fi network from devices to connect.

In "MAC Address Filtering," (>N Apply |

Home |ngs Data Traffic Information Software Update

[ | A Address Filtering

Basic Satiings

Advancad Satings

| Set device connection enable/disable with MAC address filtering mode.

‘ MAC Address Filtering
[ Disable: Can not restrict device connection through the Wi-Fi MAC fiter.
Accept: Accept a client to connect to the device using LAN WI-Fi If the client's MAC address
Mobile Network Setting ()]
exists in the MAC Address list.
Wi-Fi Spot " " : . :
ARG o Reject: Reject a client's connection to the device using LAN Wi-Fi if the client's MAC address
Router Setiing o exists in the MAC Address list
System (1]

MAC Address Filtering

MAC Address:

Connected Wi-Fi Device Information

‘ D | IP Address | Host Name MAC Address Duration
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H

Infarmation

Areyau sure you want fo save tha setlings?

Fﬁ MAC Address Filtering is canceled.
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| pHep

Assign IP addresses to devices inside LAN.

Setting items are as follows:

Item Description
IP address Set Wi-Fi router private address
Subnet mask Set subnet mask
DHCP server Set whether to use DHCP function
Start IP address Set lowest IP address to be assigned to WLAN devices
End IP address Set highest IP address to be assigned to WLAN devices
DHCP lease time (s) Set IP address lease time

In Menu List, (MNNTE © (OEE

Data Traffic i Information | Software Update

AN U} Basic Settings

If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices.

I KCP I
BHe Wi-Fi: ® ON OFF

Mobile Network Setting [+]
# Show SSID and security key on LCD
Wi-Fi Spot (+] SSIDA
Router Setting o SSIo BO2ZHWa-JOOM
System 0 Authorization method: WPAZ-PSK v
Encryption method: AES v
WPA security key: o
Privacy Separator: ON v
SSID stealth’ Enable ® Disable
ssiDB
ON ® OFF

Show Password
*#Description
ssiD
You can contain a maximum of 32 one-byte alphanumeric characiers as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
If Encryption mode is set to WEP. Wi-Fi client device working in 802_11n only mode may fail to

connect

SSID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
fo connect.

Disable: This allows search and connection of Wi-Fi network from devices to connect.
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Set each item © E3IM

ata Traffic Information Software Update

R oucr
Basic Saftings
Advanced Sefting:
e ! IP Address Settings
MAC Address Filtering
I T IP address
Mobile Network Setting 4] Subnet mask:
WiFi Spot o
O o DHCP server configuration
System 0 DHCP server ® Enable ' Disable
Start IP address:
End IP address:
DHCF lease bme (s)
B4 DHCP is set.
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Setting Mobile Network

Make advanced settings when using 4G/LTE/3G network.

| Setting Network Mode

Set preferred Network mode.

- "4G/LTE/3G" is set by default.

In Menu List, (NI © M

Home §ﬂ ings D

LAN Wi-Fi o

PIN Management
WiFi Spot o
Router Setting o
System o

Traffic Information Software Update

Basic Settings

I you change Wi-Fi selting. you also need to change sefting of Wi-F| client devices

WI-Fi: ® ON QOFF

¥l Show SSID and security key on LCD

SSID A

SSID; BO2HW-XXXXXX
Authorization method: WPAZPSK -
Encryption method AES v
WPA securty key [e—

Privacy Separator: ON v
SSID stealtn: Enable '® Disable
SsSiDB

ON ®OFF

-J Show Password

# Description

$SID

You can contaln a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN WI-F ),

Encryption method
If Encryption mode is set to WEP, Wi-Fi client device working in 802 11n only mode may fail to

connect

$8ID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be eniered on devices
to connect

Disable: This aliows search and connection of Wi-Fi network from devices to connect.

In "Network mode," [ELE/ARIE=/E1E

a 4G/LTE

Home m Data Traffic Information Software Update |

Profile Management
PIN Management

WiFi Spot 0
Router Setting ()]
System L+

LANMER) % ' Mobile Network

Network

Network made:

Network Search

In Japan, itis not possible to change the search

Mode. Auto | mode of the network

International Roaming
Intarnational Roaming Enable @ Disable

If you wantto use internabonal roaming,
c fees would be

Apply
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ata Traffic

Informaf

Mobile Network

PIN Management

Wi-Fi Spot (]
Router Setting [+]
System [

Network mode:

Network Search

Made:

4GATERG

International Roaming

International Roaming:

Enable @® Disable

v

In Japan, it is not possible to change the search
mode of the network

If you want to use nternational roaming,
communication fees would be expensive

| Apply

ﬁ Network mode is set.
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| Setting Network Search

Search for and set mobile network during international roaming. In Japan, always use auto-mode. Settings are not changed.

YRR Mobile Network Setting k> Mobile Netw

Home m‘ Data Traffic Information Software Update

Basic Settings

Mobile Network

PTeTE Manaoemel

It you change WI-Fi setting, you also need to change setting of WI-Fi client devices

PIN Management. WiFi: = 0N OFF

Wi-Fi Spot o ¥ Show S3ID and security key an LCD

Router Setiing o Ssib A
SSID. 602HY

System (+ ] ‘
Authorization method: WPA2-PSK v
Encrypion method AES v
WPA security key. ‘
Privacy Separator ON v
SSID stealth: Enable ® Disable
ssiDB

ON  ®0OFF

Show Password
% Description
SsiD
‘You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
It Encryption mode Is set to WEP, Wi-Fi client device working in 802 11n only mode may fail to
connect

SSID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect.

Disable: This allows search and connection of Wi-Fi network from devices 1o connecl.

In network search mode, © @

Home 'Iigl 1 Traffic | Informal Software Update
LA WA o] Mobile Network
 Mobile Network | .
Profile Management
PIN Management Network mode: 4GILTE =
Wi-Fi Spot o
Router Setting o Network Search

System L] Mode: In Japan, itis nol possible to change the search
2 ade of the natwork.

International Roaming

International Roaming & Enable Disable Kyou yeant s Item 2800 3; rarning,

communication fees would be expensive.
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Select the network &

Metwork List

,bm Network search is set.
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| International Roaming

In Menu List, (NS e © I

Data Traffic Information Software Upd
Basic Settings

If you change WI-Fi setting, you also need to change setting of WI-Fi client devices

WEFE: ®ON O OFF

WiFi Spot o % Show S8ID and security key on LCD

Router Setting (+] SSIDA

e = ssiD [B02HWa-XX0XX
Authanzaton methed: WPA2-PSK "
Encryption method. AES b

WPA security key

Privacy Separator: OoN hd
331D stealth: Enable @ Disable
ssiDB

ON ®OFF

-/ Show Password

#Description

$siD

You can contain @ maximum of 32 one-byle alphanumeric characlers as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
If Encryption mode is set to WEP WLFi client device working in 802 11n only mode may fail to
connect

$5ID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
10 connect

Disable: This allows search and connection of Wi-Fi network from devices to connect

| Amply
Change International roaming € X%
Home ata Traffic Information Software Update
LENWIF| % | Mobile Network
| Mobile Network. | N "
Profile Management
AN Management Network mode! [saEsG v
Wi-Fi Spot [+
Rouiler Selting o Network Search
System (+] Mode lae v :;:::Th:[;snatc:gissm\em change the search
Apply

International Roaming
If you want to use intemational roaming
il i Ll
Inieatanal Raaning Endiokd - B Disdtie communication fees would be expensive

Fﬁ International roaming setting is changed.

* When turning to , information screen appears. Click to change international roaming setting.



| Creating Profile

Set the following items and create profile.

Item

Profile name
APN
User name

Password

Authorization method

Description
Enter profile name
Enter APN
Enter username
Enter password

Select authorization method
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In Menu List, (MR er © e

Home " ngs

Data Traffic

]

Wi-Fi Spot
Router Setting

System

Basic Settings

Information

It you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices.

Wi-Fi: ® ON (O OFF
* Show SSID and security key on LCD
SSIDA
SSID BOZHWa-XXXXXX
Authorization method: WPA2-PSK v
Encryption method AES v
WPA secunity key: e
Privacy Separator- ON v
SSID stealth Enable ® Disable
ssiDB
ON WOFF

Show Password
¥ Description
ssiD

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi).

Encryption method
If Encryption mode is set to WEP. Wi-Fi client device working in 802.11n only mode may fail to
connect

$SID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect

| Apply
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a

Home m Data Traffic Information Software Update

LAN Wi-Fi [»]

[ hobia Novaork Soting 5|

Mobile Network

Profile Management

| Profile Management | Profile name: Commercial ipvd .
PIN Management
APN: EELTeTeeTy
Wi_Fi Spot )
User name
Router Setting o
Passward: P—
System o
Authorization methad: ~ **=sses
1P Type: N
DNS Settings: rranmEaaa

Edit Delete

Set each item © [T

New profile

Profile name: OO0

APN: EREL RS RS

User name: OO0

Passward [

Authentication: Auto v
IP Type: IPvd v
DNS Settings: Dynamic v

| Apply | Cancel |

ﬁ"'ﬂ Created profile appears for profile name.



| Editing Profile

Edit already saved profile.

Initial profile set by default and currently used profile cannot be edited.
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In Menu List, (RIS © e

raffic

Frofile Management
nageme

Wi Fi Spot (]
Router Setting (]
System (]

Information Software Upd

Basic Settings

If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices

Wi-Fic ® ON OFF

¥ Show SSID and security key on LCD

SSIDA

510 [pozrwaoocoo ]
Autharizaten method: | WPAZ-PSK v
Encryption method: R

WPA security key: [reee

Privacy Separator: ON v

SSID stealth Enable ® Disable
SsSiDB

Show Password
3 Description
ssiD
You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
If Encryption mode is set to WEP, Wi-Fi client device working in 802.11n only mode may fail to
connect

SSID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect.

Select profile name €

Home Data Traffic
LAN Wi-Fi [+]
Mobile Network
PIN Management
WiFi Spot 0
Router Setting [+]
System [»]

Information : Software Update

Profile Management

Profile name: XOOOOXKK v
APN KXRKHKHNNK

User name XXXXXXXXXX

Password. -

Authorization method: Auto
1P Type IPvd.

DNS Settings: Dynamic

|Mnmlh
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3

Enter each item © [E3IM

Profile name SO,

APN: LESEEE S

User name OO0

Password: weeen

Authentication: Auto v

IP Type: IPvd v

DNS Setlings: Dynamic v
 Apply |} Cancel |

Fm Edited information appears.



| Deleting Profile

Delete created profiles.
Preset profiles are not deleted.
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In Menu List, (RIS © e

ita Traffic

LAN Wi-Fi (]

ob

Wi-Fi Spot (]
Router Setting 0o
System 0

Information Software Update

Basic Settings

It you change Wi-Fi setiing, you also need to change setting of Wi-Fi client devices.

Wi-Fi: ® ON OFF

# Show SSID and security key on LCD

SSIDA

SSID: :E‘JZHWB-XXXXXX
Autnorization method [waz2-psK v
Encryption method. AES A
WPA security key: | et

Privacy Separator: | oN b
SSID stealth: Enable * Disable
SsiDB

Show Password
X Description
SsiD
You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless

local area network (LAN Wi-Fi)

Encryption method
If Encryption mode Is set to WEP. WI-FI client device working In 802 11n only mode may fall to
connect

$SID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
fo connect

Disable: This aliows search and connection of Wi-Fi network from devices to connect

DBy

Select profile name €

iffic

LAN Wi-Fi (]

PIN Management

WiFi Spot o
Router Setting (]
System ]

Information

Profile Management

Profile name: XXX v
APN; OOOOKXKAX

User name: XHOEXXXXXX

Password: sasasannen

Authorization method:  Auto
IP Type IPv4

DNS Setiings: Dynamic

(In gam buisn) sbuiiias l
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E

Areyou sure fo delete the salected iems?

oK Cancel

r%ﬂ Profile is deleted.

| usiMPIN

PIN (Personal Identification Number) is a code to prevent unauthorized use.

 Set PIN verification to to use Wi-Fi router by PIN entry on Wi-Fi router or WEB Ul when Wi-Fi router is powered on.

+ Incorrectly entering PIN code three consecutive times activates PIN Lock. PUK Code is required to unlock it. For details about PUK,
contact Customer Service, General Information. Incorrectly entering PUK Code ten consecutive times locks Wi-Fi router completely. If
Wi-Fi router is completely locked, Wi-Fi router must be serviced. Contact Customer Service, General Information.



| PIN Verification

Set PIN Verification.
USIM PIN is "9999" by default.
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In Menu List, (RIS © G EEr

Home VSSRGS Data Traffic

LAN Wi Fi (+]

WiFi Spot L]
Router Setting [»]
System (+]

Information : Software Update

Basic Settings

If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices.

Wi.Fiz

& ON OFF

¥ Show SSID and security key on LGD

SSiDA
SSID:

Authorization method
Encryption metod
WPA security key:
Privacy Separator.
SSID stealth:
SSIDB

Show Password

% Description

ssiD

|S02ZHWa- X000

|wra2-Psk v

AES 2

ON v

Enable ® Disable

ON ®OFF

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless

Iocal area network (LAN Wi-Fi)

Encryption method

If Encryption mode Is set to WEP. WI-Fi client device working in 802.11n only mode may fall to

connect.

SSID stealth

Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices

fo connect.

Disable: This allows search and connection of Wi-Fi network from devices to connect

Set "PIN verification" to © Enter PIN code © [N

Home m‘

ta Traffic

LAN Wi-Fi o
Mobile Network

Profile Management

Wi.Fi Spot (]
Router Setting [+]
System [+]

Information Software Update

PIN Management

If PIN setting is enabled, need to enter PIN code each time the power is on.

Current PIN code status:
PIN verification:

PIN code-

Remaining attempts:

Disable

Enable v

= Show PIN code

ﬁ PIN code entry from Wi-Fi router or WEB Ul is required when Wi-Fi router is

powered on.
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| PIN Verification (WEB UI)

Activate web browser and enter "http://web.setting" in address bar

Enter four- to eight-digit PIN code

ﬁ When correct PIN is entered, Home Page appears.



| PIN Verification (Wi-Fi Router)
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Slide Display up or down to unlock

Enter PIN code ' ()34

Up and down to unlock

Enter four- to eight-digit PIN [OK ]

Enter PIN code
-

123415
6] 7]8f9 0"

F::‘q When correct PIN is entered, Home Screen appears.

MHC09
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| Changing PIN

Change the PIN to any four- to eight-digit number if required.

In Menu List, (R © G Manageme!

Settings "

LAN Wi-Fi

Home

Data Traffic

[+}

Mabiie Network

I' PIN Management I

Wi-Fi Spot
Router Setting

System

o
]
o

Information

Basic Settings

re Update

If you change Wi-Fi seiting, you also need to change setting of Wi-Fi client devices.

Wi-Fi:

® ON OFF

1# Show SSID and security key on LCD

SSID A
ssID

Authorization method
Encryplion method
WPA securily key:
Privacy Separator;

SSID stealth:
ssiDB

Show Password
¥ Description

ssip

S02HWa-XXXXXX

[WPaz-PsK v
AES 2
ON v

Enable '® Disable
ON  ®OFF

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
If Encryption mode is set to WEP, Wi-Fi client device working in 802 11n only made may fail to

connect

S5ID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect.

Set "PIN verification" to © Set required items € [NIM

Home ngs

ta Traffic Informal So e Update
~Lrld © | PIN Management
Mobil Newwork Seing =
Lm e If PIN setting is enabled, need to enter PIN code each time the power is on.
Profile Management
\ PIN Management ‘ Current PIN code status Enable
WiFi Spot (/] PIN verification
Router Setting (+] PIN cade: l:l
System (] New PIN l:l
Confirm PIN
=) Show PIN code
Remaining attempts: 3

#4 PIN is modified.
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| Canceling PIN Verification

Disable PIN verification.

In Menu List, QdleJellERNEelg S ad] (>N PIN Management

Data Traffic | Information = Software Update

LANVAE) ® | Basic Settings

M bye Rk It you change WI-Fi setting, you also need to change setting of Wi-Fi client devices

I PIN Management ' WLFE: ® ON ) OFF

Wi-Fi Spot (] I Show SSID and security key on LCD

Router Setting o SSIDA ]

System Py 38ID: BO2HWa-XXXXXX
Authorization method! | wPaz-PsK v
Encryption method: AES b |
WPA seturity key fr—
Privacy Separator: [on |
SSI0 stealin Enable '® Disable
SsiDB

ON ®OFF

7 show Password

2 Description

SSID

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi),

Encryption method
If Encryption mode is set to WEP, Wi-Fi client device working in 802 11n only mode may fail to

connect

§SID stealth

Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices 1o connect

w
|ADRY.| )
—-+
-+
=]
«
(%]
E ~
c
%]
Set "PIN verification" to [IEERE € Enter PIN code © ETIM La
m
[on]
Home : : Data Traffic Informatio c
=
LAN Wi_Fi
i ®  PIN Management
Mobile Network If PIN setting is enabled, need to enter PIN code each time the power is on.
Profile Management
| PIN Managament ‘ Current PIN code status: Enable
Wi-Fi Spot (+] PIN verification
Router Setting ()] PIN code: l:l
Systam 0 ) Show PIN code

Remaining attempts: 3

ﬁ PIN verification is canceled.

MHZ09
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Setting Wi-Fi Spot

Wi-Fi router connects to the Internet via a household or office WLAN router, SoftBank Wi-Fi spot, etc. This internet connection is called
"Wi-Fi Spot."
Simultaneous use of Wi-Fi spot and Multi-SSID (SSID B) is not available.

. Connecting to a New Network via Wi-Fi Spot

In Menu List, (BTN © EEES © EENETETS © Enter SSID € Select authorization method & Enter password
(Security Key) © XTI

@ Wi-Fi router connects to the entered Wi-Fi name device.

[ Note on Changing Wi-Fi Spot Settings

Changing Wi-Fi spot setting on WEB Ul from device connected via WLAN may disconnect WLAN connection.

| Wi-Fi Spot Settings

Enable Wi-Fi spot to connect to the Internet via Wi-Fi using WLAN router at home or office or public WLAN service.

- When Wi-Fi spot function is enabled, communication speed may decrease depending on number of WLAN devices connected.

In Menu List, ([HEIETN © (EEETE

Home w Data Traffic Information Software Update

LAN Wi Fi o & E
Basic Settings
Mobile Network Setting (+]
I you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices.
I Wi-Fi Spot
Priority Management Wi-Fi: & ON OFF
Router Setting 0 ¥ Show SSID and security key on LCD
SsSIDA
System L]
SSiD: S0ZHWa-KXXXKX
Authorization method: | Wraz-PsK v
Encryption method AES v

WRAsecurily key e

Privacy Separator [on v
$3ID stealth: Enable '® Disable
SsSiDB
ON ® OFF
Show Password
3% Description
sSID

‘You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
I Encryption mode is set to WEP, Wi-Fi client device working in 802.11n only mode may fail to
connect

S$SID stealth

Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
1o connect

Disable: This allows search and connection of WI-FI network from devices to connect
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(2

Turn "Wi-Fi Spot" to @) € In access point to connect,

Home m Data Traffic - Information ' Software Update

LAN Wi-Fi (+] . .
Wi-Fi Spot

Mobile Network Setting [+ ]
[WEset ——E| Wi-Fi Spot ok
‘ Pr(on:p: n | Wi-Fi Spot and SSID B or Wi-Fi communication standards "5GHz(IEEES02.11a/n/ac)” can not

lanagamen
enabled al the same lime
Router Setting (]
Systen o SoftBank Wi-Fi spot oN ®oFF

When connecting to SoftBank Wi-Fi spot. your phone number and network secret code will be
sent on the Internet. SoMBank Wi-Fi spot can be used when WI-Fi Spot is on

Password:

Show Security Key

Apply

| Scan
| Add network |
i
WPAZ-PSK k.
- e = p—
JWPA2-PSK =
= = =
! 23] = Connect

MPA2-PSK

" Click to re-scan surrounding Wi-Fi spot access points.
*When (@) of "Wi-Fi Spot" is clicked with Multi-SSID (SSID B) enabled, information screen appears. Click to disable Multi-SSID

automatically.

Enter password (Security Key) &

Enter Security Key

Enter Secunty Key

Eaddaad s

IF Address Seftings

Crymamic

Connect

,:Eﬂ Connection is established and "Connected" appears below selected access point Wi-Fi name.
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| Setting Up SoftBank Wi-Fi Spot

Turning on SoftBank Wi-Fi Spot automatically connects when entering a SoftBank Wi-Fi Spot service area.

- SoftBank Wi-Fi Spot password is a four-digit security code set at subscription.

In Menu List, ([[EFIYS © (EEEEE:

Home WSEHIAGS! Data Traffic  Information | Software Update

LANIN 5 2 Basic Settings

Mobile Network Setting [+]

If you change Wi-Fi setting. you also need to change setting of Wi-Fi client devices.
Wi-Fi Spot

$SID: You can contain a maximum of 32 one-byte alphanumeric characters as a name of

Priority Management
i [ 1 K WI-Fi
1P Ag Setiings wireless local area nelwork (LAN ).
Router Setting 0 Encryption method: If Encryption mode is set to WEP, Wi-Fi client device working in 802.11n
TP o only mode may fail to connect

$SID stealth

Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of WI-F| network from devices to connect

¥ Show SSID and security key on LCD

SSID A

SSID B0 THWa-XOKNX
Authorization metnod [wea2Psk |
Encryption mathad: AES v
WPA securty key —

Privacy Separator: ON v
SSID stealth Enable @ Disable
ssiDB

ON ®OFF

I ghow Password

Confirm that "Wi-Fi Spot" is set to [@I) € Turn "SoftBank Wi-Fi spot" to [EI)

Home Data Traffic Information Software Update
LAN Wi Fi = =
ol ® | Wi-Fi Spot
Mobile Network Setting [

(WiFispt o Wi-Fi Spot o

Wi-Fi it
‘ ! Sl ‘ Wi-Fi Spot and SSI0 B or Wi-Fi communication standards "SGHz(IEEEB02. 11a/n/ac)"” can not

Priority Management )
enabled at the same time.

Router Setting )

System °o SoftBank Wi-Fi spot

Yhen connecting to SoftBank WI-Fi spot, your phone number and network secret code will be
senton the Internet. SoftBank WI-Fi spot can be used when WI-Fi Spotis on.

Show Security Key

Apply

* When of "Wi-Fi Spot" is clicked with Multi-SSID (SSID B) enabled, information screen appears. Click to disable Multi-SSID

automatically.
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Enter SoftBank Wi-Fi spot password

Home Data Traffic : Informa Software Update
LAN Wi Fi B
oL ®  Wi-Fi Spot
Mobile Network Setting (]
'_ ) Wi-Fi Spot ®ON O oFF
| Wi Spot | WiF . . " .
i-Fi Spot and SSID B or Wi-Fi communication standards "SGHz(IEEEB02.11a/n/ac)" can not
Priority Management
enabled at the same time.
Router Setting ()]
HLLL o SoftBank Wi-Fi spot $on O oFF

When connecting to SoftBank Wi-Fi spot, your phone number and network secret code will be
sent on the Internet. SoftBank WI-Fi spot can be used when WI-Fi Spot is on.

Password: I ] l

Show Security Key

Apply

Home Data Traffic Information Software Update
LAN Wi-Fi T =
L © | Wi-Fi Spot
Mobile Network Setting [+]

WFi Spot Wi-Fi Spot Son Oor
[ wisy Wi-Fi Spot and SSID B or Wi-Fi communication standards "SGHz(IEEES02 11a/n/ac)” can not
Prionty Management
enabled at the same time.
Router Setting [}
st o SoftBank Wi-Fi spot ®oN U OFF

‘When connecting to SoftBank Wi-Fi spot, your phone number and network secret code will be
sent on the Internet. SoftBank Wi-Fi spot can be used when Wi-Fi Spot is on

Password —

[ Snow Security Key

ﬁ SoftBank Wi-Fi Spot setup is complete.
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| Preferred Access Point

Set a preference order for APNs and set a preferred APN.

In Menu List, ([HZINYEE © EiIEEeEgs

Home m + Data Traffic Information Software Update

LAN Wi Fi o
Mobile Network Setting L]

_ If you change Wi-Fi setting. you also need to change setting of WI-F client devices.

Il Priority Management I WiFi: ®ON © OFF

Basic Settings

Router Setting 0 ¥ show SSID and security key on LCD
SSID A

System [+
SSID BOZHWa-XXXXXX
Authorization method: WPA2-PSK v
Encryption method AES v
WPAsecurity key: e
Privacy Separator oN v
SSID stealthy Enable ® Disable
ssiDB

ON  ®OFF

Show Password
3% Description
ssiD
You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless

local area network (LAN Wi-Fi).

Encryption method
IT Encryption mode is set to WEF. Wi-Fi client device working in 802.11n only mode may fail to

connect

SSID steaith
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect.

Apply
\I[ / for access point
Home 'ngs "+ Data Traffic Information Software Update
LR 2 Priority Management
Mobile Network Setting [+ ]
_ You can set the connection priority of Wi-Fi Spot access poini registered. And connect
Wi-Fi Spot preferentially from the top of the list
| Friority Management | If you add new item when this list reached it's limitation of 16 (include the preset 4 items), the
Router Setting (] oid item with lowest priority will be replaced
5
pen o 0002s0ftbank
WPAWPAZ-EAP
0002softbank
WPAZEAR
0001softbank
NONE
mobilepoint
WEP
FlOFL, == m Z
WPAZ-PSK [+) s X
WPA2-PSK o s x
WPA2-PSK L li] s X
[
WPAMNPAZ-PSK s =
e )

ﬁ Access point name moves up or down with each click of [t]/[¥] and preference is set.

* To edit access point, &/ @ Edit set content € Click (X0 .
* To delete access point, 3¢ @ Click .




| Pre-set Access Points

Four SoftBank Wi-Fi Spot access points are pre-set. Priority of those four access points cannot be changed or deleted.
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Router Setting

Set router function such as Firewall and IP address filter.

| Firewall Switch

Set Firewall function.
Setting items are as follows:

Item Description
IP address filtering Set whether to use IP address filter function
Domain name filter Set whether to enable domain name filter

In Menu List, M= ©

Home W Data Traffic Information Software Uj

LAN Wi-Fi f :
il 2 Basic Settings
Mobile Network Setting [+
Wi.Fi Spot (] If you change Wi-Fi setting. you also need to change setting of Wi-Fi client devices.

Wi-Fi & ON OFF

¥ Show SSID and security key on LCD

Domain Name Filter SSIDA
Porimapping SsID BO2HWa-XXXXXX
Special Applicatons. Authorization method WRAZ-PSK v
DMz —
Encryption method: AES v
SIPALG
UPNP WPA securtty key: R
NAT Privacy Separator [ v
QOut Of Service Notification
SSID stealth Enable ® Disabls
VPN Pass-hrough
ssiDB

System
L L ON  ®OFF

| Show Password
¥ Description
ssip
You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
It Encryption mode Is set to WEP. WI-Fi client device working in 802.11n only made may fail to
connect

$8ID stealth
Enable: Turning on this function will not broadecast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect.
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Set each item © E3IM

Software Update

LAN Wi-Fi (+]

Firewall
Mobile Network Setting (]
Wi-Fi Spot [+] This page will show you how to enable firewall filter function. IP address filter function is
_ available only when firewall is enabled.
| Firewall | ¥ IP address fitering
IP Address Filtering [« Enable domain name filter

Domain Name Filter
Portmapping

Special Applications
DMz

SIPALG

UPnP

NAT

Out Of Service Notification

VPN Pass-through

System [v]

Eﬂ Firewall is set.
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| Setting IP Address and Port Filtering

Set whether to apply rules and allow transmissions from Internet through Firewall, based on sender/receiver addresses.

Setting items are as follows:

Item Description
LAN IP Address Set source IP address to apply rules; specify IP address from IP addresses used on LAN
LAN Port Set source port number to apply rules
WAN IP Address Set destination IP address to apply rules
WAN Port Set destination port number to apply rules
Protocol Select protocol to apply rules
IP Type Set IP type to apply rules
Status Set whether to apply rules
Options Save or delete rules

In Menu List, (>N 1P Address Filtering

Home W Data Traffic Information Software Update

LAN Wi-Fi (1] = -
Basic Settings
Mobile Network Setting [
WiFi Spot o If you change WI-Fi setting. you also need to change setting of WLFi client devices
= WiFi: ® ON O OFF
| # Snow 551D ang sesurty key 01 LCD

T SSIDA
Portmapping s8ID: BO2HWa-X00000X \
Shac .l aplicRons Authorization method WRAZFSK -]
DMz

Encryption methad AES v ‘
SIPALG
UPnP WPA sacurity key,  seesee ‘
NAT Privacy Separator: ON v ‘
Out Of Service Notification

SSID stealth Enable ® Disable
VPN Pass-through

SSIDB
System (+]

ON ® OFF

—| Show Password

% Description

ssiD

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi).

Encryption method
If Encryption mode is set to WEP. Wi-Fi client device working in 202.11n only mode may fail to

connect

SSID stealth

Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
1o connect

Disable: This allows search and connection of Wi-Fi network from devices to connect

|hpely |

- If a message asking to enable IP Address Filtering in Firewall setting appears, see "Firewall Switch" and checkmark "IP address filtering"

from Firewall then retry.
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In "Filter mode," EEEAES / QGREETSE

Hol Settings”  Data Traffic Information Software Update
LaNwEl ©  |p Address Filtering
Mobile Network Setting 0
Wi-Fi Spot )] Filter packets using the following rules specified with protocol, port and IP address.

= Filter mode
Blacklist: Access will not be able from LAN IP address specified to WAN IP address specified.
Whitelist: Access will be able only rom LAN IP address specified to WAN IP address specified.

= LANWAN IP address: Setthe |P Address which you want o apply filter mode you select.

Domain Name Filter

Fortmapping = LANMWAN port: Setthe port value which you want to apply fiter mode you set. The value range of
LANANAN Portis 1-65535.

Special Applications.

DMz # Attention: Settings will not take effect until the “Apply” button is clicked

SIPALG

Ly LAN IP Filter List

Out Of Service Notification b | WANIP o -
~tanpor| JBNP [waNPor Proweol |IPTy

VPN Pass-through J e Address ot oy :

System L] Add

Apply
Add
Home Settings ' = Data Traffic Information
LAN Wi-Fi L] " .
! IP Address Filtering

Mobile Network Setting (]

Wi-Fi Spot © Filter packets using the following rules specified with protocol, port and 1P address
[Rowersemng o « Fitermode

Firawall Blacklist: Access will not be able from LAN IP address specified to WAN IP address specified

S— Whitelist: Access will be able oniy from LAN IP address specified to WAN IP address specified

R =
I ——————— B ] « LANMWAN IP address: Setthe IP Address which you want to apply filter mode you select.

Domain Name Filter

e i = LANMWAN port: S?l the port value which you want to apply fiter mode you set. The value range of

LAN/WAN Portis 1-65535,

Special Applications.

DMZ 3 Attention: Settings will not take effect until the “Apply" button is clicked.

SIP ALG

UPRP Filter mode: ® Blacklist () Whitelist

AT LAN IP Filter List

Out Of Service Notification W

AP [tanpon  MAMIP|WaNPort| Protocol IPTyps Stws  Opions

VPN Pass-through

System ]

Apply

(In g3am buisn) sbuiriag
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(4]

Enter each item © [@[3

Home Data Traffic Information Software Update
LANVEE) ®  IP Address Filtering
Mobile Network Setting (]
Wi-Fi Spot (+] Filter packets using the following rules specified with protocel, port and IP address

= Filter mode
Blacklist: Access will not be able rom LAN IF address specified 1o WAN IF address specified
Whitelist: Access will be able only from LAN P address specified to WAN IP address specified.

= LANWAN IP address: Set the [P Address which you want to apply filter mode you salect.

= LAN/WAN port: Setthe port value which you want o apply fiter mode you sel The value range of

Fortmapping
) LAN/AN Port is 1-65535.
Special Applications
DMz EAttention: Settings will not take effect until the “Apply” button is clicked
SIPALG
UPHP Filter mode: ® Blackiist ) Whitelist
Ll LAN IP Filter List
Qut Of Service Notfication mﬁi_‘ WAN IP T = .
LAN Port ¥ WAN Port | Protocol  IP Type | Status

VPN Pass through Address. ] Address i

1 | ] TCPUDP *» | IPvd v || | OFF v |
System (+]

Iml

Asply

- To set IPv6 addresses, enter a prefix at the end of the IP address.
* Turn Status to [@Y) to filter set IP addresses and reject connection.
* Turn Status to not to filter set IP addresses and permit connection. Use for temporarily deactivating filtering. Filtering is not

canceled.

Home e Update
i © |p Address Filtering
Mobile Network Setting [»]
WiFi Spot [ Filter packets using the following rules specified with protocol, port and IP address.

«  Filter mode
Blacklist: Access will not be able from LAN IP addrass specified to WAN P address specified
Whitelist: Access will e able only from LAN IP address specified to WAN IP address specified.

» LANMWAN IP address: Setthe IF Address which you wantto apply filter mode you select

Daomain Name Filler

»  LANMWAN port: Setthe port value which you wantto apply fiter mode you set. The value range of

Porimapping
) LANMAN Port s 1-65535
Special Applications
DMz EAtention: Settings will not take effect until the "Apply” button is clicked.
SIPALG
en Filter mode ® Blacklist () Whitelist
NAE LAN IP Filter List
Out Of Service Nolificaiion LANIP \N Pr WAN IP v k
VPN Pass-rough Address Address :
= o mom = = | TcPuDP | Pw | OFF 1
System [+]

Add

Eﬂ IP address filtering is set.
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In Menu List, e © X

Home ata Traffic
LLAN Wi Fi ]
Mobile Network Setting (+]
Wi-Fi Spot (]

Portmapping

Spetial Applications:
DMZ

SIPALG

UPRP

NAT

Out Of Service Notification
VPN Pass-through

System (+]

Information : Software Update

Basic Settings

If you change Wi-Fi setting. you also need to change setting of WI-Fi client devices.

‘Wi.Fi: ® ON O OFF

# Snow SSID and security key on LCD

SSIDA

SSID! |s02Hwa-0000x
Authorization method: [weaz-PsK v
Encryption method: | AES v

WPA security hey

Privacy Separator [

SSID slealth: Enable '® Disable
ssipB
'ON  ®OFF
JJ Show Password
% Description
ssiD
You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless

local area network (LAN Wi-Fi)

Encryption method
If Encryption mode Is set to WEP. WI-F| client device working in 802.11n only mode may fall to
connect

SSID steaith
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect.

Disable: This allows search and connection of Wi-Fi network from devices o connecl.

In "Filter mode," EEEAES / QGEEISE

Hol Settings” Data Traffic
LAN Wi-Fi 0]
Mobile Network Setting L]
Wi-Fi Spot () ]

Domain Name Filter
Portmapping

Special Applications

DMz

SIPALG

UPnP

NAT

Out Of Service Nofification
VPN Pass-through

System L]

Information Software Update
IP Address Filtering

Filter packets using the following rules specified with protocol, port and IP address.
= Filter mode

Blacklist: Access will not be able from LAN IP address specified to WAN IP address specified.
‘Whitelist: Access will be able only from LAN IP address specified to WAN IP address specified.

< LANWAN IP address: Setthe P Address which you want to apply filter mode you select

= LANMWAN port: Setthe port value which you want to apply fiter mode you set. The value range of
LANANAN Portis 1-65535.

#Attention: Settings will not take effect until the “Apply” button s clicked

Filter mode: Blacklist Whitelist

LAN IP Filter List

S e [N vetre o

=

Appiy

(In g3am buisn) sbuiriag
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Software Update

LAN Wi Fi 0
Mobile Network Setting 0
Wi-Fi Spot (]
Firewall

IP Address Filtering

Domain Name Filtar
Pormapping

Special Applications
DMZ

SIPALG

UPnP

NAT

Qut Of Service Notification
VPN Pass-through

System (]

IP Address Filtering

Filter packets using the following rules specified with protocol, port and IP address.

«  Filter mode
Blacklist: Accass will not be able Tom LAN P address spacifiad to WAN IP address spac fied
Whitelist: Access will be able only from LAN IP address specified to WAN IP address specified

+  LANMAN IP address: Setthe IP Address which you wantto apply filter mode you select

+  LANMWAN port: Setthe portvalue which you wantto apply fiter mode you set. The value range of
LANWAN Portis 1-85535.

K Attention: Settings will not take effect until the "Apply" button is clicked

Filte- mode: ® Dlacklist ‘Whitelist
LAN IP Filter List
AL‘:”:;; LAN Port A"“;‘.‘,’:E':’ WAN Port | Protocol IPType Status |  Options
TCPRMJDP IPvd OFF Ed| DE\EIEI
(e
| Apply |

BB

A yOu sung o delale T cumesn |stsem

Cancel

n : Software Upd

LAN Wi Fi [+
Mohile Network Setting

Wi Spot o

Firewall

P Addreas Fittzring
Oomain Name Filter
Farmapping
Special Applieations.
oMz

SIFALG

UPnP

NAT

QutorEenace Natifcation
VFN Fass-rough

System [+ ]

IP Address Filtering

Fifter packets using the faliowing rules specified with protocol, pert and |P address

«  Fiiter mode
Blacklist: Access will not be shis from LAMN IF address specifisd bo WAN P address specifisd,
White ISt: ACCEss will e able aniy rom LAN IF 2ddr23s specified o WAN IF address speciied

+  LANWAN IP addres : Sal01e 1P AGress wikh you want 1o 3ol fiter mode vou satecl

»  LANWAN port: St the port value whicl

LANAAN Portis 1 5

you want o apply fiter mods you set The value rznge of

# Attention: Settings wil not lake effect until the “Apply” bution is clicked
Filter mote W Blackliel () Whitglist

LAN IF Filter List

~LaNP VBN IP : p
o LAN Port | e WAN Port  Protacol |IPTm| Smws  Opilons

[

=

F?"ﬂ IP address filtering settings are canceled.
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| Setting Domain Name Filter

Set Domain Name Filters to restrict computers in the local area network from accessing certain websites.

In Menu List, EMEEETTE © main Name Filter

Home ta Traffic | Information Sol
LAN Wi-Fi N £
B @ Basic Settings
Mobile Network Setting (+]
Wi-Fi Spot 0 If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices.

Wi-Fi: ®ON O OFF

¥ Show SSID and security key on LCD

SSIDA

SsiD BO2HWa-XXXXXK
Spetial Aplications Authorization method: WPAZPSK v
DMZ

Encryption method AES .
SIP ALG
UPnP WRAsecuritykey e
NAT Privacy Separalor ON .
Out Of Service Notificaton

SSID stealth: Enable ® Disable
VPN Pass-through

ssiDB
System o

ON ®oOFF
[ show Password
# Description
SsiD
You can contain a maximum of 32 one-byle alphanumeric characlers as a name of wireless
local area network (LAN Wi-Fi).

Encryption method
If Encryption mode is set to WEP. Wi-Fi client device working in 802.11n only mode may fail to
connect.

SSID stealth
Enable: Tumning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect

In "Filter mode," EEEAES / QGHREISE

Home m

Software Update

(In g3am buisn) sbuiriag

LAN Wi Fi [ . .
Domain Name Filter
Mobile Network Setting (]
Wi-Fi Spot [+] Configure the filter setlings to restrict computers in the local area network from accessing
m certain websites.
Firewall «  Blacklist: Setthe websites that you do not want users to access.
IP Address Filtering = Whitelist: Setthe websites that users are allowed to access.
| Domain Name Fiter ‘ +  Mote: Settings will take efect after you click Apply. The domain name must not contain: hitp:#, fip://, and
Pormapping hitps/
Special Applications Filter mode ® Blacklist ©) Whitelist
DWZ . ! .
Domain Name Filter List
SIP ALG
T ‘ Domain Name Status Options
NAT
(i
QutOf Service Notification
VPN Pass-through
System [+ ] | Appy

MHZ09
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Add

me: Software Update
LAN Wi Fi 0 . R
Domain Name Filter

Mobile Network Setting [»]

Wi-Fi Spot (/] Configure the filter settings to restrict computers in the local area network from accessing
Mewer Setimg 8 certain websites.

Firewall . ist: Set the websites that you do not want users to access.

IF Address Filtering . : Setthe websites that users are allowsd 1o access.
‘ Domain Name Filter ‘ «  Note: Settings will take efect after you click Apply. The domain name must not contain: hitp:i, fip://, and

Fortmapping httos://

Special Applications Filter mode ® Blacklist () Whitelist

DMz . . .

Domain Name Filter List

SIP ALG

E ‘ Domain Name Status Options

NAT

Out Of Service Nofification

VPN Pass-through

System o =

Enter each item &

Home ta Traffic Inform: re Update
LAN Wi-Fi o A s
Domain Name Filter
Mobile Network Setting o
Wi-Fi Spot ] Configure the filter settings to restrict computers in the local area network from accessing
o certain webstes.
Firewall «  Blacklist: Setthe websites that you do not want users to access.
IP Address Filtering = Whitelist: Set the websites that users are allowed to access.
‘ Domain Name Filtar | +  Note: Settings will take effect after you click Apply. The domain name must nat cantain: http:/, fip:, and
Portmapping sl
Special Applications Filter mode: ® Blacklist () Whitelist
DMZ . . .
Domain Name Filter List
SIP ALG
E Domain Name Status Options
NAT |oFF v | OK. Igance\
Out Of Service Notification
[
VPN Pass-through —
System o
| Apply

* Turn Status to [@Y) to filter set domain names reject connection.

* Turn Status to not to filter set domain names and permit connection. Use for temporarily deactivating filtering. Filtering is not

canceled.
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Home ngs Data Traffic Informa

Software Update
LAN Wi.Fi 0 . .
Domain Name Filter

Mobile Network Setting [+ ]

Wi-Fi Spot [+] Configure the filter settings to restrict computers in the local area network from accessing
_ certain websites.

Firewall - Blacklist: Setthe websites that you do notwant users to access.

IP Address Filtering »  Whitelist: Sst the websites that users are allowed to access.
‘ BT AT AT ‘ +  Note: Seftings will take efect after you click Apply. The domain name must not contain: hitp:#, ftp:#, and

Portmapping nitps:/

Special Applications Filter mode: ® Blacklist ) Whitelist

DMz . . .

Domain Name Filter List

SIPALG

UEE Domain Name Status Options

NAT — OFF Edit Delete

Out Of Service Nofification =

VPN Pass-through | ‘

System o

Fﬂﬂ Domain Name Filter is set.

(In g3am buisn) sbuiriag
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| Canceling Domain Name Filter

In Menu List, Oaas) © eI,

Traffic Information Software U

LAN Wi-Fi ¥ :
©  Basic Settings
Mobile Network Setting (']
Wi-Fi Spot (/] If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices

Wi-Fi: ® ON O OFF

¥/ Show SSID and security key on LCD

Domain Name Filter SSIDA
gy sSiD B02HWa-XXXXXX
Special Applications Authorization method WPAZ-PSK v
DMz ———
Encryption method AES v
SIPALG g
uPnp WPA security key
NAT Privacy Separator: ON v
Out Of Service Notification
SSID siealth Enable ® Disable
VPN Pass-through
ssibB
System 0

ON ® OFF

[ snow Password

Description

ssio

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN WI-Fi)

Encryption method

It Encryption mode Is set to WEP, Wi-Fi client device working in 802.11n only mode may fall io
connect.

§SID stealth

Enable: Turning on this function will not broadcast $SI0. $SID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect

| Apply |
In "Filter mode," [EEESIEY / QUAEEIES

Home engs Data Traffic formati: Software Update

LAN WiFi o . .

Domain Name Filter

Mabile Network Setting ]

Wi-Fi Spot (] Configure the filter settings to restrict computers in the local area network from accessing
[Router seing 5] certain websites.

Firewall »  Blacklist: Setthe websites that you do not want Users to access.

IP Address Filtering = Whitelist: Set the websites that users are allowed to access.
| Domain Name Filier ‘ = Note: Settings will take effect after you click Apply. The domain name must not contain: hitp:#, fipf, and

Pormapping hitps://

Special Applications Filter mode:

DMZ . - .

Domain Name Filter List

SIPALG

. Domain Name Status Options

NAT [ | OFF Edit Delete

Out Of Service Nofification

(i
WPN Pass-through
System (]
 Apy |




125

Home Software Update
LAN Wi.Fi 0 . .
Domain Name Filter
Mobile Network Setting [+ ]
Wi-Fi Spot [+] Configure the filter settings to restrict computers in the local area network from accessing
m certain websites.
Firewall - Blacklist: Setthe websites that you do notwant users to access.
IP Address Filtering »  Whitelist: Sst the websites that users are allowed to access.
‘ BT AT AT ‘ +  Note: Seftings will take efect after you click Apply. The domain name must not contain: hitp:#, ftp:#, and
Portmapping nitps:/
Special Applications Filter mode: ® Blacklist ) Whitelist
DMz . . .
Domain Name Filter List
SIPALG
UEE Domain Name Status Options
R — OFF Delete ||
Out Of Service Nofification =
VPN Pass-through L ‘
System o
Apply |

SIERSTETTE R EIETER ST T

Cancal w
D
—~+
—+
>
«
%}
~
[
%]
>
(@]
Apply =
m
[on]
Home ta Traffic Information Software Update E
~
LAN Wi-Fi 0 R .
Domain Name Filter
Mobile Network Setting [+]
Wi-Fi Spot (] Configure the filter settings to restrict computers in the local area network from accessing
m certain websites.
Firewall « Blacklist: Setthe websites that you do not want users to access.
IP Address Filtering «  Whitelist: Setthe websites that users are allowed to access.
‘ Domain Name Filter ‘ - Note: Settings will take efiect after you click Apply. The domain name must not contain: htp:/, fip:#, and
T hittps://
‘Special Applications Filter mode ® Blacklist Whitelist
DMZ . . .
Domain Name Filter List
SIPALG
UEE ‘ Domain Name Status ‘ Options |
NAT
(Aae
Out Of Service Notification
VPN Pass-through
System (-] | Apply l

MHZ09
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B &a

AT2 Y0U SUre you want o save the sefings?

FS'H Domain name filtering settings are canceled.



| Setting Portmapping

Set a virtual server for accessing a specified device inside LAN via the Internet.

Setting items are as follows:

Item

Name

WAN Port

LAN IP Address

Name of virtual server

Set source port number

Description

127

Set IP address for device inside LAN to make available as a server; specify IP address from IP

addresses used on LAN

Set destination port number for device inside LAN to make available as a server when

LAN Port transmitting packets
Protocol Select protocol to apply rules
Status Set whether to apply rules
Options Save or delete rules

In Menu List, NNaaady) © GERinene

Home m Data Traffic

LAN Wi-Fi (+]
Maobile Network Setting ()]
Wi-Fi Spot (+]
Firewall

IP Address Filtering

DMz

SIPALG

UPnF

NAT

Out Of Service Nofification
VPN Pass-through

System o

Information Software Update

Basic Settings

If you change Wi-Fi setting. you also need to change setting of Wi-Fi client devices

Wi-Fi: S ON OFF

[# show SSID and security key on LCD

SSIDA

S8I0: B02HWa-XXXXXK
Authorization method WPAZ-PSK v
Encryption method: AES v
WPA security key: resnres

Privacy Separator oN v
SSID stealth: Enatle ® Disable
ssipB

ON @ OFF

() Shaw Password
2 Description

SsiD

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless

local area network (LAN Wi-Fi).

Encryption method

If Encryption mode is set o WEP, Wi-Fi client device working In 802.11n only mode may fail to

connect

SSID stealth

Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices

to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect

(1IN g3m buisn) sbuiriss l
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Add

Home m

Software Update
LAN Wi-Fi (] .
Portmapping
Mobile Network Setting [»]
Wi-Fi Spot [»] Configure a Portmapping to enable external computers to access WWW, FTP or other services
Mower Seimg 8 provided by the LAN
Firgwall «  LANMAN port: The port of the computer that provides services. Itis a single port and the value range of
IP Address Filtering LAN/WAN Port is 1-65535
Domain Name Filter « LANIP Address: Specify server's IP address. The packets which match the specified conditions will be
oping farwarded to this address
- «  Protocol: Protocols applied by services.
Special Applications +  Seftings will not take efect until the "Apply” button is clicked
DMz
SIPALG Port Mapping List
UPnP Name  WANPort ~ LANIP LANPort | Protocol | Status Options
Address
NAT
Out Of Service Notification
VPN Pass-through
System (]
. Apply
Enter each item &
Data Traffic Information S,
LAN Wi.Fi [} .
Portmapping
Mobile Network Setting [»]
Wi-Fi Spot ] Configure a Porimapping to enable external computers o access WWW, FTP or other services

[Rower Soting 8] provided by the LAN,

Firewall « LANMWAN port: The port of the computer that provides services. Itis a single port and the value range of
IP Address Filtering LANANAN Port is 1-65535.
| Portmapping ‘ = LANIP Address: Specify server's IP address. The packets which match the specified conditions will be

forwarded to this address.
= Protocol: Protocols applied by services.

Special Applications

Dz «  Seftings will not take effect until the "Apply” button is clicked

SIPALG

UPnP Port Mapping List

NAT Name |WANPort | LANIP LANPort | Protocol | Status Qptions
Address

Qut Of Service Notification TcPUDP ¥ | |W| ancel

System ]

| Apply

* Turn Status to [@IY) to activate portmapping.
* Turn Status to to deactivate portmapping. Use for temporarily deactivating mapping. Mapping is not canceled.
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ngs Data Trai

Informa Software Update
LAN Wi.Fi 0 .
Portmapping

Mobile Network Setting (]

Wi-Fi Spot 0 Configure a Portmapping to enable external computers to access WWW., FTP or other services
[Router seting 5] provided by the LAN.

Firewall = LANMWAN port: The port of the compurter that provides services. It is a single port and the value range of

IP Address Filtering LAN/WAN Portis 1-65535

«  LANIP Address: Specify server's IP address. The packets which match the specified conditions will be
forwarded to this address.

= Protocol: Protocols applied by services.

+  Settings will not take efiect until the *Apply” button is clicked

Domain Name Filter

Portmapping

Special Applications
DMZ
SIP ALG Port Mapping List

LANIP
Address
AT TCPIUDP OFF dit Delete
Qut Of Senvice Notification

UPRP Name WAN Port LAN Port Protocol Status Options

VPN Pass-through | Add

System o

Fﬂﬂ Portmapping is set.
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| Canceling Portmapping

In Menu List, OIS ©

Home W Data Traffic

LAN Wi-Fi [+]
Mobile Network Seiting o
WiFi Spot (]
Firewall

IP Address Filtering

Out Of Service Notification
VPN Pass-through

System [+]

Information

Software Update

Basic Settings

If you change Wi-Fi setting, you also need io change setfing of Wi-Fi clieni devices.

Wi-Fi: ®ON © OFF

¥ Snow SSID and security key on LCD

SSIDA

SSID BOZHWa-XOCKNK
Authorization method: WRAZFSK v
Encryption method: AES .
WPA security key: rereeer

Privacy Separator ON -
SSID stealth: Enable '® Disable
ssiDB

ON ® OFF

| 8how Password

Description

SSID
‘You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN WI-FI)

Encryption method
If Encryption mode Is set to WEP, Wi-Fi client device working in 802.11n only mode may fail to
connect

SSID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect.

Hom ngs

LAN Wi-Fi (]
Mabile Network Setting (+]
Wi_Fi Spot o
Firewall

IP Address Filtering
Domain Name Filter
Portmapping

Special Applications
DMZ

SIPALG

UPnP

NAT

QOut Of Service Notification
VPN Pass-through

System o

Software Update

Portmapping

Configure a Portmapping to enable external computers to access WWW, FTP or other services
provided by the LAN

«  LANMAN port: The port of the computer that provides services. It is a single portand the value range of
LAN/WAN Port is 1-65535

« LANIP Address: Specify server's IP address. The packets which match the specified conditions will be
forwarded to this address.

= Protocol: Protacels applied by services.

+  Settings will not take efect until the “*Apply” button is clicked.

Port Mapping List

LANIP

Name WAN Port Address

LAN Port Protocol Status 0y

TCPMDP OFF

o
De\elel

Apply
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A o) SUME 10 JERAs the curment b ilEm?

Cancel
Apply
Home Software Update
LAN WiFi -
) Portmapping
Moabile Network Setting [»]
Wi-Fi Spot ] Configure a Porimapping to enable external computers to access WWW, FTP or other services

CRowerseting & provided by the LAN.

Frznal = LAN/WAN port: The port of the computer that provides services. Itis a single port and the value range of

IP Address Filtering LAMNAVAN Portis 1-65535.

Domain Name Filter = LAN IP Address: Specify server's IP address. The packets which match the specified conditions will be
=g forwardad to this addrass

«  Protocol: Protocols applied by services.

Special Applications «  Settings will not take effect until the "Apply” button is clicked.

DMZ

SIPALG Port Mapping List

UPnP Name  WANPort  LANIP LANPort | Protocol | Status Options
Address

NAT

Out Ot Service Notification | Add

VPN Pass-through

System o —
I ppl l

,ﬂq Portmapping settings are canceled.

(In g3am buisn) sbuiriag

MHZ09



132
| Setting Special Applications

Enable to use special applications such as online games and video phone system.

Setting items are as follows:

Item Description
Name Name applications
Status Set whether to apply rules
Trigger Port Set port number for data control
Trigger Protocol Select protocol for data control
Open protocol Select protocol for data transfer
Open port Set port number for data transfer
Options Save or delete rules

- Refer to application user guide.

In Menu List, o) © eIy

Home m

Traffic | Inform: Software Update

LAN Wi Fi 0 . 1
Basic Settings
Mobile Network Setting (1]
Wi-Fi Spot [+ ] If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices.
S Wi-Fi: ®ON (O OFF
Firewall
IF Address Filtering ¥l Show SSID and security key on LCD
Domain Nam Filter SsiDA
o~ ssiD B02HWa- XXX

Special Applications Authorization method: [ WrPA2-PSK v
o

Encryption melhod: AES v
SIPALG SR
UPNF WPAsecurllykey: e
NAT Privacy Separator oN b
Ut Of Service Natification

SSID stealth: Enable ® Disable
VPN Pass-through

ssiDB
System o

oN  ®orF

() show Password

* Description

ssiD

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless

local area network (LAN Wi-Fi).

Encryption method
If Encryption mode is set to WEP. Wi-Fi client device working in 802.11n only mode may fail to

connect.

SSID steaith
Enable: Tumning on this function will not broadcast SSID. SSID should be entered on devices
to connect.

Disable: This allows search and connection of Wi-Fi network from devices to connect.
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Home
LAN Wi-Fi °
Mobile Network Setting (»]
Wi-Fi Spot o
Firewall

IP Address Filtering
Daomain Name Filter
Portmapping

Special Applications.
DMZ

SIP ALG

UPnP

NAT

QutOf Service Notification
VPN Pass-through

System ]

Information Software Update

Special Applications

Gonfigure parameters to allow the operation of special applications, such as online games, video conferencing, or IP
phone over the LAN

«  Trigger Port: Qutbound applications port

« Trigger Protocol: Supports the interoperability of special applications and remote servers.

« Open protocol: Protocols used by special applications.

-« Open port: Port used to access special applications over the Intemet. It can be a single port or a range of ports.
Up to 5 pairs of ports are supported. Use semicolons(;} to delimit ports. For detailed parameters please refer to
specific applications descriptions.

«  Settings will nottake efect until the "Apply” button is clicked

Special licafi List

: Trigger Open :
‘ Name ‘Sm: |TnggErPart| Eatnes protocol | Openport | Options

Apply

Enter each item &

Home
LAN Wi-Fi (]
Mobile Network Setting 0
Wi_Fi Spot o
Firewall

IP Address Filtering
Domain Name Filter
Portmapping

Special Applications
DMz

SIPALG

UPnP

NAT

‘Out Of Service Notification

VPN Pass-through

System (]

Software Update

Special Applications

Configure parameters to allow the operation of special applications, such as online games, video conferencing, or IP
phone,over the LAN.

« Trigger Port: Outbound applications port

= Trigger Protocel: Supports the interoperability of special applications and remote servers.

= Open protocol: Protocols used by special applications.

=  Open port: Port used to access special applications over the Internet. It can be a single port or a range of ports.
Up to & pairs of ports are supported. Use semicolons(;) to delimit ports. For detailed parameters please refer to
specific applications descriptions.

«  Seftings will not take efiect until the “Apply” button is clicked

Special Applications List

. Trigger Open "
Name Status | Trigger Port Protocol e Open port Options
oFF 7| [Tcpmioe v | | [Tcrmpe v | oK I;an:e\

| Apply

(In g3am buisn) sbuiriag
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me ngs Data Tra Informa Software Update
LAN Wi-Fi . . .
! S Special Applications
Mobile Network Setting ()]
s ot o phane,over the LAN
_ «+  Trigger Port: Outbound applications port
Firewall

IP Address Filtering

= Open protocol: Protocols used by special applications.
+  Open port: Port used to access special applications over the Internet. It can be a single port or a range of ports.

- Trigger Protocol: Supports the interoperability of special applications and remote servers.

Configure parameters to allow the operation of special applications, such as online games, video conferencing, or IP

VPN Pass-through

Domain Name Filter Up to 5 pairs of ports are supported. Use semicolons(;) to delimit ports. For detailed parameters please refer to
Portmapping specific applications descriptions
il ications = Settings will nottake efect until the "Apply” button is clicked
DMz Special Applications List
: Trigger Open .
SIPALG
Name Status | Trigger Port Prof | prof | Open port Options.
URnF oFF TCPUDP | TGPULDP Edit Delete
NAT
Qut Of Service Notification | Add

System o

Eﬁ Special application settings are added.
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| Canceling Special Applications

In Menu List, O © eI

Home Data Traffic Information Software Update
LAN Wi Fi o . -
Basic Settings
Mobile Network Setting (]
Wi-Fi Spot (] If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices
e — = Wi-Fi: ®ON O OFF
Firewall
1P Address Fillering ) Show SSID and security key on LCD
Domain Name Filter SSIDA
SSID |BO2HWa-X XXM
Authorization method WPAZ-PSK v
Encryption method: AES v
WPA sacurity key:
Privacy Separator ON M
Out Of Service Notification
SSID stealth. Enable '® Disable
PN Pass-through
ssipB
System (]
ON  ®OoFF

Show Password
3 Description
SsiD
You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi).

Encryption method
It Encryption mode Is set to WER, WI-F client device working in 602.11n only mode may fall 1o
connect.

S8ID stealth
Enable: Turning on this function will not broadcast SSID. S$SID should be entered on devices
to connect.

Disable: This allows search and connection of Wi-Fi network from devices to connect.

. Apply

wn
D
—~
(2] 5
>
«
(%]
Delete —
c
%]
>
Hom engs ©

LAN Wi Fi . . .
®  special Applications il

Mabile Network Setting ()]

WiFi Spot o Configure parameters to allow the operation of special applications, such as online games, video conferencing, or IP [
B phone,over the LAN. =

— «  Trigger Port: Outhound applications port

rewal « Trigger Protocol: Supports the interoperability of special applications and re mote servers.

irewal

« Open protocol: Protocols used by special applications.

«  Open port: Port used to access special applications aver the Intemet. It can be a single port or a range of parts.

IP Address Filtering

Domain Name Filter Upto § pairs of ports are supported. Use semicolons(;) to delimit ports. For detailed parameters please rafer to
Portmapping specific applications descriptions.
Special Applications = Seftings will not take effect until the "Apply” button is clicked.
DMZ Special Applications List
N Trigger Open

SIPALG

Name Status | Trigger Port 11990, protacol | OPeN POt
UPne OFF TCPMUDP TCPUDP
NAT
‘Out Of Service Notification ‘ Add |

VPN Pass-through

System (+]

Apply

MHZ09
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E

Delete

Am you sune lo delele the current st dem®

Cancel
Apply
ome Software Update
LAN Wi-Fi . - -
) Special Applications
Mobile Network Setting ]
WiFi Spot o Configure parameters to allow the operation of special applications, such as online games, video conferencing, or IP

phone over the LAN,

B - + Trigger Port: Gutbound applications port

« Trigger Protocol: Supports the interoperability of special applications and remote servers.
Firewall «  Open protocol: Frotocals used by special applications
«  Open port: Port used to access special applications aver the Internet. Itcan be a single portor a range of ports.
Domain Name Filter Up to & pairs of ports are supported. Use semicolons(;) to delimit ports. For detailed parameters please refer o

IP Address Filtering

Portmapping specific applications descriptions.
vz AT +  Seftings will nottake efect until the "Apply” buttan is clicked

DMZ Special Applications List

. Trigger Open -
SIPALG ‘ Name ‘ Status TnggElPort‘ Protoco! protocol | OPenport | Options
UPIP
NAT | Add |

OutCf Service Notifieation
VPN Pass-through

System o

rﬁ Special application settings are canceled.



| omz

Set specified device inside LAN as DMZ host isolated from other devices.
Setting items are as follows:

Item Description

DMZ Select whether to set DMZ host
DMZ IP address Set IP address for DMZ host

137

In Menu List, [GEMEaeEeae ©

Home m Data Traffic Information Software Update

LAN Wi-Fi (+] . x
Basic Settings

Mobile Network Setting [+ ]

WiFi Spot [} If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices
. | WiFi: ®ON O OFF

Firewall

IF Address Fillaring ¥ Show SSID and security key on LCD

Domain Name Filter SSIDA

Portmapping s8I BOZHWa-XXXXXX

. . : method WPAZ-PSK v

I DMz
Encryption methad: AES T

UPnP

WPA security key

NAT Privacy Separator. ON v
Out Of Service Notification
SSID stealth: Enable '® Disable
VPN Pass-through
7 o ssibB
tem
L JON  ®OFF

-! Show Password

# Description

SsSID

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless

local area network (LAN Wi-Fi).

Encryption method
If Encryption mode is set to WEP. Wi-Fi client device working in 802.11n only mode may fail to
connect

$SID steaith
Enable: Turning on this function will not broadcast SSID. SSID should be enlered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect

(1IN g3m buisn) sbuiriss l
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Set each item © [T

m

LAN Wi-Fi
Mobile Network Setting

Wi-Fi Spot

Data Traffic Informati Software Update :
°  pmz
[
[+] If you enable DMZ (Demilitarized Zones) function, all ports of the designated IP address can

m be accessed from external network. You can configure the DIMZ address and enable or disable

Firewall

IP Address Filtering
Domain Name Filter
Portmapping

Special Applications

the DMZ service on this page.

DMZ ® ON OFF

DMZ

SIP ALG

UPnP

NAT

Cut Of Service Notification
VPN Pass-through

System

Eﬁ DMZ host settings

are applied.
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| sipALG

Set when using an SIP application to use Internet telephone, etc.
Setting items are as follows:

Item Description
SIP ALG? Select whether to enable SIP ALG function
SIP port Enter port number provided by SIP service provider

1 SIP ALG is to be enabled when using SIP applications (e.g. X-Lite, Yate, Sipdroid, etc.) on a WLAN device connected to Wi-Fi router. If
normal calling is not available with the SIP application, uncheck "SIP ALG" € [NJI © Checkmark "SIP ALG" © Y3 then reboot
the SIP application.

- Refer to application user guide.

In Menu List, [EREEETE © EEA

ata Traffic Information Software Update

LAN Wi-Fi 1] z E
Basic Settings
Mobile Network Setting [
Wi.Fi Spot o If you change Wi-Fi setting, you also need to change sefting of Wi-Fi client devices.
; - WiFE S ON O OFF
Firewall
1P Address Filtering i Show SSID and security key on LGD
Domain Name Filter SSIDA
Panmapping S8ID GOZHWa-XXXXXX
Special Applicatons Authonzation method: WPAZ-PSK v
Encryption metnog: AES v
I SIP ALG
WPA sacurity key [
NAT Privacy Separator ON v
Out Of Service Notificaton
SSID stealth: Enable ® Disable
VPN Pass-through
S ssiDB
¥ 8 ON @ OFF

Shew Password
# Description
SSID
‘You can contain a maximum of 32 one-byle alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
It Encryption mode Is set to WEP. Wi-Fi client device working in 802.11n only mode may fail to

connect

SSID steaith
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices 1o connect

(1IN g3m buisn) sbuiriss l
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Set each item © [T

Hom:

LAN Wi Fi
Mobile Network Setting

WiFi Spot

Thowersaing &

Firewall

IP Address Filtering
Domain Name Filter
Portmapping
Special Applications
DMZ

SIP ALG

UFnP

NAT

Out Of Senvice Notification
VPN Pass-through

System

Software Update :

SIP ALG

The modem supports SIP ALG function. Performing SIP application allows communication with
other internet applications.

“isiPALG
SIP port

]

Eﬁ SIP ALG settings

are applied.
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| uPnP

Set UPnP for using UPnP-compatible peripheral devices, audio visual devices, appliances and UPnP-compatible applications such as
messenger software.
Setting items are as follows:

Item Description

UPnP Set whether to use UPnP

In Menu List, R ©

Home Data Traffic Information Software Upd
LAN Wi-Fi 0 i .
Basic Settings

Mobile Network Setting [+]
Wi-Fi Spot (+] If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices
~ Wi-Fi: ®ON O OFF
Firewall
IP Address Filtering ¥ Show SSID and security key on LCD
Domain Name Filter SSiDA
Porimapping ssiD 502HWa-XXXXXX
Special Applicanons. Authorization method: WPAZ-PSK v
omz

Encryption method. AES v
UPRP WPA security key resmseen
iz Privacy Separator OoN v
Out Of Service Notification

SSID stealth Enable '® Disable
VPN Pass-through

ssipB
System {+]

ON  ®oFF

Show Passward
3 Description
SsiD
You can contain a maximum of 32 one-byle alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
It Encryption mode is set to WEP, Wi-Fi client device working in 802.11n only mode may fail to

connect

$8ID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect.

Disable: This allows search and connection of Wi-Fi network from devices to connect

(1IN g3m buisn) sbuiriss l
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(Enable Rl Disable JIM Aoply

Hom ngs Data Traffic : Informati

LAN Wi-Fi
Mobile Network Setting

Wi Fi Spot

Software Update
® | UPnP
[]
0 The UPNP architecture allows device-to-device networking of personal computers, networked

m home appliances, consumer electronics devices and wireless devices. It is a distributed, open

Firewall

IP Address Filtering
Domain Name Filter
Partmapping
Special Applications

architecture protocol based on established standards such as the Internet Protocol Suite
(TCGPAP), HTTP. XML, and SOAP.

UPnP: 2 Enable ® Disable

UPNP port mapping indicates the port forwarding protocol dynamically added through the

Out Of Service Notification
VPN Pass-through

System

Dz UPnP protocol
SIPALG

Remote - External -
UPnP ‘ Add Local Address| Protocol | e *nmm:l Porl| Description
NAT

Eﬁ UPnP settings are

applied.




| NAT

Convert private IP address used inside LAN to global IP address for connecting to the Internet.
Setting items are as follows:

Item
Cone
Symmetric

Tcp Nat Time(s)

Udp Nat Time(s)

Description

Low security but normal operation of application; high compatibility with applications,

gaming device etc.

Used for higher security gateway

Set how long to maintain a session when there is no transmission after a TCP session is

established; enter a value from 300 to 43200
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Set how long to maintain management of the UDP state when there is not transmission; enter

a value from 120 to 3600

In Menu List, [GEIEae=Eeae ©

Home WSERRGEY Data Traffic

LAN Wi-Fi (+]
Mobile Network Setting (]
WiFi Spot 0
Firewall

IP Address Filtaring

Domain Name Filter

Portmapping

Special Applications
DMz
SIPALG

Looo

I NAT
VICe auon

VPN Pass-through

System ©

Information : Software Update

Basic Settings

If you change Wi-Fi setting. you also need to change setting of Wi-Fi client devices_

Wi-Fi ®ON O OFF

| Show SSID and securlty key an LCD

SSIDA

SSID: BO2HWa-XXXXXX
Authorization method: WPAZ-PSK A
Encryplion method; AES v
WRAsecuritykey, e

Privacy Separator ON v
SSID stealth: Enable ® Disable
ssiDB

ON '™ OFF
Show Password
% Description
ssiD

You can contain @ maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
11 Encryption mode is set to WEF, Wi-Fi client device working in 802.11n only mode may fall to
connect.

SSID steaith
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect.

Disable: This allows search and connection of Wi-Fi network from devices to connect

(1IN g3m buisn) sbuiriss l
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/ © Enter each item © [T

Home : m H Software Update
LAN Wi Fi o NAT
Mobile Network Setting (]
Wi-Fi Spot ] Symmetric NAT is useful in gateways where higher security requirements exist. Cone NAT
m provides lower security, but it allows some applications to perform correctly and is more
Firewall compatible with consumer applications, including applications on gaming devices.
IP Address Filtering © cone ® Symmetric

Domain Name Filter

Portmapping
o s L —

DMZ

SIPALG

UPnP

NAT |
Out Of Service Notification

VPN Pass-through

System o

Eﬁ NAT settings are applied.



| Out of Service Notification

145

Set whether to show notification when Wi-Fi router is out of network service area on the browser of a terminal accessing the Internet

via Wi-Fi router.

In Menu List, EMEEETTE ©

Home w

LAN Wi.Fi
Mobile Network Setting
Wi-Fi Spot

Data Traffic

o
[»]

Firewall

IP Address Filtering
Domain Name Filter
Portmapping
Special Applications
DMEZ

SIPALG

UPnP

Nar

System

Il Qut Of Service Notification '

o

t Of Service N

ication

Information Software Update
Basic Settings

If you change Wi-Fi setting, you also need to change sefting of Wi-Fi client devices

Wi.Fi: ®ON OFF

! Show SSID and security key on LCD

SSIDA

ssID: 602 HWa KKK
Authorization method WPA2-PSK v
Encryption method. AES v
WPA security key [

Privacy Separator oN v
SSID steaith: Enable ® Disable
SsiDB

ON ™ OFF

7 Show Password

# Description

ssiD

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wircless
local area network (LAN Wi-Fi).

Encryption method
1T Encryption mode is set to WEP, Wi-Fi client device working in 802.11n only mode may fail to
connect

SSID stealth
Enable: Turning on this function will not broadcast S3I0. $SI0 should be entered on devices
o connect.

Disable: This allows search and connection of Wi-Fi network from devices 1o connect

(Turn On IV Turn O f C M Apply |

Home erlgs : Data Traffic

LAN Wi-Fi
Mobile Network Setting

Wi-Fi Spot

]
]
]

RowerSeting &

Firewall

IP Address Filtering
Domain Name Filter
Portmapping
Special Applications
DMz

SIPALG

UPnP

NAT

‘Out Of Service Notification

VPN Pass-through

System

Information Software Update

Out Of Service Notification

When network is out of service and couldn't access o internet, there will be a notification on
Web browser.

' Tum On '® Tum OF

ﬁ Out of service notification setting is applied.
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| Setting VPN Pass-through

Enable VPN pass-through tunnels between devices inside LAN and external VPN clients.

In Menu List, O © YRR

LAN Wi-Fi L]
Mobile Network Setting (1]
Wi-Fi §pot 0

Router Setting &)

Firewall

1P Address Filtering
Domain Name Filter
Porimapping
Special Applications
DMz

SIPALG

UPnP

INAT

l VPN Pass-through I

System o

Software Update

Basic Settings

If you change Wi-Fi sefting. you also need fo change setting of Wi-Fi client devices.

Wi-Fi: & ON O OFF

¥ show SSID and security key on LCD

SSIDA

SSID BO2ZHWa-XRXXXX
Authorization method: W
Encryption method: AES .

WPA security key

Privacy Separator ON v
SSID stealth Enable ® Disable
SsiDB

ON ®oFF

() show Password

¥ Description

ssiD

You can contain @ maximum of 32 one-byle alphanumeric characiers as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
If Encryption mode is set to WEP. Wi-Fi client device working in 802.11n only mode may fail to

connect.

SSID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect.

Disable: This allows search and connection of Wi-Fi network from devices to connect.

[EE )

e / R © T

Home : ngs : Data Traffic

LAN Wi-Fi o
Mobile Network Setting [+
Wi-Fi Spot o
Firewall

IF Address Filtering

Domain Name Filter

Portmapping

Special Applications

DMz

SIPALG

UPnP

NAT

Out Of Service Notification

VPN Pass-ihrough |

System [»]

Information Software Update

VPN Pass-through

ON: enable create pptpA2tp/ipsec VPN-passthrough tunnels

OFF: disable create ppip/l2ip/ipsec VPN-passthrough tunnels

ﬁ VPN pass-through setting is applied.
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Check Wi-Fi router device information and change login password for WEB Ul.
Also reset and reboot Wi-Fi router.

| Checking Wi-Fi Router Information

Check device information such as software version.

Item Description
Device name Product name (602HW)
IMEI Serial number
Number Phone number saved to USIM Card
Hardware version Hardware version
Software version Current software version
Firmware version Current firmware version
WEB Ul version Current WEB Ul version
WAN IP Address Wi-Fi router IP address; connect to the Internet with this IP address
WAN IPv6 Address Wi-Fi router IPv6 address

In Menu List, (W Device Information

Home m Data Traffic Information Software Update

LAN Wi-Fi " 1
i © | Basic Settings
Mobile Network Setting o
Wi-Fi Spot [ ] If you change Wi-Fi setiing. you also need to change setting of Wi-Fi client devices.
Router Setting o

Wi-Fi: ® ON OFF

I show SSID and security key on LCD

Device Information SSID A
; 8 SsiD! B02HWa-XXXXXX
Power Save Setting
USB Tethering Authorization method: WPAZ-PSK v
Factory Data Reset Encryption method AES i
Reboat
WWPA security key provones
Privacy Separator: ON i
SSID slealth: Enable '® Disable
sSsiDB
ON ® OFF

| Show Password
3 Description
ssiD
You can contain a maximum of 32 one-byle alphanumeric characlers as a name of wireless
local area network (LAN WI-Fi).

Encryption method
If Encryption mode is set to WEP, Wi-Fi client device working in 802.11n only mode may fail io
connect

SSID stealth

Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect

Eﬂ Check information.
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| Changing Login Password for WEB Ul

Change Login password.

- For enhancing security, it is recommended to change Login password regularly.
- Set safer Login password when setting a new one.

In Menu List, ©

Home m Data Traffic Information Software Update

LAN Wi-Fi . .
: g Basic Settings
Mobile Network Setting 0
Wi-Fi Spot (+] If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices
Router Setting (]

$8ID: You can contain a maximum of 32 one-byte alphanumeric characters as a name of

_ wireless local area network (LAN Wi-Fi)

Device Information
Encryption method: If Encryption mode Is set to WEP. Wi-F client device working In 802.11n
Change Login Password
only made may fail to connect

USB Tethering §SID stealth
Factory Data Resst
Reboot

Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices

to connect,

Disable: This allows search and connection of Wi-Fi network from devices to connect.

¥ Show SSID and security key on LCD

SSIDA

ssiD GOTHWaXO0K |
Authorization method: WPA2.PSK ]
Encryption method AES v|
WPA sacurity key: o |
Privacy Separator ON v |
S8ID steaith Enable ® Disable
ssiDB

ON = OFF

| Shaw Password

Apply

Enter current password € Enter a new password & Re-enter the new password € [3I7

Home : engs Data Traffi

LAN WiFi

Information Software Update

Change Login Password
Mabile Network Setting

[}
]
Wi-Fi Spot o Current password
Router Setting 0 New password:

l

Device Information Gonfim passwrd

Change Login Password |
Power Save Sefting

USB Tethering
Factory Data Reset

Reboot

ﬁ New password is set and WEB Ul Home Page appears.



| Setting Power Save

Set Power Save Setting to ON to save power consumption during use for longer usage time.
The maximum communication speed of mobile network and WLAN is reduced to save power consumption.
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In Menu List, (> Power Save Setting

Home Data Traffic !
LAN Wi-Fi [+]
Mobile Network Setting [+ ]

Wi Fi Spot (+]
Router Setting 0

Device Information

l Power Save Sefting I

Information Software Update

Basic Settings

ITyou change Wi-Fi setting. you also need to change setting of Wi-Fi client devices,

Wi-FI ® ON OFF

# Show SSID and security key on LCD

Factory Data Resat
Reboot

SSIDA
§S8ID B0ZHWa-XXXXXX

method: WPA2-PSK v
Encryption method: AES v
WPA security key: [
Privacy Separator. [on v
SSID stealth: Enable '® Disable
SsiDB

ON ®OFF

Show Password
¥ Description
ssiD
‘You can contain @ maximum of 32 one-byle alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi)

Encryption method
It Encryption mode is set to WEP, Wi-Fi client device working in 802.11n only mode may fail to

connect

$SID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect.

Disable: This allows search and connection of Wi-Fi network from devices to connect.

e / R © T

Home engs

ta Traffic
LAN Wi-Fi (]
Mobile Network Setting ()]
Wi-Fi Spot [+
Router Setting ()]

]

Device Information

Change Login Password

Information Software Update

Power Save Setting

Power save setting switched ON the device will reduce the power consumption, will have a

longer working time.

Power Save Settin

Power Save Setting ‘
USB Tethering

Factory Data Resst
Reboot

ﬁ Power save setting is made.
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| Setting USB Tethering

Set USB standard.

In Menu List, (W USB Tethering

Home Data Traffic = Information : Software Update
LAN Wi-Fi [+] ' "
Basic Settings
Mobile Network Setting 0o
Wi.Fi Spot o If you change Wi-Fi setting, you also need to change setting of Wi-Fi client devices.
Router Setting ]
WiFiz ® ON (O OFF
- I show SSID and security key on LCD
Device Information SSID A
Change Login Password
" B ssiD: B02HWa-XI000
it e Encryption method AES M
Reboot
WPA security key seranses
Privacy Separator. ON v
SSID stealth Enable ‘® Disable
ssibe

ON ™ OFF
| Show Password
2 Description
ssiD
You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
local area network (LAN Wi-Fi).

Encryption method
It Encryption mode Is set to WEP, Wi-Fi client device working in 802 11n only mode may fail to
connect

SSID stealth
Enable: Turning on this function will not broadcast SSID. SSID should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices 1o connect.

Apply |

2N / (=0 © G

S

Sl ©  USB Tethering

Mobile Network Setting

Home

(]
Wi-Fi Spot [} Set up the communication standard of USB. If data communication by USB 3.0, there is a
©

Router Setting possibility that influence the around radio wave.

l ! USB Tethering:

Device Information

Change Login Passiword
Power Save Setting
USB Tethering

Factory Data Reset
Reboot

Fﬁ USB communication standard is set.



| Resetting Wi-Fi Router

Restore Wi-Fi router settings to their factory defaults.

- All settings are restored except contents in USIM Card.
- Alternatively, use Reset Button of Wi-Fi router. See description of Reset Button in "Front/Top/Bottom."
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In Menu List, (>N Factory Data Reset

Information Software Update

Show Password

# Description

ssiD

local area network (LAN Wi-Fi)

Encryption method

connect

§SID stealth

to connect

LAN Wi-Fi o . .
Basic Set‘tlngs
Mobile Network Setting ]
WiFi Spot ] If you change Wi-Fi setling, you also need io change setling of Wi-Fi client devices.
Router Setting o
R " e
: . @i Show SSID and security key on LCD
Device Information SSIDA =
Change Login Password
ssiD. B02HWa-XXXXXX
Power Save Setting
Authorization method WPAZ-PSK hd
Encryption method: AES v
\WPA security key- e
Privaty Separator: ON v
S8ID stealth: Enable '® Disable
SsiDB
ON ®OFF

You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless

If Encryption mode is set to WEP, Wi-Fi client device working in 802.11n only mode may fail to

Enable: Turning on this function will not broadcast SSI0. SSID should be entered on devices

Disable: This allows search and connection of Wi-Fi network from devices to connectl.

Fsetings

ic Information Software Update

LAN Wi-Fi
i ©  Factory Data Reset
Mobile Network Setting [ ]
Wi-Fi Spot [+ ] Click the button below to perform factory data reset.
Router Setting (]

)

Device Information

Change Login Password
Power Save Setting
USB Tethering

Factory Data Reset
Reboot
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E

Information
Are you sure 1o penomm factkory data re set’

r%ﬂ Wi-Fi router reboots to its default settings.
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| Rebooting Wi-Fi Router

In Menu List, ©

Home Data Traffic ' Information Software Update
LAN Wi Fi " =
©  Basic Settings
Mobile Network Setting (]
Wi-Fi Spot (] If you change WI-Fi setting. you also need to change setting of Wi-Fi client devices.
Router Setiing o

Wi-Fi: ® ON O OFF

]

¥ Show SSID and security key on LCD
Device Information ik

SsSiDA
Change Login Password
SsID: B02HWa-JOO0XK
Power Save Setting
USE Tethering Authorization method. WPAZ-PSK v
Encryption method AES v
Reboat
WPA security key: e
Privacy Separator: OoN M
881D stealth: Enable ® Disable
ssiDB

ON ® oFF

Show Password

Description

SsiD
You can contain a maximum of 32 one-byte alphanumeric characters as a name of wireless
lacal area network (LAN Wi-Fi).

Encryption method
If Encryption mode is set to WEP. Wi-Fi client device working in 802.11n only mode may fail to

connect

SSID stealth
Enable: Turning on this function will not broadcast SSID. SSIO should be entered on devices
to connect

Disable: This allows search and connection of Wi-Fi network from devices to connect

2]

Home ngs

Software Update

LAN Wi Fi [»]

(In g3am buisn) sbuiriag

Reboot
Mobile Network Setting o
Wi-Fi Spot (] Click the button below to restart the device.
Router Setting [»]

T )

Device Information

Change Login Password
Power Save Setling
USB Tethering

Factory Data Reset
Reboot

MHZ09
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E

Information
Lo you want to restart ihe oevica?

r%ﬂ Wi-Fi router is rebooted.



Showing/Setting Data Usage

155

Check data traffic volume. Also, set maximum traffic or reset date for data traffic.
Data traffic is an estimation. May differ from actual traffic volume. For actual traffic volume, contact SoftBank Customer Support.

Data traffic does not include Wi-Fi spot communication.

| Checking Data Traffic Volume

Accumulated data traffic volume at the moment from start of use or

days is also shown.

reset is shown. Moreover, the data traffic for a maximum of three

In Menu List, [REiERINEIRILE

pocetWIFT 602HW

me Settings Data Traffic Information Software Update

SoftBank

ull
4G Connected
Connection Settings

Connection status
Received data volume: MB LAN Wi-Fi status:
Transmitted data volume: MB
Duration:

Phone number:

WAN P Address:

WAN IPVE Address:

SupportSite | User Manual

Number of connected users:

EE |ENGLISH v | Log Out

all 4G @) (e

ON

No users

Eﬂ Data traffic is shown.

* Data traffic volume to present for Maximum Traffic set in [REi=RdEiniles=aslacs) is shown. For setting maximum traffic, see "Setting

Maximum Traffic."
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| Setting Auto Reset Date

Set date of month for automatically resetting accumulated data traffic.

In Main Menu, [PEICRIRERT

® .\\ |ENGLISH v | Log Out
po‘kethFI 602HW all 4G wa ()" (I

m + Settings Data Traffic Information Software Update

I SoftBank
«l

4G Connected
Connection Settings

SupportSite | User Manual

Connection status

Received data volume: MB LAN Wi-Fi status: ON
Transmitted data volume: MB Number of connected users: No users
Duration:

Phone number:
WAN IP Address

WAN IPVE Address:

[Setting]

Home : Settings m Information : Software Update :

Data Traffic

Mobile Netwerk

IMonthly data usage
Month
Duration:

Used: MB

0GB 7GB

Last cleared:

Auto reset date: K \E-

Today MB
Yesterday: MB
Two days ago MB
Three days ago MB
‘ | Monthly data usage |
Download MB
Upload MB

‘ | International Roaming |

Download 0 MB
Upload 0MB

Dala lraffic is a approximate value. Actual value can be Tound on support web site.




157

Select date for resetting @ [0

Data Traffic Setiing
Linid usage = fesel dadh manth of
Aisln pesa | Gila. 13 L Bifing da

Lgudmuym Trafic i =8 L

,ﬂq Auto reset date is set.

- Value number is selected between 1 and 31.
- If 31 is set, data traffic is reset at the end of the month.

L% "Reset" and "Auto Reset"

The reset items differ in "Reset" and "Auto Reset."
With "Reset," reset this month, current day, a day ago, two days ago, three days ago immediately.
With "Auto Reset," data traffic for this month resets as the date changes to the day after the auto reset date. Data traffic after the

reset date continues to accumulate.
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| Setting Maximum Traffic

Set monthly data traffic volume. When data traffic volume exceeds the set volume, notification icon etc. appears in Home Screen of Wi-Fi
router.

* When "Monthly" is selected to show data traffic volume on Home Screen of Wi-Fi router, . (bar icon) is shown on Home Screen. When

data traffic volume exceeds the maximum volume set in Data Traffic, bar icon of Data Traffic changes to . (maximum exceeded icon).
Data traffic onto Home Screen is set only on Wi-Fi router. It is not set on WEB UI.

+ Maximum traffic does not mean a limit on data communication. Use this volume as measure of usage.

In Main Menu, [[BERERINEIRRLS

EE5: | ENGLISH v | Log Out

bodetWIFT 602HW e 8

m + Settings Data Traffic Infor

ion Software Update

I SoftBank
«il

4G Connected
Connection Settings

SupportSite | User Manual

Connection status

Received data volume: MB LAN Wi-Fi status: ON
Transmitted data volume: MB Number of connected users: No users
Duration:

Phone number:

WAN IP Address

WAN IPv6 Address:

a

Home Settings w Information Software Update

Data Traffic
Mobile Network
Monthly daia usage
Month
Duration
Used:| MB
0GB 7G8
Last cleared
Auto reset date: 31
Today: MB
Yesterday MB
Two days ago: MB
Three days ago MB
Monthly data usage
Download MB
Upload MB
International Roaming

Download oMB

Upload omB

Data traffic is a approximate value Actual value can be found on support web site
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H

Enter number for data traffic € Select units © [EJI%

Data Traffic Setfing

134 (53ge B fesEl &3cH mon of
Al peas ] dals, It v daty whh you sel Biling dae 2
W Al mod 1o mean o
baamum Trafic m AN mk comiunice _ just usae itas
3 TefRrenCE

,:-?"ﬂ Maximum traffic is set.

- Enter value between 1 and 999.
- Set data volume in GB/MB.
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| Resetting Data Traffic

In Main Menu, [BEIERIEEIRLE

E3: |ENGLISH v | Log Out

bodetWIF 602HW I

m Settings Data Traffic Information Software Update

|| SoftBank

all
4G Connected
Connection Settings
Connection status
Received data volume: =] LAN Wi-Fi status: ON
Transmitted data volume MB Number of connected users; No users

Duration:
Phone number:
WAN IP Address

WAN IPv6 Address:

[Reset]

Home Settings m

Data Traffic
Mobile Network
Monthly data usage
Month
Duration
Used MB
0GB 7G8
Last cleared
Auto reset date: 31 etting
Today MB
Yesterday” MB
Two days ago: MB
Three days ago: MB
Monthly data usage
Download MB
Upload MB
International Roaming

Download 0MB

Upload omB

Data fraffic is a approximate value Actual value can be found on support web site
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Information

Data traffic values will be reset
Are you surs ko resat?

,:5'4 Data traffic volume is reset.
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Confirming Information

Information is received by Wi-Fi router.

| Confirming Information

In Main Menu, [laiieldnEra el

bodetWIF 602HW

e Data Traffic  Information

Settings

ail
4G

Connection status

Received data volume: MB

Transmitted data volume: mB
Duration:

Phone number:

WAN IP Address:

WAN IPvB Address

Software Update

SoftBank

Connected
Connection Settings

LAN Wi-Fi status:

Number of connected users:

SupportSite | User Manual

EE5 ENGLISH v | Log Out

4G @ (" am

ON

No users

Select information to confirm

Home

Information List View (8/9)

O select Al

Settings : Data Traffic W Software Update

Delete

Content

4

Oooooooooaon

ﬁ Information is shown.



| Deleting Viewed Information
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In Main Menu, [aiieldiER el

bocetWIFT 602HW

Settings Data Traffic Information

il
4G

Connection status

Received data volume:
Transmitted data volume: MB
Duration:

Phone number:

WAN IP Address:

WAN IPv6 Address

Software Update

SoftBank

Connected
Connection Settings

LAN Wi-Fi status:
Number of connected users:

SupportSite | User Manual

B ENGLISH v | Log Out

4G @ (@4° am

Select information

Home Settings

Information List View (8/9)

[ select Al

Delete

Content

i

DOooo0oDOoOooo
[
n
n
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| Delete |

Delete

Delete this information?

Fm Information is deleted after pop-up screen is shown.




| Selecting and Deleting Information

165

In Main Menu, [aiieldiER el

bodketWiFi 602HW

Settings Data Traffic

Connection status
Received data volume:
Transmitied data volume:
Duration:

Phone number:

WAN IP Address:

WAN IPVB Address:

Information

|
4

G

MB
MB

Software Update

SoftBank

Connected
Connection Settings

SupportSite | User Manual

LAN Wi-Fi status:

Number of connected users: No users

S8 [ENGLISH v | Login
all 4G @ ()"

ON

Checkmark information to delete

Home : Settings Data Traffic nrmaon : Software Update :

Information List View (8/9)

Delete

Date

Content

- Checkmark "Select All" to select all.
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Home : Seftings Data Traffic Fi ati Software Update
Information List View (8/9)
[ select Al
Date
O
O
O -
O
O
O n
O [

Content

Delete the selected information?

F’-':;'q Information is deleted after pop-up screen is shown.



Setting Software Update
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Make settings for software updates.
Turn auto-software update to to automatically update. If it is , Wi-Fi router checks updates but does not update

automatically.

Setting Auto-Software Update

In Main Menu, [SeifalEIR sl s

EE5:|ENGLISH v | Log Out

PocketwiFf\SOZHW all 4G @ (@ @

W Settings : Data Traffic Information Software Update

I SoftBank
«il

4G Connected
Connection Settings

SupportSite | User Manual

Connection status

Received data volume: MB LAN Wi-Fi status: ON
Transmitted data volume: MB Number of connected users: No users

Duration:

Phone number:
WAN IP Address:
WAN IPv6 Address:

(Enable B/l Disable

Home  Settings = Data Traffic = Information m

Software Update

Data communication will be unavailable during Software Update.

Software update is unavailable in overseas countries,

Auto Update: * Enabile "' Disable
Manual Update: Update |

A

Auto-software update downloading turns / .

(1IN g3m buisn) sbuiriss l
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| Updating Software

In Main Menu, [SleifalEIR= el

55| ENGLISH v | Log Out

bodetWifi 602HW 4G @

m Settings | Data Traffic Information Software Update

SoftBank
il

4G Connected

Connection Settings

SupportSite | User Manual

Connection status

Received data volume: mB LAN Wi-Fi status: ON
Transmitted data volume: MB Number of connected users No users
Duration:

Phone number:
WAN IP Address:

WAN IPv6 Address:

(2]

Home Settings Dy

Traffic Information

Software Update

Dalac ication will be during Sonware Update

Software update is unavailable in overseas countries

Auto Update: ® Enable ' Disable

Manual Update

ﬁ Wi-Fi router checks the latest software.

- When software is the latest, "The latest version" appears. If not the latest, software is updated.

Software Update

Packet communication charges are not applied for software update.
While software is updated, other functions are disabled.

Software update is not available during International roaming.



Setting from Mobile Device
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Access WEB Ul from a smartphone etc. to show WEB Ul page for mobile devices.

| Activating WEB Ul from Mobile Device

- SoftBank Corp. does not guarantee compatibility with all mobile devices.

- Available functions differ in WEB Ul for mobile devices and WEB Ul for computers.

Confirm that Wi-Fi router and mobile device are connected via WLAN.

 For instruction for WLAN connection, see "WLAN (Wi-Fi)."

Activate Web browser and enter URL (http://web.setting) in address bar

P-?"-ﬂ WEB Ul Home Page appears.
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| Logging In to WEB Ul from Mobile Device

In WEB Ul Home Page,

aa
PocketWiFi 602HW Login
all 4G @ (@)4° am [ENGLISH  ~
SoftBank
Connected

Monthly traffic I §1 MB/7GB

{c}:} Settings >
8 Customer Support >
E User Manual >
PC View >

ﬁ"'ﬂ Login window opens.

Enter Login password &

Password:
You can find the default password on Q5G or

Show Password

F?"ﬂ Settings open.

- "admin" is set for Login password by default. For Login password, see "Changing Login Password for WEB UL."
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I WEB Ul Screen on Mobile Device

pocketWiFT 602HW Latn
(oo 0w )—

|

~ SoftBank

Connected

Monthly traffic MB/7GB

8 Customer Support >
User Manual >

PC View

v

Item Description
ED Connected network Connected network details
E3 Monthly traffic Show accumulated data traffic at the moment from start of connection
EJ Settings? Show settings for all functions
I3 Customer Support Connect SoftBank website and open Support Site of 602HW
B User Manual Connect SoftBank website and open User Manual of 602HW
@ PC View Open WEB Ul Home Page for computer
Language setting Change the WEB Ul display language

(In gam buisn) sbuiiias l
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uis 1 Flashes when checking whether interfering with weather radar
- Software update notification

& 1 Appears when update software is detected

+ Notifications

& : Appears when notification received.

- Mobile network signal level

at (Strong)e . (Weak)« =t (Out of service area)

- Network type

4G : 4G connected

LTE : LTE connected

3G 1 3G connected

+ Wi-Fi spot

%= :Wi-Fi spot connected (including SoftBank Wi-Fi Spot)

- Internet connection status

Icons

@ : Appears when Internet connected
: Appears when Internet not connected
+ WLAN status
“° 1 Appears when WLAN is ON, operating at 2.4 GHz (Wi-Fi)
P% : Appears when WLAN is ON, operating at 5 GHz (Wi-Fi)

Number below Wi-Fi communication standard (2.4G/5G) is current number of connected WLAN

devices.

- Battery level

an (High)= <J (Low)

1 (Flashing): Nearly empty (charge Battery)

1 Input Login password when having not logged in to WEB Ul.



| Layout Other than Home Page

Pocl:etUJiFi.‘\ 602HW

Settings

LAN Wi-Fi

Mobile Network

Data Usage

Information

Device Information

Connected Devices

P @RS D )
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Item Description
ED Log Out Log out from WEB Ul
El Home Return to Home Page
EJ Menu Show settings for all functions

(In gam buisn) sbuiiias l

MHZ09



174
Setting LAN Wi-Fi (on

Mobile)

| LAN Wi-Fi Sleep Settings

Setting items are as follows:
Item

Sleep Mode Settings

Description

Set whether to disable WLAN function automatically when Wi-Fi router does not connect to
WLAN devices; WLAN function is not turned off while charging even if Sleep Mode Settings is
ON

In WEB Ul menu, [S&Eslilel

o
PocketWiFi 602HW Login
ail 4G @ @5 @m ENGLISH
SoftBank
Connected

Monthly traffic 147 MB/7GB

Settings

Customer Support

User Manual

&
2
E]

PC View

v VvV V] Vv

Eﬁ Login window opens.

* When already logged in, go to step [El
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Enter Login password &

Password:
You can find the default password on QSG or

5

Show Password

I

3

222 Settings open.

pockotWiFi" 602HW Log0u

= LANWi-Fi >
@ Mobile Network >
Q= Data Usage >
8 Information >
@ Device Information >
% Connected Devices >

(1IN g3m buisn) sbuiriss l
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(4]

Set time until entering Sleep mode © [

s
pocketWifFi 602HW Log Out
& LAN Wi-Fi 0O
General
Sleep Mode Settings I | 5 minutes v l
SSID A
SSID 602HWa-XXXXXX
Authorization method | WPA2-PSK
Encryption method | AES
WPA security key ~ seseeees
Show Password
SSIDB
ON (3 OFF
[ Apply ]

" Select to disable Sleep setting.

Information

If you change Wi-Fi setting, you also need to
change setting of Wi-Fi client devices.
Are you sure you want to save the settings?

[ ] conce

F?"ﬂ Sleep mode setting is complete.
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| LAN Wi-Fi Basic Settings (SSID A)

Make basic WLAN settings for Wi-Fi name (SSID A).

- Setting items are as follows:

Item Description
SSID Set Wi-Fi name (Network Name)
Authorization method Set authorization method
Encryption method Set encryption method

Appears when "WPA2-PSK" or "WPA/WPA2-PSK" is selected in "Authorization method;" enter

WPA security ke
vy password (Security Key)

Appears when "Auto," "Open" or "Shared key" is selected in Authorization method and

WEP key 1 to 4 . .
Encryption method is "WEP;" enter WEP Key

Default key Set default WEP Key

- Checkmark "Show Password" to show entered WPA Security Key and WEP Keys 1 to 4.

In WEB Ul menu,

)
pocketWiFi 602HW Login
all 4G @ @5° am [ENGLISH  ~
SoftBank
Connected

Monthly traffic

{g} Settings

0]
£ Customer Support

EI User Manual

PC View

v VvV V]IV

P-?"-ﬂ Login window opens.

* When already logged in, go to step [EJ.
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a8

Enter Login password &

Password:
You can find the default password on QSG or

ow Hassword

Fﬂq Settings open.

(3

Pc;:ketuJ":i.h 602HW Log Out

LAN Wi-Fi

Mobile Network

Data Usage

Information

Device Information

Connected Devices

@ Q% 2
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Set each item © E3IM

cm

pocketWifFi 602HW LoaQut

& LAN Wi-Fi 0O
General

Sleep Mode Settings 5 minutes
SSID A

SSID 602HWa-XXXXXX
Authorization method | WPA2-PSK

Encryption method | AES

WPA security key ~ J| eeeeeees

Show Password
SSID B
ON (3 OFF
( Apply )|

5

Information

If you change Wi-Fi setting, you also need to
change setting of Wi-Fi client devices.
Are you sure you want to save the settings?

[oc ] comen

P-?"-ﬂ LAN Wi-Fi basic settings for Wi-Fi name (SSID A) are made.
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| Enabling Multi-SSID Function (SSID B)

Make basic WLAN settings for Wi-Fi name (SSID B).

+ To use Wi-Fi name (SSID B), turn off Wi-Fi spot function. Connect to the Internet via mobile network.
+ When Multi-SSID is enabled, connect to Wi-Fi name (SSID A) up to 7 devices, and Wi-Fi name (SSID B) up to 6 devices.
- When Multi-SSID is enabled, communication speed may decrease depending on number of WLAN devices connected.

- Setting items are as follows:

Item Description
SSID Set Wi-Fi name (Network Name)
Authorization method Set authorization method
Encryption method Set encryption method

Appears when "Auto," "Open" or "Shared key" is selected in Authorization method and

WEP key 1 to 4 . .
Encryption method is "WEP;" enter WEP Key

Default key Set default WEP Key

- Checkmark "Show Password" to show entered WEP Keys 1 to 4.

In WEB Ul menu, [SEgdlEE

o
PocketWiFi 602HW Login
ail 4G @ @4° am [ENGLISH  ~|
SoftBank
Connected

Monthly traffic 1 4% MB/7GB

@ Settings >
8 Customer Support >
E] User Manual >
PC View >

Fﬁ Login window opens.

* When already logged in, go to step [EJ.
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Enter Login password &

Password:
You can find the default password on QSG or

ow Hassword

,%q Settings open.

pocket WIFH 602HW Logout

LAN Wi-Fi

Mobile Network

Data Usage

Information

Device Information

vV VvV VvV VvV V]V

Connected Devices

Do @ @& D]
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Turn "SSID B" to @)

Po:ketwiﬁ“GOZHW LoaQut
General
Sleep Mode Settings 5 minutes |
SSID A
SSID 602HWa-XXXXXX
Authorization method | WPA2-PSK v
Encryption method |AES x
WPA security key
Show Password

SSIDB

ON [I5) OFF

[ Apply ]

* Information screen appears when Tapping of "SSID B" with Wi-Fi spot enabled. Tap to disable Wi-Fi spot function

automatically.

Set each item © [ETIM

General
Sleep Mode Settings | 5 minutes 4|
SSID A
SSID 602HWa-XXXXXX
Authorization method | WPA2-PSK 7|
Encryption method | AES |
WPA security key
Show Password
SSiDB
@ON  OFF
SSID 602HWh-XXXXXX
Authorization method | WPA2-PSK v
Encryption method AES r|
WPA security key:
Show Password
[ Apply ] |
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a

Information

If you change Wi-Fi setting, you also need to
change setting of Wi-Fi client devices.
Are you sure you want to save the settings?

[Coc ] e

F?i"q LAN Wi-Fi basic settings for Wi-Fi- name (SSID B) are made.

MHZ09
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Setting Mobile Network (on Mobile)

Connect to a 4G/LTE/3G network with Wi-Fi router and make detailed settings.

| Setting Network Mode

Set preferred Network mode.

- "4G/LTE/3G" is set by default.

In WEB Ul menu,

i)

PocketWiFi 602HW Login
ail 4G §p (@) @m |[ENGLISH  ~
SoftBank
Connected

Monthly traffic I {7 MB/7GB

{:c:):} Settings

o
o Customer Support

E User Manual

PC View

v VvV V]V

rﬁ Login window opens.

* When already logged in, go to step [El.

Enter Login password &

Password:
You can find the default password on QSG or

Show Password

Bﬁ Settings open.
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Mobile Network

)
PocketWiFi 602HW Legeu
= LANWi-Fi >
(;) Mobile Network >
Q= Data Usage >
8 Information >
@ Device Information >
(@) :
S Connected Devices >
Change Network mode € [N
-
PocketWiFi 602HW Log Qut
« Mobile Network 0
Network
Network mode 4G/LTE/3G v

International Roaming

International Roaming Disable

ﬁ Network mode is changed.
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| International Roaming

In WEB Ul menu,

o
PocketWiFi 602HW Loch
all 4G @ 5" @m [ENGLISH v
SoftBank
Connected

Monthly traffic 1 4% MB/7GB

@ Settings >
8 Customer Support >
E] User Manual >
PC View >

ﬁ"'ﬂ Login window opens.

* When already logged in, go to step [EJ.

Enter Login password &

Password:
You can find the default password on QSG or

oW Hassword

ﬁ"'ﬂ Settings open.
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Mobile Network

Pocl:etl.UiFi“ 602HW Log Out

LAN Wi-Fi

Mobile Network

Data Usage

Information

Device Information

v vV WV VIV ]Vv

Connected Devices

o8 1 %[2]

Change International roaming € N3

podetWiFT 602HW et

e Mobile Network O

Network

Network mode 4G/LTE/3G v

International Roaming

International Roaming |Disable v

[ Apply ]

ﬁ International roaming setting is changed.

* When turning to , information screen appears. Click to change international roaming setting.

+ The mobile network can be set manually during International roaming. For details, see "Setting Mobile Network."

.| Notes for Overseas Use

When coming to Japan from overseas, turn the power off and back on.
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Showing/Setting Data Usage (on Mobile)

Check data traffic volume. Also, set maximum traffic or reset date for data traffic.

Data traffic is an estimation. May differ from actual traffic volume. For actual traffic volume, contact SoftBank Customer Support.

| Checking Data Traffic Volume

Accumulated data traffic volume at the moment from start of use or reset is shown. Moreover, the data traffic for a maximum of three

days is also shown.

In WEB Ul menu,

e
PocketWiFi 602HW Logln
all 4G @ @4° am ENGLISH -~
SoftBank
Connected

Monthly traffic 1 4% MB/7GB

{:cz} Settings

o
P Customer Support

E‘ User Manual

PC View

v VvV Vv I]ivVv

Fﬁ Login window opens.

* When already logged in, go to step [EJ.

Enter Login password &

Password:
You can find the default password on QSG or

OwW Fassword

ﬁ"'ﬂ Settings open.
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pocketWiFi 602HW

Settings

LAN Wi-Fi

Mobile Network

Log Out

D

Data Usage

o @ Blgle v

Information

Device Information

Connected Devices

v VvV V]IV ]V Vv

ﬁ Data traffic volume is shown.

* Data traffic volume to present for Maximum Traffic set in is shown. For setting maximum traffic, see "Setting Maximum

Traffic."
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| Setting Auto Reset Date

Set date of month for automatically resetting accumulated data traffic.

In WEB Ul menu,

)

PocketWifFi 602HW Login
ail 4G @ @4 am ENGLISH
SoftBank
Connected

Monthly traffic 1 41 MB/7GB

@ Settings >
8 Customer Support >
E User Manual >
PC View >

Fﬁ Login window opens.

* When already logged in, go to step [EJ.

Enter Login password &

Password:
You can find the default password on QSG or

oW Hassword

ﬁ"'ﬂ Settings open.
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Pocl:etwiﬁ‘\ 602HW Log Out

LAN Wi-Fi

Mobile Network

Data Usage

Information

Device Information

Connected Devices

Do @ @IS1D )

Select date for resetting @ [N

pocetWiFT 602HW e

& Data Usage

Monthly data usage I mMB
Last cleared W -
Today 1EIMB
Yesterday MB
Two days ago ” MB

Three days ago o L MB

[ Reset ]

Setting
Monthly data usage 7 GB X

Auto reset date 31 v

I Apply

ﬁ Auto reset date is set.

+ Value number is selected between 1 and 31.
- If 31 is set, data traffic is reset at the end of the month.
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"Reset" and "Auto Reset"

The reset items differ in "Reset" and "Auto Reset."

With "Reset," reset this month, current day, a day ago, two days ago, three days ago immediately.

With "Auto Reset," data traffic for this month resets as the date changes to the day after the auto reset date. Data traffic after the
reset date continues to accumulate.



| Setting Maximum Traffic

Set monthly data traffic volume.

+ Maximum traffic does not mean a limit on data communication. Use this volume as measure of usage.

193

In WEB Ul menu,

)

PocketWifFi 602HW Login
all 4G @ @5 @m [ENGLISH v
SoftBank
Connected

Monthly traffic 1 41 MB/7GB

{g} Settings >
8 Customer Support >
E] User Manual >
PC View >

,ﬂq Login window opens.

* When already logged in, go to step [Ed.

Enter Login password &

Password:
You can find the default password on QSG or

P-?"ﬂ Settings open.

(1IN g3m buisn) sbuiriss l
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pocketWiFi 602HW i
= LANWi-Fi >
() Mobile Network >
9: Data Usage >
8 Information >
@ Device Information >
8 Connected Devices >

Enter number for data traffic € Select units € [N

)

PocketWiFi 602HW Loc out

“— Data Usage

Monthly data usage I W MB

Last cleared gl

Today L MB

Yesterday = MB

Two days ago " MB

Three days ago L LMB

[ Reset ]

Setting

Monthly data usage 7 GB v
Auto reset date 31 v

ﬁ Maximum traffic is set.

I Apply ||

- Enter value number between 1 and 999.

- Set data volume in GB/MB.




| Resetting Data Traffic
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In WEB Ul menu,

op
PocketWiFi 602HW LogIn
ail 4G @ @)5° am [ENGLISH |
SoftBank
Connected

Monthly traffic 1 4% MB/7GB

{g} Settings

o
P Customer Support

E] User Manual

PC View

v VvV V]V

Pi"'ﬂ Login window opens.

" When already logged in, go to step [EJ.

Enter Login password &

Password:
You can find the default password on QSG or

22 Settings open.

(1IN g3m buisn) sbuiriss l
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pocketWiFi" 602HW Logut

LAN Wi-Fi

D

Mobile Network

Data Usage

Information

Device Information

vV VvV VIV I]IYV Vv

Connected Devices

Do @ WI&]? )

PocetWIFT 602HW i

e Data Usage

Monthly data usage L mMB
Last cleared T -
Today LEIMB
Yesterday “MB
Two days ago " MB

Three days ago 0oL MB

[ Reset ]

Setting
Monthly data usage 7 el .

Auto reset date 31 v
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Information

Data traffic values will be reset.
Are you sure to reset?

Yes

,:3"5 Data volume is reset.

(1IN g3m buisn) sbuiriss l
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Confirming Information (on Mobile)

Information is received by Wi-Fi router.

| Confirming Information

In WEB Ul menu,

o
PocketWiFi 602HW Loghh
ail 4G & @5° am [ENGLISH v
SoftBank
Connected

Monthly traffic 147 MB/7GB

@ Settings >
% Customer Support >
E] User Manual >
PC View >

ﬁ"'ﬂ Login window opens.

" When already logged in, go to step [EJ.

Enter Login password &

Password:
You can find the default password on Q5SG or

Show Password

rﬁ Settings open.
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pocketUiFi 602HW Loacu
[ == @)
= LANWi-Fi >
() Mobile Network >
9: Data Usage >
8 Information > I
@ Device Information >
8 Connected Devices >

ﬁ Information is shown.

Select information to confirm

pocketWiFi" 602HW

Information

K(

= oEm W

U KR O K KR R K K¢
O0000000:U

[ m|

Select All Delete

Eﬂ Information is shown.

(1IN g3m buisn) sbuiriss l
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| Selecting and Deleting Information

In WEB Ul menu,

o
PocketWiFi 602HW Login
all 4G @ 5" am [ENGLISH v
SoftBank
Connected

Monthly traffic 147 MB/7GB

@ Settings >
8 Customer Support >
E] User Manual >
PC View >

ﬁ"'ﬂ Login window opens.

* When already logged in, go to step [EJ.

Enter Login password &

Password:
You can find the default password on QSG or

Show Password

ﬁ"'ﬂ Settings open.
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pocketWiFi 602HW Loo0ut
| e @)
= LANWi-Fi >
() Mobile Network >
9: Data Usage >
8 Information > I
@ Device Information >
8 Connected Devices >
4
Checkmark information to delete
N
PocketWiFi 602HW Sl

&
=

U O KO O K R K KR K¢

Information

5w

Select All

w

Delete

<IN < < I <

O 0000

+ Checkmark "Select All" to select all.

(1IN g3m buisn) sbuiriss l
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5]
pocketWiFi 602HW Ly

e Information

0 KNHMIKIHOKNKK
O 00008’ B

[ m|

Select All Delete

Delete

Delete the selected information?

- YES

FS'H Information is deleted after pop-up screen is shown.



Checking Wi-Fi Router Information (on Mobile)
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| Checking Wi-Fi Router Information

Check device information such as software version.

Item

Device name

Description

Product name (602HW)

IMEI

Serial number

Number

Phone number saved to USIM Card

Hardware version

Current hardware version

Software version

Current software version

Firmware version

Current firmware version

WEB Ul version

Current WEB Ul version

WAN IP Address

Wi-Fi router IP address; connect to the Internet with this IP address

WAN IPv6 Address

Wi-Fi router IPv6 address

In WEB Ul menu,

podkotWiFi 602HW

SoftBank

Connected

all 4G @ 5° am [ENGLISH  +

Log In

Monthly traffic 1 4% MB/7GB

{§} Settings

o
P Customer Support

E User Manual

PC View

v VvV V]V

,:Eﬂ Login window opens.

" When already logged in, go to step [EJ.

(1IN g3m buisn) sbuiriss l
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Enter Login password &

Password:
You can find the default password on QSG or

Show Password

Fﬂq Settings open.

Device Information

PocketUJiFi‘\ 602HW Log Out

LAN Wi-Fi

Mobile Network

Data Usage

Information

Device Information

Connected Devices

PIOIK & D )

Bﬁ Information is shown.
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Checking Connected Devices

| Checking Connected Devices

Check IP addresses, host names, MAC addresses, and communication duration of connected devices.

In WEB Ul menu,

e
PocketWiFi 602HW Loaln
all 4G @ (@) @ [ENGLISH  ~
SoftBank
Connected

Monthly traffic I 47 MB/7GB

{c—):} Settings

@)
o Customer Support

E User Manual

v VvV VvV I]Vv

PC View

,ﬂq Login window opens.

* When already logged in, go to step [EM.

Enter Login password &

Password:
You can find the default password on QSG or

Show Password

,%q Settings open.

(1IN g3m buisn) sbuiriss l
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Device Information

Connected Devices

.
pocketWiFi 602HW Log Qut
= LANWi-Fi >
@ Mobile Network >
Fas
Q= Data Usage >
8 Information >
= >
2 >

ﬁ Information of connected devices is shown.
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Troubleshooting

| Check Here First

If symptoms continue even after checking, contact a nearby
SoftBank Shop or Customer Service.

Hints

Unable to connect WLAN

Make sure Wi-Fi router and WLAN device WLAN
functions are activated. When five minutes elapse
after no WLAN devices are connected and Display
turns off, Wi-Fi router goes into Sleep mode and WLAN
function of Wi-Fi router is disabled. Thereafter, mobile
network is also disconnected in 30 minutes. Press

to enable WLAN function. Change time before

turning off in [SESeHMellE in Wi-Fi router

. For details, see "Setting Sleep Mode."

Confirm that Wi-Fi name of Wi-Fi router is selected
and correct password (Security Key) is set on WLAN
device. If you forget Wi-Fi name or password (Security
Key), see in Wi-Fi router Touch Menu or
on WEB Ul and change password (Security Key)
on WLAN device.

For details, see "Wi-Fi Name and Password (Security
Key)," "LAN Wi-Fi Basic Settings (SSID A)." Some WLAN
devices do not support WPA/WPA2. See WLAN device
user guide.

If you are unable to connect with WPS function, see
WLAN device user guide etc.

If problem persists, set up WLAN manually. See each
topic of "WLAN (Wi-Fi)."

Change Wi-Fi Communication and retry. For details, see
"Wi-Fi Communication Standard Setting."

Connection may fail when Wi-Fi router is connected
to a WLAN device with Wi-Fi router’s "Wi-Fi PMF"
enabled. In that case, use WEB Ul to turn "Wi-Fi PMF"
in "LAN Wi-Fi" to OFF. For details, see "LAN Wi-Fi
Advanced Settings."

PC does not recognize Wi-Fi router by USB connection
(Windows 10)

Confirm that Wi-Fi router is properly connected to PC.

Remove Wi-Fi router from PC, restart PC, then
reconnect Wi-Fi router.

Follow these steps to confirm proper Wi-Fi router
installation.

Right-click the Start menu © (5]

Confirm that the following are shown

- Before driver installation: "HUAWEI Mass Storage USB
Device" in "DVD/CD-ROM drives," "USB Mass Storage
Device" in "Universal Serial Bus Controllers"

- After driver installation: "Remote NDIS based
Internet Sharing Device" in "Network adapters"

PC does not recognize Wi-Fi router by USB connection
(Windows 8.1)

Confirm that Wi-Fi router is properly connected to PC.

Remove Wi-Fi router from PC, restart PC, then
reconnect Wi-Fi router.

Follow these steps to confirm proper Wi-Fi router
installation.

Open Desktop window & Explorer & Right-click
) © ©

© © Confirm that the
following is shown

- Before driver installation: "HUAWEI Mass Storage USB
Device" in "DVD/CD-ROM drives," "USB Mass Storage
Device" in "Universal Serial Bus Controllers"

- After driver installation: "Remote NDIS based
Internet Sharing Device" in "Network adapters"

PC does not recognize Wi-Fi router by USB connection
(Windows 8)

Confirm that Wi-Fi router is properly connected to PC.

Remove Wi-Fi router from PC, restart PC, then
reconnect Wi-Fi router.

Follow these steps to confirm proper Wi-Fi router
installation.

Open Desktop window & Explorer & Right-click

© ©

© © © Confirm that

the following is shown

- Before driver installation: "HUAWEI Mass Storage USB
Device" in "DVD/CD-ROM drives," "USB Mass Storage
Device" in "Universal Serial Bass Controllers"

- After driver installation: "Remote NDIS based

Internet Sharing Device" in "Network adapters"”

PC does not recognize Wi-Fi router by USB connection
(Windows 7)

Confirm that Wi-Fi router is properly connected to PC.

Remove Wi-Fi router from PC, restart PC, then
reconnect Wi-Fi router.

Follow these steps to confirm proper Wi-Fi router
installation.

Start Explorer & Right-click ©
(SN System Properties )
© © Confirm that the following is

shown

- Before driver installation: "HUAWEI Mass Storage USB
Device" in "DVD/CD-ROM drives," "USB Mass Storage
Device" in "Universal Serial Bus Controllers"

- After driver installation: "Remote NDIS based
Internet Sharing Device" in "Network adapters"



PC does not recognize Wi-Fi router by USB connection
(Windows Vista)

Confirm that Wi-Fi router is properly connected to PC.

Remove Wi-Fi router from PC, restart PC, then
reconnect Wi-Fi router.

Follow these steps to confirm proper Wi-Fi router
installation.

Right-click © ©
© In "User Account Control" window,

EH © EXED © CETEERS ©

Confirm that the following is shown

- Before driver installation: "HUAWEI Mass Storage USB
Device" in "DVD/CD-ROM drives," "USB Mass Storage
Device" in "Universal Serial Bus Controllers"

- After driver installation: "Remote NDIS based
Internet Sharing Device" in "Network adapters"

Installer does not automatically activate (Windows PC)

It takes time to recognize new hardware. Wait for
approximately ten seconds. If installer does not
automatically activate, manually install the driver. For
details, see "Manual Installation."

When some security software is installed in your PC,
stop security software before installing. For stopping
security software, see security software user guide.

Charging time is long

Charging via USB connection with PC takes longer.
Do not use except for compatible AC Charger (sold
separately) or supplied USB Cable to charge Battery.
May cause malfunction.

It takes longer to charge while using Wi-Fi router.

Internet connection fails
Make sure you are within the service area.

If signal reception is poor, move to where signal is
strong, then reconnect.

The access point might be busy depending on the time
of day, wait a little while then reconnect.

Activate WEB Ul and confirm that Wi-Fi spot setting
and network settings are correct.

Unable to connect Wi-Fi spot

Confirm that access point to be connected is
compatible with Wi-Fi router. For specifications of
access point, see access point user guide.

Confirm that Wi-Fi spot settings such as password
(Security Key) are properly made. For settings, see
"Setting Wi-Fi Spot."
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Transmission fails
Signal may be weak. Move to where signal is stronger.

Check Battery of Wi-Fi router. If Battery is low,
charge Battery with PC using USB Cable or AC Charger
(sold separately).

Confirm that Wi-Fi router and WLAN device, PC, etc.
are properly connected via WLAN or USB Cable.

If Wi-Fi router is connected via WLAN, power off Wi-Fi
router, then power on again.

If Wi-Fi router is connected using USB Cable, remove
Wi-Fi router from PC, then reconnect.

Some WLAN devices may stop when no data transfer
is made for a certain period of time. See WLAN device
user guide.

If problem persists, restart PC, then reconnect to Wi-
Fi router.

Transmission from WLAN device connected to Wi-Fi
router fails

Confirm that USIM Card is recognized.

Confirm that Wi-Fi router is properly connected to
the Internet. When connected to the Internet, Internet

connection icon ([@) appears in Home Screen.

Data traffic is unavailable during Wi-Fi router
software update. Try to connect after software is
updated.

> > > P

Transmissions are slow
Signal may be weak. Move to where signal is stronger.
Connection may be poor. Try again later.

Interference with nearby WLAN device etc. may occur.
Change Wi-Fi router channel or connect with USB Cable.
For changing WLAN channel, see "LAN Wi-Fi Advanced
Settings."

Connection may fail when Wi-Fi router is connected
to a WLAN device with Wi-Fi router’s "Wi-Fi PMF"
enabled. In that case, use WEB Ul to turn "Wi-Fi PMF"
in "LAN Wi-Fi" to OFF. For details, see "LAN Wi-Fi
Advanced Settings."

Using TV, radio or microwave oven may cause
interference signal reception of Wi-Fi router. Use them
apart from Wi-Fi router or turn them off to check if
they interfere Wi-Fi router signal reception.

If temperature of Wi-Fi router remains high for a long
time, communication may be restricted. Try to connect
after a while.

If Wi-Fi router is covered with cover or case, remove
it.

When Power save setting is ON, the maximum
communication speed is reduced to save power
consumption. Turn Power save setting to OFF. For
details, see "Using Power Save Setting" and "Setting
Power Save."

xIpuaddy l
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Forgot PIN/Unknown PUK Code/USIM Card is locked

Contact Customer Service, General Information.

USIM Card is not recognized/recognized as an invalid
USIM Card

Make sure USIM Card is inserted correctly. For details,
see "Installing USIM Card."

Check USIM Card for warping.
Check USIM Card IC chip for scratches/corrosion.

Debris on USIM Card (particularly on IC chip) may
prevent recognition. Clean it with a soft cloth.

Check above all. If problem persists, contact Customer
Service.

Confirming Administrator logon

For Windows 10, follow these steps to check.

Right-click the Start menu © (@RI ©
© Make sure that the account type

you are logging in as is "Administrator."

For Windows 8.1, follow these steps to check.

Move the pointer into the upper-right or lower-right

corner © B charm © @AY ©
in "User Accounts and Family

Safety" @ Make sure that the account type you are
logging in as is "Administrator."
For Windows 8, follow these steps to check.

Move the pointer into the upper-right or lower-right

corner © B charm © @AY ©
in "User Accounts and Family

Safety" € Make sure that the account type you are

logging in as is "Administrator."

For Windows 7 or Windows Vista, follow these steps to
check.

DN Control Panel 5
and Family Safety J-] © Confirm

that account type is "Administrator."
For Mac OS X (10.12), follow these steps to check.

In the Apple menu, EEEEEEEES ©
IETEEVEES © Confirm that account type is

"Administrator."

Communication is not available with out of service

indicated when moving from Japan to abroad

Make sure that International Roaming for International
Roaming is enabled. For details, see "International
Roaming."

Resetting factory defaults (Reset)

Use Reset Button or WEB Ul to reset. For details, see
"Front/Top/Bottom" or "Resetting Wi-Fi Router" (for
WEB UlI).

Canceled phone number appears on WEB Ul

Phone number may appear on WEB Ul screen depending
on terms of contract or cancellation method.

Wi-Fi router operations are unstable

Confirm that Wi-Fi router is not used in extreme
temperatures/high humidity/direct sunlight/dusty
areas. Read "Safety Precautions" beforehand for using
under proper environment.

Wi-Fi router goes off

Confirm that Wi-Fi router is not used in extreme
temperatures/high humidity/direct sunlight/dusty
areas. Read "Safety Precautions" beforehand for using
under proper environment,

Reboot Wi-Fi router and check battery level. If Battery
is low, charge Battery, power on 10 minutes after
charging starts, then check if Wi-Fi router works

properly.

Wi-Fi router is inoperative
Operate as follows.

Remove Battery &) Insert Battery & Power on after

a while

For removing Battery, see "Inserting/Removing
Battery."

> > > P

Connection for voice chat or video chat fails
Make sure Wi-Fi router is within the service area.
Signal may be weak. Move to where signal is stronger.

For UPnP compatible applications, enable UPnP.

Start WEB UI, (>N Router Setting
© Select for "UPnP" and Click X310 .

IP address error is shown

If IP address of Wi-Fi spot and IP address of Wi-Fi
router are duplicated, IP address error is shown on
Display of Wi-Fi router.

When using the Wi-Fi spot function, and connect to
the Internet through the access point of the public
WLAN service, duplicating the IP address of the LAN
Wi-Fi and Wi-Fi spot may occur and Internet connection
is unavailable in this situation. Activate WEB Ul and
see "Router Setting" for details on changing current
IP address to a different IP address (by default, IP
address of Wi-Fi router is set to "192.168.128.1.")

If an IP address error occurs in this setting, change
the third portion of the "128" in the "192.168.128.1"
from the left to another number). Accordingly, change
starting IP address/ending IP address in

and click [N . When Wi-Fi router's IP address is

changed, changing some settings of [Rellid=aS=aaile
for functions linked to the IP address may be required.



Specifications

| Wi-Fi Router

Item Description
Product Name 602HW
. . Approx. 65.1 mm (H) x 109.9 mm (W) x
Dimensions
15.5 mm (D)
Weight Approx. 135 g
Interface USB 3.0 (Type-C plug)
On standby: 0.015 W
Power L
. In communication: 1.3 W
Consumption ) .
*Power consumption varies by usage
Operation Operating Temperature: 0°C to 35°C
Environment Humidity: 5% to 95%
Domestic use
4G: B41, B42
FDD-LTE: B1, B3, B8, B11
Overseas use
Compatible 4G: B41, B42
Networks FDD-LTE: B1, B2, B3, B4, B12, B17, B25,
B26

3G: B1, B2, B4, B8
Wi-Fi: IEEE 802.11a/b/g/n/ac (Wi-Fi
spot), IEEE 802.11 a/b/g/n/ac (LAN Wi-Fi)
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4G:

Upstream: 2496 MHz to 2690 MHz, 3480
MHz to 3600MHz

Downstream: 2496 MHz to 2690 MHz,
3480 MHz to 3600MHz

FDD-LTE:

Upstream: B1 (1920 MHz to 1980 MHz),
B2 (1850 MHz to 1910 MHz), B3 (1710
MHz to 1785 MHz), B4 (1710 MHz to
1755 MHz), B25 (1850 MHz to 1915
MHz), B26 (814 MHz to 849 MHz), B8
(880 MHz to 915 MHz), B11 (1427.9 MHz
to 1447.9 MHz), B12 (699 MHz to 716
MHz), B17 (704 MHz to 716 MHz)
Downstream; B1 (2110 MHz to 2170
MHz), B2 (1930 MHz to 1990 MHz), B3
(1805 MHz to 1880 MHz), B4 (2110 MHz
to 2155 MHz), B25 (1930 MHz to 1995
MHz), B26 (859 MHz to 894 MHz), B8
(925 MHz to 946 MHz), B11 (1475.9MHz
to 1495.9 MHz), B12 (729 MHz to 746
MHz), B17 (734 MHz to 746 MHz)

3G:

Upstream: B1 (1920 MHz to 1980 MHz),
B2 (1850 MHz to 1910 MHz), B4 (1710
MHz to 1755 MHz), B8 (880 MHz to 915
MHz)

Downstream: B1 (2110 MHz to 2170
MHz), B2 (1930 MHz to 1990 MHz), B4
(2110 MHz to 2155 MHz), B8 (925 MHz to
946 MHz)

Wi-Fi:

2400 MHz to 2483.5 MHz (all 13ch)
5180 MHz to 5320 MHz, 5500 MHz to
5700 MHz

Frequency

Continuous
Standby
Time? 2

Approx. 850 hours

Continuous
o Power save OFF: Approx. 6hours
Communication
. Power save ON: Approx. 8.5 hours
Time2

1 Carrier aggregation not applied.
2 Continuous standby time and continuous communication
time depend on environment, signal conditions, etc.

| usB Cable

Item Description

Product Name USB Cable TypeA/C (HWDCK1)

Cable Length Tm

Plug Type USB Plug/Type-C Plug

xIpuaddy l
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| Battery

Item

Product Name

Description

Battery (HWBCK1)

Voltage 3.8V
Type Lithium-ion polymer battery
Capacity 2400 mAh

| Material List

- Wi-Fi router
Parts Materials/Finishing
Outer Case .
PC/coating
(Front)
Outer Case .
) PC/coating
(Side)
Touchscreen Glass
Power Button PC/coating
Reset Button PC + ABS
Battery Cover PC/coating
Sheet PET
Nameplate PET
Liquid
Contact PP + water-soluble paper
Indicator
Outer Case
Batter
(. y . PA
Side) (Resin
Part)
Outer Case
(Battery .
) Aluminum alloy
Side) (Metal
Part)
USIM Card ) )
Nickel copper alloy/gold plating
Stopper
USIM Card
Slot (Resin LCP
Part)
USIM Card ) )
Phosphor bronze/gold plating, nickel
Slot (Metal )
plating
Part)
Battery
Terminals LCP

(Resin Part)

Battery
Terminals
(Metal Part)

Titanium copper alloy/gold plating

- USB Cable
Parts Materials/Finishing
Outer Case TPE
USB Plug Brass/nickel plating
Type-C Plug SPCC-SD/nickel plating

- Battery

Parts Materials/Finishing
Body PC + ABS
Terminal Copper/gold plating, nickel plating
Liquid
Contact Water-soluble paper/OPP film
Indicator
Printed Label PET

| GPL Written Offer

This product contains free software complying with GNU
General Public License (Version 2). For details, refer to the
following web page
http://consumer.huawei.com/minisite/copyright_notice/

or contact mobile@huawei.com.


http://consumer.huawei.com/minisite/copyright_notice/

Warranty & Service

| Warranty

Wi-Fi router purchase includes Warranty.

- Confirm shop name and purchase date.
- Read contents of Warranty and keep it in a safe place.
- The warranty period is found in the Warranty.

Precautions

Damages

SoftBank Corp. is not liable for any damages resulting from
use of Wi-Fi router.

Accidents/Repair

Files and settings may be lost or altered due to accidents
or repairs. Keep a copy of important files, etc. SoftBank
Corp. is not liable for damages resulting from loss or
alteration of files or settings due to accident or repair.

Disassembling/Modifying Wi-Fi Router

Disassembling or modifying this Wi-Fi router may be a
violation of the Radio Law. Note that SoftBank Corp. does
not accept repair requests for modified products.

| Servicing

Before submitting Wi-Fi router for repairs, contact a
SoftBank Shop or Customer Service, General Information; be
prepared to describe problem in detail.

+ During the warranty period, repairs are made under the
terms and conditions described in the Warranty.

- After the warranty period, repairs are upon request; if said
repairs are made, you are charged for them.

4 Further Inquiry

For more information, contact a SoftBank Shop or
Customer Service.
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Customer Service

For Wi-Fi router or service information, call General

Information. For repairs, call Customer Assistance.

| SoftBank Customer Support

. General Information

From a SoftBank handset, dial toll free at 157
From a landline/IP phone, dial toll free at 0800-919-0157

. For Customer Assistance

From a SoftBank handset, dial toll free at 113

From a landline/IP phone, dial toll free at 0800-919-0113
If you cannot reach a toll free number, use the number
(charges apply) below for your service area:

Hokkaido Area, Tohoku Area, Hokuriku Area, Kanto &
Koshinetsu Area: 022-380-4380 (Charges apply)

Kansai Area: 06-7669-0180 (Charges apply)

Chugoku Area & Shikoku Area, Kyushu & Okinawa Area:
092-687-0010 (Charges apply)

| SoftBank Technical Support Center

Setup, Operations & Technical Issues: Service hours
Weekdays 9:00 am - 7:00 pm

Saturdays, Sundays, and holidays 9:00 am - 5:00 pm
From a SoftBank handset, dial toll free at % 5525

From a landline/IP phone, dial toll free at 0088-21-5525
*Not available from outside Japan.

| SoftBank Global Call Center

From outside Japan, dial +81-92-687-0025 (toll free from
SoftBank handsets)

If handset is lost/stolen, call this number immediately
(international charges apply)

xIpuaddy l
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Safety Precautions

Safety Precautions

General Notes

Specific Absorption Rate (SAR) Information for this
Product
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Safety Precautions

Read safety precautions before using Wi-Fi router.
Observe precautions to avoid injury to self or others, or
damage to property.

| Labels & Symbols

These labels indicate the degree of risk from improper use.
Make sure you thoroughly understand their meanings before

reading on.
Mark Description
/\ DANGER Great risk of death or serious injury™
from improper use
/\ WARNING Risk of death or serious injury*! from
improper use
/\ CAUTION Risk of minor injury*2 or damage to

property*3 from improper use

*1 Serious injury: Refers to loss of sight, injury, burns (high-
and low temperature), electric shock, broken bones, injuries
with residual aftereffects from poisoning, etc., and injuries
requiring hospital admission for treatment or long-term
hospital attendance as an outpatient.

*2 Minor injury: Refers to injuries, burns (high- and low-
temperature), electric shock, etc. that do not require hospital
admission for treatment or long-term hospital attendance as
an outpatient.

*2 Damage to property: Refers to extended damage to
buildings, furniture, livestock, pets, etc.

Mark Descriptions

Prohibited actions

Prohibited

Disassembly prohibited

Do Not
Disassemble

Ad.wd Exposure to liquids prohibited
Or Moisture

T
D Use with wet hands prohibited
Wet Hands

0 Compulsory actions
Compulsory

% Unplug from outlet

Disconnect
Power Source

Wi-Fi Router, USIM Card, Battery, USB
Cable Charger

/\ DANGER

Prohibited

Do not use, store, or leave Wi-Fi router/
related hardware in a place that reaches high
temperatures or where heat collects (e.g.

near fire or source of heat, under a kotatsu
(blanketed warming table) or bedding, in direct
sunlight, inside vehicles on a hot day, etc.).

May cause fire, burns, injury, electric shock, etc.

Prohibited

Do not put Wi-Fi router/related hardware

in or close to a cooking appliance such as a
microwave or IH cooking heater, or a high-
pressure container such as a pressure cooker.

May cause fire, burns, injury, electric shock, etc.

Prohibited

Do not cover Wi-Fi router/related hardware
with sand, soil, or mud. Do not place directly
on sand, soil, or mud. Do not touch Wi-Fi
router/related hardware with hand covered
with sand.

May cause fire, burns, injury, electric shock, etc.

Do Not
Disassemble

Do not disassemble or modify.

May cause fire, burns, injury, electric shock, etc.

Avoid Liquids
Or Moisture

Keep away from water and other liquids
(beverage, sweat, sea water, pet urine, etc.).

May cause fire, burns, injury, electric shock, etc.

Avoid Liquids
Or Moisture

Do not put water or other liquids in terminals
(beverage, sweat, sea water, pet urine, etc.).

May cause fire, burns, injury, electric shock, etc.



Prohibited

Do not charge Wi-Fi router/related hardware
while wet with liquids such as water (beverage,
sweat, sea water, pet urine, etc.).

May cause fire, burns, injury, electric shock, etc.

Compulsory

Use specified optional accessories only.

May cause fire, burns, injury, electric shock, etc.
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/\ WARNING

Prohibited

Do not drop, step on, throw or otherwise
subject to strong force, impact or vibration.

May cause fire, burns, injury, electric shock, etc.

Prohibited

Keep terminals away from conductive materials
and do not let dust enter Wi-Fi router/related
hardware.

May cause fire, burns, injury, electric shock, etc.

Prohibited

Do not cover/wrap with bedding, etc. during
use or charging.

May cause fire, burns, etc.

Compulsory

If Battery does not charge after specified
time, stop charging.

May cause fire, burns, injury, etc. due to overcharging.

Compulsory

Keep Wi-Fi router off and stop charging
Battery near gas station or places with
fire/explosion risk (flammable gases or fine
particulates).

Wi-Fi router use near petrochemicals, etc. may cause fire/
explosion.

Compulsory

Take these actions in case of odd sound, odor,
smoke, overheating, discoloring or deformation
during use, charging, or storage:

1. Unplug Wi-Fi router/related hardware.

2. Power off.

3. Remove Battery.

Failure to do so may cause fire, burns, injury, electric
shock, etc.
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/\ CAUTION

Prohibited

Do not use Wi-Fi router/related hardware when
damaged.

May cause fire, burns, injury, etc.

Prohibited

Do not place Wi-Fi router/related hardware on
unstable/uneven surfaces.

Wi-Fi router or related hardware may fall, resulting in

injury.

Prohibited

Do not use or store in a place that is subject
to high humidity, excessive dust, or high
temperatures.

May cause fire, burns, electric shock, etc.

Prohibited

A guardian should give children proper
instructions and do not allow them to use Wi-
Fi router in a wrong way.

May cause injury.

Prohibited

Do not leave Wi-Fi router and related hardware
within the reach of infants.

Infants may swallow Wi-Fi router or related hardware,
resulting in injury.

Compulsory

Be careful while in use or while charging
for a long period. Do not touch Wi-Fi router
and related hardware for long periods
unintentionally while sleeping, etc.

Wi-Fi router, Battery, or AC Charger may become hot
while in use or while charging for a long period, and cause
redness, itchiness, rash, low-temperature burns, etc.
depending on your physical condition.

| wi-Fi Router

/\ DANGER

Do not heat or dispose of Wi-Fi router in fire.

Battery may ignite, burst, overheat, or leak, and may result
in fire, burns, injury, etc.

Prohibited

Do not damage Wi-Fi router by nailing,
hammering, stomping on it, or otherwise
subjecting it to excessive force.

Battery may ignite, burst, overheat, or leak, and may result
in fire, burns, injury, etc.

Compulsory

If matter inside Display gets into eyes or
mouth, immediately rinse with water and
consult a doctor immediately. Do not rub the
eyes.

Failure to follow the instruction may cause blindness or
poor health.



/\ WARNING

Prohibited

Do not put liquid such as water (beverage,
sweat, sea water, pet urine, etc.) or foreign
objects such as anything metal or flammable
into USIM Card slot.

Insert USIM Card in correct position and
orientation.

May cause fire, burns, injury, electric shock, etc.

Compulsory

Power off when boarding aircraft.

Follow the regulations of the airline for use aboard
aircraft. Otherwise, use may affect an aircraft’s electronic
equipment. Prohibited usage of Wi-Fi router in aircraft is
punishable by law.

Compulsory

Follow medical facility rules regarding use of
Wi-Fi router in facilities.

Power off in a prohibited area. May affect electronic
equipment or electric medical equipment.

Compulsory

If wearing electric medical equipment, check
with the equipment manufacturer or dealer for
information about the effects of radio waves.

May affect electric medical equipment.

Compulsory

Power off near electronic devices or equipment
operating on high precision control or weak
signals.

May cause electronic malfunction, etc.

Take added care near these devices: Hearing aids,
implanted cardiac pacemakers, implanted cardioverter
defibrillators, other electric medical equipment, and other
automatically controlled devices or equipment. When using
implanted cardiac pacemakers, implanted cardioverter
defibrillators, or other electric medical equipment, check
with the equipment manufacturer or dealer for information
about the effects of radio waves.

Compulsory

If Display is damaged, be careful of exposed
interior components.

Touching damaged or exposed parts may cause burns,
injury, electric shock, etc.
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/\ CAUTION

Prohibited

If you damage Display and the internal matter
leaks, do not let it get on face or hands, on
clothes, etc.

May cause blindness or skin harm. If internal matter gets
into eyes or mouth, or on skin or clothes, rinse with water
immediately. If internal matter gets into eyes or mouth,
consult a doctor immediately after rinsing with water.

Prohibited

Do not apply excessive force when removing
Battery cover.

Battery cover may be damaged, resulting in injury.

Prohibited

Be careful not to pinch your finger when
attaching Battery Cover.

Failure to do so may result in injury.

Prohibited

Do not use Wi-Fi router/related hardware with
its Battery Cover off.

May cause burns, injury, electric shock, etc.

Compulsory

If using in vehicles, check with the automobile
manufacturer or dealer for information about
the effects of radio waves.

Wi-Fi router use may affect electronic equipment. In such
case, discontinue Wi-Fi router use immediately.

Compulsory

View Display in a sufficiently bright location,
at a reasonable distance from Display.

May deteriorate vision.

Compulsory

If you experience any skin irritation associated
with Wi-Fi router use, discontinue Wi-Fi router
use and consult a doctor.

May cause itchiness, skin irritation, or rashes depending on
your physical condition. (See "Material List")
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| Battery

Check battery type on label for use/disposal.

Mark Battery type

Li-ion OO Lithium-ion polymer battery

/\ DANGER

Prohibited

Do not let anything metal (necklaces, hairpins,
etc.) or conductive material contact connection
terminals. Do not carry or store Battery with
such objects or materials.

Battery may ignite, burst, overheat, or leak, and may result

in fire, burns, injury, etc.

Compulsory

Confirm Battery orientation when inserting.

Insertion with incorrect orientation may cause Battery
to ignite, burst, overheat, or leak, and may result in fire,

burns, injury, etc.

Do not force Battery into Wi-Fi router.

Battery may ignite, burst, overheat, or leak, and may result

in fire, burns, injury, etc.

Do not heat or dispose of Battery in fire.

Battery may ignite, burst, overheat, or leak, and may result
in fire, burns, injury, etc.

Prohibited

Do not damage Battery by nailing, hammering,
stomping on it, or otherwise subjecting it to
excessive force.

Battery may ignite, burst, overheat, or leak, and may result

in fire, burns, injury, etc.

Compulsory

If matter inside Battery gets into eyes, do not
rub; immediately rinse with water and consult
a doctor immediately.

May cause blindness or poor health.

/\ WARNING

Prohibited

Do not use Battery in case of abnormal odor,
overheating, discoloring, or deformation.

Battery may ignite, burst, overheat, or leak, and may result
in fire, burns, injury, etc.

Compulsory

Stop using and keep away from fire in case of
leaking or abnormal odor.

May ignite leaking liquid, resulting in ignition, bursting,
etc.

Compulsory

Do not allow a pet, etc. to bite or chew on
Battery.

Battery may ignite, burst, overheat, or leak, and may result
in fire, burns, injury, etc.

/\ CAUTION

Prohibited

Do not dispose of Battery with ordinary
refuse.

May cause ignition, resulting in fire, burns, injury, etc.
May cause environmental destruction. Tape terminals to
insulate them, and bring it to a nearby SoftBank Shop or
follow municipality regulations.

Do not use or charge wet Battery.

Battery may ignite, burst, overheat, or leak, and may result
in fire, burns, injury, etc.

Prohibited

If matter inside Battery leaks, do not let it get
on face or hands, on clothes, etc.

May cause blindness or skin harm. If internal matter gets
into eyes or mouth, or gets on skin or clothes, rinse with
water immediately. If internal matter gets into eyes or
mouth, consult a doctor immediately after rinsing with
water.



| AC Charger & USB Cable

/\ WARNING

Prohibited

Do not use AC Charger (sold separately)/USB
Cable if these cords are damaged.

May cause fire, burns, electric shock, etc.

Prohibited

Do not use AC Charger (sold separately)/USB
Cable cords in a place where humidity is high,
such as bathroom.

May cause fire, burns, electric shock, etc.

Prohibited

Do not touch AC Charger (sold separately)/USB
Cable if thunder is audible.

May cause electric shock, etc.

Prohibited

Do not short-circuit terminals when plugged in.
Do not contact terminals with hands, fingers,
etc.

May cause fire, burns, electric shock, etc.

Prohibited

Do not place heavy objects on or pull AC
Charger (sold separately)/USB Cable cords.

May cause fire, burns, electric shock, etc.

Prohibited

Do not allow contact with metal such as metal
strap when connecting/disconnecting USB Cable
from Wi-Fi router.

May cause fire, burns, electric shock, etc.

Prohibited

Do not use voltage converter used for
international travel for AC Charger (sold
separately).

May cause ignition, overheating, electric shock, etc.
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Prohibited

Do not apply excessive force where Wi-Fi
router is connected to USB Cable.

May cause fire, burns, injury, electric shock, etc.

Do Not Use
Wet Hands

Do not touch AC Charger (sold separately)
cord/USB Cable, terminals, or power plug with
wet hands.

May cause fire, burns, electric shock, etc.

Use specified power supply and voltage.

Use AC Charger for overseas use (sold
separately) when charging Battery abroad.

Incorrect power supply and voltage may cause fire, burns,
electric shock, etc.

AC Charger (sold separately): AC100V (Plug in household
AC outlet only)

AC Charger for overseas use (sold separately): AC100V to
240V (Plug in household AC outlet only)

Compulsory

Clean dusty power plug or AC Charger (sold
separately).

Continued use may cause fire, burns, electric shock, etc.

Compulsory

Plug USB Cable firmly into Wi-Fi router.

Failure to do so may cause fire, burns, electric shock, etc.

Compulsory

Do not remove USB Cable by pulling on cord or
otherwise applying excessive force. Instead,
hold USB Cable by connector to remove.

Pulling the cord could damage it, possibly leading to fire,
burns, electric shock, etc.

Compulsory

Connect/disconnect USB Cable straight with
the terminals without pulling on cord or
otherwise applying excessive force.

Failure to do so may cause fire, burns, injury, electric
shock, etc.
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Compulsory

If charging terminal is bent or otherwise
deformed, stop using Wi-Fi router immediately.
Do not fix the deformed shape to use it.

May cause short circuit, resulting in fire, burns, injury,
electric shock, etc.

€

Disconnect
Power Source

Unplug USB Cable if you are not going to use it.

If USB Cable is left plugged in, it may cause fire, burns,
injury, electric shock, etc.

€

Disconnect
Power Source

If water or other liquids (beverage, sweat, sea
water, pet urine, etc.) seep inside Wi-Fi router
or USB Cable, unplug USB Cable immediately.

May cause fire, burns, electric shock, etc.

€

Disconnect
Power Source

Disconnect USB Cable from Wi-Fi router before
cleaning.

Cleaning Wi-Fi router with USB Cable connected may cause
fire, burns, electric shock, etc.

/\ CAUTION

Prohibited

Do not touch USB Cable for long periods with
Wi-Fi router connected.

May cause burns.

| usiM card

/\ CAUTION

Prohibited

Be careful not to inure your finger, etc. with
USIM Card notch.

Failure to do so may result in injury.

Wi-Fi Router Use & Electronic Medical
Equipment

/\ WARNING

Compulsory

Persons with an electric medical device such
as an implanted pacemaker or implanted

cardioverter defibrillator should keep Wi-Fi
router at least 15 cm away from the device.

Wi-Fi router radio waves may affect the electric medical
device.

Compulsory

When using electric medical equipment

(other than implanted cardiac pacemakers/
defibrillators) outside medical facilities,
check with the equipment manufacturer for
information about the effects of radio waves.

Wi-Fi router radio waves may affect electric medical
equipment.

Compulsory

Change Wi-Fi router setting so as not to

emit radio waves when it is difficult to keep
distance of at least 15 cm from others such as
in a crowd.

There may be someone who has an electric medical device
such as implanted pacemaker or implanted cardioverter
defibrillator around you. Wi-Fi router radio waves may
affect the electric medical device.

Compulsory

Follow medical facility rules regarding use of
Wi-Fi router in facilities.

Using Wi-Fi router may affect electric medical equipment.



General Notes

| For Safety

+ Do not disassemble, modify or solder. May cause fire, injury,
electric shock or malfunction.

+ Do not drop, throw or otherwise subject to strong force or
impact. May cause malfunction.

+ Do not put Wi-Fi router in cooking appliances such as a
microwave or pressure cooker or on IH cooking heaters. May
cause malfunction.

Do not use or expose Wi-Fi router to extreme heat (e.g. near
fire or source of heat, in direct sunlight, inside vehicles
on a hot day, etc.). Doing so may cause device warping or
malfunction. Wi-Fi router or related hardware may become
too hot to touch, leading to burn injuries, etc.

+ Wi-Fi router may become hot while in use or while charging
for a long period, especially in high temperatures. Prolonged
contact with skin may cause low-temperature burn injuries.

| Do Not Disturb Others

+ When aboard aircraft, use Wi-Fi router appropriately
according to the instructions of the airline. Wi-Fi signals
may affect flight safety.

+ Do not use Wi-Fi router in a prohibited area such as a
hospital or research laboratory. Medical equipment etc.
might be affected.

+ Do not use Wi-Fi router near courtesy seats in train or bus.
Medical devices such as pacemaker etc. might be affected.

+ Do not use Wi-Fi router if thunder is heard while outdoors

(golf course, etc.).
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| General Use

- SoftBank 4G Service can be used with only dedicated
models.

- Wi-Fi router supports Software Update. Use Wi-Fi router
with the latest software updated.

- Wi-Fi router transmissions may be disrupted inside
buildings, tunnels or underground, or in vehicles, or when
moving into/out of such places.

- Use Wi-Fi router without disturbing others. Theaters and
public transportation systems may or may not allow use of
Wi-Fi router.

- Wi-Fi routers are radios as stipulated by the Radio Law.
Under the Radio Law, Wi-Fi routers must be submitted for
inspection upon request.

- Files may be lost or damaged in the following situations.
SoftBank Corp. is not liable for damages incurred due to
lost or altered information. To minimize damages, back up
data and store separately.

- When using Wi-Fi router incorrectly

- When affected by static electricity or electrical noise

- Powering Wi-Fi router off while in use

- When Wi-Fi router breaks down or is submitted for repair

- If Wi-Fi router is used abroad, changing settings according
to the law of country is required. For settings, see "LAN Wi-
Fi Advanced Settings."

- Communication may slow down or may become unavailable
due to heavy traffic or under certain circumstances.

- Do not use Wi-Fi router in the proximity of areas where
explosive materials are handled. An explosion may be
induced. In addition, explosive devices might be affected.

- Wi-Fi router USIM Card cannot be used with some mobile
devices (including SoftBank models).

- Wi-Fi router may become hot while charging or in use for a
long time.

- Prolonged contact with skin may cause low-temperature
burn injuries.

- AC Charger (sold separately) may become hot while charging.

I Handling

- Do not expose Wi-Fi router to rain, snow, or high humidity.
Wi-Fi router is not waterproof.

- Avoid extreme temperatures/high humidity/direct sunlight/
dusty areas.

- Do not drop or subject to strong impact.

- Clean Wi-Fi router with a soft dry cloth. Alcohol/solvent
use may fade color/label.
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| Touchscreen | Wi-Fi (Wireless LAN)

Wi-Fi router uses 2.4 GHz frequency band WLAN between
2400 MHz and 2483.5 MHz.
Wireless Frequencies & Modulations information: On Wi-Fi

- Do not press Display surface with nails, sharp or hard
object, etc. forcibly. May cause scratch or damage. Touch
lightly with your fingers. Do not push Display with your
finger or press with sharp object (nails, ballpoint pen, pin,
etc.).

Touchscreen may not work in the following cases.

router package.

24DS4/0F4

Or, they may cause false operation.

- Operate with gloves

- Operate with nail tips - 2.4: 2400 MHz range

DS/OF: DSSS or OFDM modulation

4: Maximum interference range of 40 m

I B B Utilizes 2400 MHz-
2483.5 MHz band, and mobile identifier device bands are
avoided.

- Operate with foreign object placed on Display
- Operate with protective sheet or sticker attached
- Operate with water drops or dew condensation on Display
- Operate with wet or sweaty finger

- If conductive material such as metal gets close to Display
when carrying Wi-Fi router in a pocket or bag, Touchscreen

- Available channels vary depending on the country.

may cause false operation.
4 P - For use aboard aircraft, contact the airline beforehand.

+ Touch with fingers. Do not operate with sharp object
g P P00l - When using Wi-Fi in other countries, check local regulations

h as ballpoint il.M fal tion,
such as ballpoint pen or pencil. May cause false operation beforehand.

scratch or damage Display. * Wi-Fi router uses 5 GHz frequency band. Outdoor use of the
5.2 GHz and 5.3 GHz bands is prohibited by the Radio Law.
Wi-Fi router uses the following channels.
W52 (5.2 GHz band / 36, 40, 44, 48)
W53 (5.3 GHz band / 52, 56, 60, 64)
W56 (5.6 GHz band / 100, 104, 108, 112, 116, 120, 124,
128, 132, 136, 140)

- Do not use Wi-Fi router near magnetic devices such as

- Do not attach sticker or sheet (commercially available
protective film, peep prevention sheet, etc.). May cause
Touchscreen false operation.

- Do not touch with nail tips. May cause nail cracks or injury.

electrical appliances or AV/OA devices.

- Magnetic/radio waves may hinder or disable
communication. Avoid microwave ovens.

- Use near a TV or radio, etc. may cause interference; may
affect TV reception.

- If there are multiple Wireless LAN access points using the
same channel, search may fail.

* Wireless LAN device operates same frequency band used
by industrial, scientific, consumer and medical equipment
including microwave ovens, premises radio stations for
identifying mobile units used in the manufacturing lines
of plants (radio stations requiring a license), specified low
power radio stations (radio stations requiring no license)
and amateur radio stations (radio stations requiring a
license).

1. Before using Wi-Fi router, confirm that premises radio
stations for identifying mobile units, specified low power
radio stations and amateur radio stations are not being
operated nearby.

2. If Wi-Fi router causes disruptive radio interference
with premises radio stations for identifying mobile units,
immediately change frequency band, stop use and take
measures (e.g. wall partitions, etc.), or move to another
location to avoid crosstalk.

- Since information is exchanged between terminals and the
Wireless LAN access points, an advantage of Wireless LAN
connections is that LAN connections can be freely enabled
within the reachable range of the signals. However, if
the security settings are not set, there is a possibility
that security issues may arise from the interception of
communication data and illegal intrusions. Wi-Fi router is
configured to work with its security functions at the time
of purchase. However, in consideration of security, it is



recommended that the security settings at the time of
purchase be changed.

- Use Wi-Fi router with the understanding that the Wireless
LAN specifications can be breached via special methods.

- Inquire with Customer Service to consult if you are unable
to configure the security settings.

- SoftBank Corp. cannot be held liable for WLAN security
issues.
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Specific Absorption Rate (SAR)
Information for this Product

Specific Absorption Rate (SAR)
Information for this Product (for
Japan)

This product [602HW] meets Japanese technical regulations*
and international guidelines for exposure to radio waves.

The Japanese technical regulations for exposure to radio
frequency energy established permitted levels of radio
frequency energy, based on standards developed by
independent scientific organizations through periodic and
thorough evaluation of scientific studies.

The regulations employ a unit of measurement known as the
Specific Absorption Rate, or SAR.

The SAR limit is 2 watts/kilogram (W/kg) averaged over ten
grams of tissue.

The limit includes a substantial safety margin designed to
assure the safety of all persons, regardless of age and health.
The value of the limit is equal to the value given in
international guidelines recommended by ICNIRP**, which is in
collaboration with the World Health Organization (WHO).

The highest SAR value for this product is 0.606 W/kg*** when
used close to the body in the below manner**** ,

While there may be differences between the SAR levels of
various products and at various positions, all products meet
the Japanese technical regulations.

Although the SAR is determined at the highest certified power
level, the actual SAR of the product during operation can be
well below the maximum value.

- Use close to the body****
To use this product close to the body, maintain a separation
of 1.5 cm with no metal (parts) between it and the body.
This will ensure this product meets the Japanese technical
regulations for exposure and international guidelines for
radio wave protection.
* The technical regulations are provided in Article 14-2 of
the Ministry Ordinance Regulating Radio Equipment.
** International Commission on Non-lonizing Radiation
Protection
*** The value is under simultaneous transmission use
conditions.

The World Health Organization has announced that "A large
number of studies have been performed over the last two
decades to assess whether mobile phones pose a potential
health risk. To date, no adverse health effects have been
established as being caused by mobile phone use."

For more information about SAR, see the following websites:
-Ministry of Internal Affairs and Communications (MIC)
http://www.tele.soumu.go.jp/e/sys/ele/body/index.htm
-Association of Radio Industries and Businesses (ARIB)
http://www.arib-emf.org/01denpa/denpa02-02.html
(Japanese)

This product [602HWT] is confirmed to comply with guidelines
relating to effects of radio wave exposure as set forth by
the Council of Europe (CE) and the Federal Communications
Commission (FCC). Refer to the following.
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| European RF Exposure Information

Your mobile device is a radio transmitter and receiver. It is
designed not to exceed the limits for exposure to radio waves
recommended by international guidelines. These guidelines
were developed by the independent scientific organization
ICNIRP and include safety margins designed to assure the
protection of all persons, regardless of age and health. The
guidelines use a unit of measurement known as the Specific
Absorption Rate, or SAR. The SAR limit for mobile devices

is 2.0 W/kg. As mobile devices offer a range of functions,
they can be used in other positions, such as on the body. In
this case, the highest tested SAR value is 1.57 W/kg* at the
separation distance of 0.5 cm from the body. For electronic
safety, maintain the separation distance with accessories
containing no metal, that position handset a minimum of

the above distance. Use of other accessories may not ensure
compliance with RF exposure guidelines.

* The tests are carried out in accordance with international

guidelines for testing.

| FCC RF Exposure Information

Your handset is a radio transmitter and receiver. It is
designed and manufactured not to exceed the emission limits
for exposure to radio frequency (RF) energy set by the Federal
Communications Commission of the U.S. Government.

The guidelines are based on standards that were developed

by independent scientific organization through periodic and
thorough evaluation of scientific studies. The standards
include a substantial safety margin designed to assure the
safety of all persons, regardless of age and health.

The exposure standard for wireless handsets employs a unit of
measurement known as the Specific Absorption Rate, or SAR.
The SAR limit set by the FCC is 1.6 W/kg. The tests are
performed in positions and locations (e.g. worn on the body)
as required by the FCC for each model.

The highest SAR value for this model handset as reported to
the FCC when tested for use worn on the body in a holder or
carry case, is 1.51 W/kg.

Body-worn Operation; This device was tested for typical
body-worn operations with the back of the handset kept

1.0 cm from the body. To maintain compliance with FCC RF
exposure requirements, use accessories that maintain a 1.0
cm separation distance between the user's body and the back
of the handset. The use of beltclips, holsters and similar
accessories should not contain metallic components in its
assembly.

The use of accessories that do not satisfy these requirements
may not comply with FCC RF exposure requirements, and
should be avoided. The FCC has granted an Equipment
Authorization for this model handset with all reported SAR
levels evaluated as in compliance with the FCC RF emission
guidelines. SAR information on this model handset is on

file with the FCC and can be found under the Display Grant
section of http://www.fcc.gov/oet/ea/ after searching on FCC
ID QIS602HW.

Additional information on Specific Absorption Rates (SAR) can
be found on FCC Radio Frequency Safety website at https://
www.fcc.gov/general/radio-frequency-safety-0.

The World Health Organization has stated that present
scientific information does not indicate the need for any
special precautions for the use of mobile devices. They note
that if you want to reduce your exposure then you can do so
by limiting the length of calls or using a hands-free device to
keep the mobile phone away from the head and body.

-World Health Organization

http://www.who.int/emf

-List of Specific Absorption Rates (SAR) for radio waves by
smartphone/3G model
http://www.softbank.jp/mobile/support/sar/ (Japanese)


http://www.fcc.gov/oet/ea/
https://www.fcc.gov/general/radio-frequency-safety-0
https://www.fcc.gov/general/radio-frequency-safety-0
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http://www.softbank.jp/mobile/support/sar/
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